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The article analyses the transformation of the European Union's foreign and
security policy in the context of increasing global instability, multipolar
competition, and internal institutional constraints. Based on an
interdisciplinary  scientific approach and employing relevant research
methods, the author examines the EU’s strategic adaptation to a changing
security environment and identifies key challenges related to the lack of
internal consensus, fragmentation of interests, and geopolitical power shifts.
The study also highlights the shift from normative to pragmatic action,
arguing that an effective and efficient EU foreign and security policy requires
a balance between values and strategic imperatives. In conclusion, the
author formulates recommendations aimed at strengthening mutual
coherence, adequate military capabilities and capacities, and the EU’s ability
to act, with a view to becoming a respected global security actor in the 215t
century.
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V priebehu prvého Stvrtstorocia 21. storocia ¢elila Eurdpska Unia (dalej len ,EU“

alebo ,Unia“) sérii zloZitych, vzajomne prepojenych vnatornych a vonkajsich vyziev, ktoré

zasadne ovplyvnili charakter a trajektdriu jej zahrani¢nej a bezpecnostnej politiky (Micossi —
Tosato, 2009; Lovato a kol.,, 2021; Ivancik, 2022; Murdza, 2024). Rastuca multipoldrna
konkurencia a mocenska rivalita medzi globalnymi a regiondlnymi aktérmi, postupujiuca

fragmentacia v susednych regiénoch a vnutorné rozpory medzi ¢lenskymi Statmi vyznamne

stazili Unii schopnost vystupovat ako jednotny a koherentny aktér v medzindrodnom

prostredi. V tomto kontexte sa zahrani¢na a bezpeénostna politika EU postupne postvala od

normativneho ramca presadzovania hodn6t smerom k pragmatickejSiemu, geopoliticky
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citlivejSiemu a ¢asto reaktivnemu pristupu, ktory reflektoval tlak meniaceho sa globalneho
poriadku. Tento vyvoj zarover vyvolal zdsadné otdzky o tom, do akej miery je EU schopna
vytvdrat a implementovat efektivnu a uc¢innu zahrani¢nu a bezpecnostnu politiku, a aké su
limity jej posobenia ako autondmneho aktéra v oblasti globdlnej bezpecnosti (Sus, 2019;
Youngs, 2021; Keukeleire — Delreux, 2022; Jur¢ak — Ivancik, 2023).

Ciefom autora studie je analyzovat transformacny vyvoj zahrani¢nej a bezpecnostnej
politiky EU v kontexte systémovych geopolitickych zmien, transatlantickej neistoty,
regionalnych nestabilit a vnatornych divergencii, ktoré ovplyviiuju a zaroven podmieniuju
akcieschopnost Unie ako globalneho bezpeénostného aktéra. V centre pozornosti stoji
trojica klucovych faktorov, ktoré rozhodujicim spésobom formuju sucasny charakter
a obmedzenia eurdpskej zahrani¢nej politiky: (a) narastajuca strategickd a ideologicka rivalita
medzi mocenskymi centrami (Dandashly et al., 2021; Mazzarr, 2022; Paikin, 2023), (b) rozpad
Statnej autority a bezpecnostna fragmentacia v klicovych susedskych regidnoch (Rotberg,
2003; John, 2008; Forsyth, 2024), a (c) rastlce rozdiely v zahrani¢nopolitickych prioritach
a stratégiach jednotlivych ¢lenskych statov (Kuokstyté et al., 2020; van Bentum et al., 2023).
Vzajomna prepojenost tychto faktorov vytvara dynamicky a zloZity ramec, ktory si vyZzaduje
kritickd reflexiu instituciondlnych kapacit EU a jej schopnosti koordinovane a strategicky
reagovat na komplexné vyzvy 21. storoCia (Creutz et al., 2019; Lippert — Perthes, 2020;
Brhlikova — Koc¢nerova, 2020; Perthes, 2021).

Autor v ¢lanku uplatiuje interdisciplindrny teoreticky pristup, ktory prepaja poznatky
z medzinarodnych vztahov, politickych vied a eurdpskych a bezpeénostnych studii. Z hladiska
politickych vied a medzinarodnych vztahov sa opiera najméd o neorealisticky a liberdlno-
institucionalisticky pohlad, ktory umoziiuje skimat geopolitické determinanty spravania EU
v multipoldarnom svete. Eurépske studia, najma z perspektivy eurdpskej integracie, poskytuju
vhodné analytické nastroje na pochopenie vnutornej koherencie a rozhodovacich
mechanizmov Unie, a bezpecnostné Studie ponukaju koncepény rdmec na analyzu
fenoménov ako hybridné hrozby, strategickd autondmia ¢i normativna moc.

Z metodologického hladiska autor vyuziva kvalitativnu obsahovu analyzu klt¢ovych
politickych dokumentov Unie, vedeckych prac renomovanych domacich a zahraniénych
autorov a reakcii EU na vybrané bezpeénostné krizy, vratane ruskej invazie na Ukrajinu, kriz
v oblasti Sahelu a v regidne Blizkeho vychodu. Vyskumny dizajn je postaveny na analyticko-
syntetickom a analyticko-komparativnom pristupe, ktory sleduje vyvojové trendy a vzorce
spravania EU vo vztahu k systémovym i konjunkturdlnym vyzvam.

Zamerom autora nie je len deskriptivne zachytenie vyvoja, ale najma analytické
zhodnotenie moZnosti a hranic eurdpskej akcieschopnosti v meniacom sa geopolitickom
prostredi. Vyskum sa zameriava na otazku, do akej miery EU disponuje strategickou
kapacitou presadzovat spolo¢né zaujmy, efektivne reagovat na krizy a udrzat si relevantnu
poziciu v dynamickom medzindrodnom systéme. Vychodiskom je predpoklad, Ze
akcieschopnost Unie je determinovana nielen vonkaj$imi faktormi, ale v rozhodujicej miere
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aj vnutornou sudrznostou, politickou volou ¢lenskych statov a schopnostou konsenzualneho
rozhodovania. V nadvéznosti na to sa ¢ldnok venuje analyze externého prostredia EU,
vnutornym limitom a transformacii strategického ramca jej zahrani¢nej a bezpecnostnej
politiky v désledku prebiehajucich geopolitickych zmien.

1 ZAHRANICNA A BEZPECNOSTNA POLITIKA EU V ERE GLOBALNEJ FRAGMENTACIE
A MULTIPOLARNEJ KONKURENCIE

Zahrani¢na a bezpecnostna politika EU sa v poslednych rokoch formuje v prostredi,
ktoré je oraz menej stabilné, menej predvidatelné a vyrazne multipolarne (Juréak — Ivancik,
2023; Murdza, 2024). Multipolarita, ktora bola v minulosti prevazne akademickym
konceptom, sa premenila na konkrétnu geopoliticki realitu s priamymi dosledkami pre
mocenskd rovnovahu a charakter medzinarodnych vztahov. Rozdelenie globalneho vplyvu
medzi rastici pocet aktérov — vratane $tatov ako Cina, Rusko, Turecko, Irdn ¢ Saudska Arabia
— zasadne ovplyvnilo strategické prostredie, v ktorom sa EU usiluje presadzovat svoje zaujmy
(Peral, 2009; Pieterse, 2018; Kompan — Hrnciar, 2021; Petrakis a kol., 2024). Koniec éry
unipolarnej dominancie Spojenych statov americkych (dalej len , USA”) vyvolal rozsiahlu
transformaciu bezpe¢nostného poriadku a spdsobil, Ze Unia bola nutend redefinovat svoje
miesto v meniacom sa svetovom systéme.

Sucastou tejto zmeny je aj nastup novych foriem konkurencie, ktoré presahuju
tradi¢né vojenské hrozby a zahfnaju hybridné Utoky, kybernetickd vojnu, ekonomicky natlak,
energetické vydieranie ¢i dezinformaéné kampane (Majchut — Vajda, 2022; Jurédk a kol.,
2023; Hullova, 2023; Tvaronaviciené, 2024; Dirma a kol., 2024). Navrat geopolitiky ako
uréujiceho faktora medzinarodnych vztahov znamend, 7e EU sa ui nemdie opierat
o stabilné normativne ramce, ale musi aktivne reagovat na fragmentaciu globalneho
poriadku a mocensku rivalitu, ktord ho nahradila (Hagedorn a kol., 2020). Vysledkom je
prostredie, v ktorom sa hodnotové priority EU ¢asto dostavaju do konfliktu so strategickymi
imperativmi a v ktorom musi Unia neustale vyvazovat medzi zaujmami a zasadami.

ZloZitd situacia je este komplikovanejsia tym, Ze EU je obklopena regiénmi, v ktorych
sa multipolarita prejavuje najintenzivnejsSie. V samotnej Eurépe doslo v doésledku ruskej
agresie proti Ukrajine k rozvratu zvysSkov povojnového bezpeénostného systému, ¢im sa
prehibila potreba zasadnej revizie eurépskej bezpeénostnej architektiry (Mankoff, 2022).
V oblasti Blizkeho vychodu dominuje sutaz medzi regiondlnymi a globalnymi aktérmi —
Irdnom, Tureckom, Saudskou Ardbiou, USA, Ruskom a Cinou, pri¢om pretrvavajica
nestabilita sa premieta do bezpe¢nostného vnimania migra¢nych tokov v EU (Valensi, 2024).
V indo-pacifickom priestore eskaluje sutaz medzi USA a Cinou, ktord vyznamne ovplyviiuje
globdlne strategické nastavenie a nuti EU prehodnocovat svoj postoj k tejto oblasti (Tenna —
Sgrensen, 2020). Tieto tri priestorové osi — vychodna Eurdpa, Blizky vychod a Indo-Pacifik —
tvoria pre EU kltUcové strategické vyzvy, ktoré presahuju ramec klasickej susedskej politiky
a nutia Uniu uvaZovat globdalne.
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Superenie mocnosti naslo Urodnu pddu v regidnoch s oslabenou alebo neexistujlicou
Statnou autoritou. V Statoch, kde doslo ku kolapsu verejnej spravy alebo k jej vaznemu
naruseniu, sa vytvorili vhodné podmienky pre intervenciu externych aktérov, ¢o este viac
destabilizovalo lokdlne poriadky. Mocenské vakuum v tychto oblastiach zaplnili nestatni
aktéri, (para)milicie, ozbrojené skupiny a teroristické organizacie, ktoré profitovali
z neregulovanych ekonomickych tokov a z nedostatku centrdlnej kontroly (Rotberg, 2003;
Kassab, 2020). Vysledkom je rozvratené bezpecnostné prostredie, v ktorom sa konflikty Siria
cez hranice, prehlbuju historické krivdy a destabilizuju irsie regiony, pricom EU je priamo
vystavena ich dosledkom.

Tento vyvoj umoznil rozmach extrémistickych a kriminalnych Struktur, ktoré vyuzivaju
slabost miestnych vlad, medzery v pravnom systéme a chudobu obyvatelstva na rozsirovanie
svojho vplyvu. Vyznamnu ulohu v tomto procese zohrava nelegdlne obchodovanie so
zbranami, ludmi, drogami a nerastnymi surovinami, ktoré sa stalo hlavnym zdrojom prijmov
pre mnohych nestatnych aktérov a teroristické siete (Hudson a kol.,, 2002; Howard —
Traughber, 2013). Tento fenomén sa bytostne dotyka aj eurdpskej bezpecnosti, kedze
prispieva k ndrastu teroristickych hrozieb, radikalizacii a prudeniu nelegalnych migrantov
smerom do Unie.

Priestorové rozSirenie nestability znamend, Ze bezpecnostné hrozby uZz nemozino
vnimat ako vzdialené alebo vylucne externé. Od Blizkeho vychodu cez severnu Afriku aZ po
Sahel a Africky roh vznikd bezpecnostny oblik nestability, ktory ma priame désledky pre
¢lenské staty EU. Unia je vystavena tlaku asymetrickych hrozieb, ktoré maju charakter
dlhodobych, difuznych a multidimenzionalnych vyziev. Patria sem masova nelegalna
migracia, Sirenie extrémizmu, kybernetické Utoky, destabilizacia spolo¢nosti cez informacné
operacie a prehlbovanie vnutornych politickych polarizacii (Eurépsky parlament, 2023).
Bezpelnostna politika EU sa tak musi vyrovnavat s fenoménmi, ktoré presahuju ramec
klasického statneho nasilia a vyZzaduju nové pristupy k detekcii, predikcii a rieSeniu.

Transformacia bezpecnostného prostredia pritom neprebieha v izolacii od
vnutorného vyvoja v samotnej Unii. EU &eli paralelne zhor$enej globalnej situacii a zarover
naruseniu konsenzu vnutri svojich institucii a medzi ¢lenskymi statmi (Novak a kol., 2021;
Sherriff — Veron, 2024). Divergencia medzi narodnymi postojmi sa prejavuje najma
v otazkach migracnej politiky, bezpecnostnych priorit a vztahov s globdlnymi aktérmi.
Vnutorné politické rozdiely, prehlbovanie nacionalistickych tendencii a rastica nedovera voci
spolo¢nym eurdpskym rie$eniam sposobili oslabenie schopnosti EU koordinovane reagovat
na vonkajsie vyzvy (Leigh, 2024; Hauck — Desmidt, 2024). Zahrani¢na a bezpecnostna politika
EU sa tak ocitd medzi tlakom strategického prostredia a limitmi vnitorného konsenzu, ¢o
znacne oslabuje jej efektivitu a doveryhodnost.
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2 VNUTORNE OBMEDZENIA EUROPSKEJ AKCIESCHOPNOSTI: DIVERGENCIA ZAUJMOV
A DEFICIT KOHERENCIE

Akcieschopnost Eurdpskej Unie v oblasti zahranicnej a bezpecnostnej politiky je
ovplyvnena nielen vonkajsim strategickym prostredim, ale zasadnym sp6sobom aj vnutornou
dynamikou v jej clenskych Statoch. Divergencia ich zahrani¢nopolitickych zaujmov,
bezpecnostnych priorit a geopolitickych preferencii vytvara Strukturalnu bariéru, ktora brani
koherentnému a rozhodnému postupu na medzindrodnej scéne. Tento problém je akutny
najma v Case, ked rychlost reakcie a jednotné strategické smerovanie a konanie predstavuju
rozhodujuci faktor Uspechu v konkurenénom prostredi globalnej multipolarity (Lovato a kol.,
2021; Balfour — Ulgen, 2024).

Jednou z hlavnych prekdzok uc¢inného uplatfiovania zahrani¢nej a bezpecnostnej
politiky je silne medzivladny charakter rozhodovacieho mechanizmu, ktory vyZaduje
jednomyselnost ¢lenskych $tatov pri prijimani zasadnych rozhodnuti. Tento princip, hoci
formalne garantuje rovnost a ochranu narodnych zaujmov, v praxi casto vedie
k paralyzovaniu politickych iniciativ a oneskorenym reakcidm na krizové situacie. Zvlast
v pripadoch, ked su ndrodné postoje ovplyvnené domacou politickou kalkuldciou, sa
dosiahnutie konsenzu stava takmer nemozné. Vysledkom je zniZzenda efektivita spolocnych
rozhodnuti, ¢o sa preukdzalo pri viacerych regiondlnych krizach, ako aj pri koordindacii
vojenskej a humanitarnej reakcie (Csehi — Puetter, 2021; Hauck — Desmidt, 2024).

V tejto suvislosti je potrebné dodat, Ze Uloha Eurdpskeho parlamentu v tejto oblasti
je znacne obmedzend, kedZe ako instituciondlny aktér nema legislativhu pravomoc ani pravo
spolurozhodovania. Tento deficit demokratickej kontroly a rozhodovania tak vyznamnym
spbsobom zniZuje transparentnost, zodpovednost a v kone¢nom désledku aj akcieschopnost
zahraniénej a bezpecnostnej politiky, ¢o v kone¢nom ddsledku oslabuje jej legitimitu v ociach
ob&anov EU. Nedostatok demokratickej legitimity sa prepaja s hlbdimi $trukturalnymi
a politickymi rozdielmi v rdmci samotnej EU. Okrem institucionalnych limitov totiz zahrani¢na
a bezpeénostna politika Unie €eli aj vyraznym hodnotovym a geopolitickym rozporom medzi
¢lenskymi Statmi, ktoré zdsadnym spdsobom formuju svoj postoj k hrozbam i preferovanym
strategickym rieSeniam.

Vnutorné rozpory sa vsak neprejavuju len na drovni institucionalnych rozhodovacich
procesov, ale aj v samotnej stratégii a vnimani bezpeénosti. Geopolitické rozdiely medzi
vychodom a zdpadom Unie, severom a juhom, ako aj medzi velkymi a malymi $tatmi,
odrazaju odlisné historické skusenosti a v neposlednom rade aj r6znu mieru expozicie voci
konkrétnym bezpeénostnym hrozbam. Zatial ¢o krajiny vychodného kridla EU kladd déraz na
vojenské odstrasenie a hrozbu zo strany Ruska, $taty juiného obvodu Unie upozorfiuji na
tlak migracie a nestability v regiéne Maghrebu, Sahelu a Blizkeho vychodu (Bermejo, 2019;
Leigh, 2024). Tieto rozdiely sa prenasaju aj do stanovovania priorit. Kym niektoré Staty
uprednostiuju transatlanticki vazbu a vojensku pripravenost, iné presadzuji normativne
nastroje a multilateralny pristup k rieSeniu konfliktov.
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Zasadny problém predstavuje aj rozdielna politicka véla investovat do spolo¢nych
iniciativ, najma v oblasti obrany. Clenské $taty nie su jednotné v otazke vysky obrannych
vydavkov, pricom niektoré dlhodobo nedodrZiavaju ani minimalne odporucania (Hulekova,
2025). Okrem toho sa vyskytuju aj rozdiely v miere ochoty zucastniovat sa na spolo¢nych
vojenskych operaciach, najma v pripadoch, ked neexistuje jednoznacné prepojenie
s bezprostrednymi narodnymi zaujmami. Tento pristup ,bezpecnost podla vyberu” vedie
k fragmentacii sil a k oslabeniu dovery medzi ¢lenskymi statmi, pricom dlhodobo podkopdva
schopnost EU konat ako jednotny aktér (Alacaro a kol., 2022; Stewart, 2025).

Vnutorna fragmentacia sa navysSe prehlbuje v désledku domacich politickych trendov.
Rast populizmu, euroskepticizmu a nacionalizmu v mnohych clenskych Statoch vedie
k odmietaniu spolo¢nych eurdpskych rieSeni a k presadzovaniu vylu¢ne ndrodnych agend.
VIady vyuZivaju tému suverenity na mobilizaciu voli¢skej podpory, ¢o ma priamy dopad na
zahraniént a bezpe¢nostni politiku. Casto ju indtrumentalizuji na presadzovanie
vnutropolitickych cielov, ¢im brzdia nadnarodnd koordindciu a oslabuju déveru medzi
partnermi (Ultan — Ornek, 2015; Altemeyer-Bartscher et al., 2016; Zuleeg — Wlachowiak,
2021).

Tieto rozpory zéroven znizuju déveru medzindrodnych partnerov v schopnost EU
konat konzistentne. Rozdielne postoje vo&i Cine, Rusku alebo USA, ako aj nejednotné postoje
k sankciam, diplomacii, pomoci a vojenskym operaciam, signalizuju nedostatok strategickej
koherencie. Externi aktéri tento stav ¢&asto zneuZivaji — ¢&i uz prostrednictvom
dezinformacnych operacii, ekonomickych alebo energetickych pak alebo diplomatickych
stratégii, ktorych ciefom je prehlbovat vnutorné rozpory medzi ¢lenskymi Statmi a oslabovat
spolo¢nu akcieschopnost EU (Barrinha, 2018; Herd, 2024; Sabayova, 2025). Dezinforma¢né
kampane, hybridné hrozby a ekonomicky a energeticky natlak tak funguju nielen ako
prostriedky externého tlaku, ale aj ako zosiliovace vnutornych slabosti.

Z insStitucionalneho hladiska predstavuje jeden z kllicovych problémov absencia
strategickej vizie, ktord by presahovala ramec reaktivnych dokumentov a ad hoc pristupov.
Hoci dokumenty ako Globdlna stratégia EU z roku 2016 (EEAS, 2019) alebo Strategicky
kompas (EEAS, 2022) predstavuju kroky smerom k vacésej stratégii, ich implementdcia je
nerovnomerna a silne zavisla od vole ¢lenskych statov (EEAS, 2025). V dbsledku toho nadalej
zostava zahraniénd a bezpecnostnad politika EU prevaine reaktivna, €o ju oslabuje voci
aktérom, ktori operuju s dlhodobou viziou a strategickou konzistenciou.

Vnutorné obmedzenia tak zasadnym spdsobom limituju nielen operaéné kapacity EU,
ale aj jej symbolicky kapital ako normativneho aktéra. Nedostatok konsenzu, fragmentacia
zaujmov a rozdielne strategické horizonty oslabuju schopnost Unie posobit déveryhodne
v medzinarodnych vztahoch. Ak chce EU posilnit svoju globalnu poziciu, musi prekonat tieto
vnutorné bariéry, zjednotit strategické vnimanie a reformovat rozhodovaci ramec tak, aby
reflektoval potrebu rychlej, koordinovanej, efektivnej a Ucelnej reakcie na bezpecnostné
vyzvy sucasnosti.
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3 MEDZI NORMATIVNYM A PRAGMATICKYM PRiISTUPOM K TRANSFORMACII EUROPSKE)J
ZAHRANICNEJ) A BEZPECNOSTNEJ POLITIKY

Transforméacia zahrani¢nej a bezpecnostnej politiky EU sa v poslednych rokoch
odohrava medzi dvoma pdlmi: na jednej strane pretrvavajucou snahou presadzovat
normativne hodnoty, ktoré su zakotvené v zakladnych zmluvéch a stratégiach Unie, a na
druhej strane narastajucou potrebou pragmatickej reakcie na meniace sa globdlne
prostredie. Tento posun od ,normativnej moci“ ku ,geopolitickému posobeniu”, ako to
opisuje Youngs (2021, s. 192-193), nie je len sémantickym posunom v strategickych
dokumentoch, ale predstavuje zdsadnu rekonfiguraciu eurdpskej bezpecnostnej identity
v Case rastucej nestability a geopolitickej fragmentacie.

Historicky sa EU profilovala ako normativny aktér, ktory v zahrani¢nej politike
preferoval presadzovanie demokracie, pravneho S$tatu a ludskych prdv pred tvrdou silou.
Tento pristup bol viditelny najma v susedskej politike a v rozvojovej spolupréci, kde sa Unia
snazila ovplyvnit vonkajSie prostredie prostrednictvom asistencie a partnerstiev (Bermejo,
2019). Udalosti z poslednych rokov vsak ukazali limity tohto modelu. Zlyhanie reforiem
v mnohych susednych Statoch, narast autoritarskych rezimov a agresivnej geopolitiky viedli
k strate iluzii o transformacii bezpec¢nostného prostredia prostrednictvom normativneho
vplyvu (Lovato a kol., 2021).

Rok 2022 sa stal symbolickym bodom obratu, ked' ruska invazia na Ukrajinu prindtila
EU konat nielen diplomaticky, ale aj vojensky, ekonomicky a bezpeénostne. Unia prijala
bezprecedentné sankcie, aktivovala Eurépsky mierovy nastroj (EPF) na financovanie dodavok
zbrani a zacdala systematickejSie uvazovat o budovani vlastnych obrannych spdsobilosti
a kapacit (Jur¢ak — Ivancik, 2023b). Tento vyvoj potvrdzuje, e geopoliticka realita nuti EU
presuvat doéraz od hodnotovej diplomacie k aktivnej obranno-bezpecnostnej politike.

Novym ramcom tohto pristupu sa stal Strategicky kompas EU (EEAS, 2022), ktory
reflektuje potrebu zvysit kolektivnu odolnost, zintenzivnit operaénu pripravenost a prehibit
partnerstva so spriatelenymi aktérmi. Hoci ide o dokument politického charakteru, ktory
nepredstavuje pravne zdvazny plan, signalizuje zmenu v uvazovani o bezpecnostnej politike
EU: od reakcie na krizy k predchadzaniu hrozbam, od hodnotového idealizmu k realistickému
geopolitickému ukotveniu (Hauck — Desmidt, 2024).

Pragmatizacia zahrani¢nej politiky EU sa prejavuje aj v rekalibracii vztahov
s partnermi a konkurentmi. V pripade Turecka, ktoré bolo dlhodobo vnimané ako strategicky
kandidat na ¢lenstvo v Unii, presla EU od politiky rozsirovania k politike zadrZiavania
a manazovania vztahov — najméa v oblastiach migracie, energetiky a bezpecnosti (Paikin,
2023, Ivancik, 2023; Tvaronaviciené, 2024). V pripade Ruska preSiel diskurz od partnerstva
k odstradovaniu a konfrontdcii, zatial ¢o vo¢i Cine sa prejavuje dualita pristupu, ktory ju
sucasne oznacuje za systémového konkurenta, hospodarskeho partnera aj geopoliticku
vyzvu (Balfour — Ulgen, 2024; Tenna — Sgrensen, 2020). Tato ambivalencia ukazuje, Ze
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zahraniéna politika EU je stale v procese redefinicie a nie vidy je schopna udrzat koherentnu
liniu napriec jednotlivymi oblastami.

Napriek tomu nemozno hovorit o Uplnom opusteni normativneho ramca. Hodnotové
prvky zostavaju sucastou oficidlnych vyhlaseni, diplomatickych stratégii a nastrojov
rozvojovej politiky. Zaroven vsak coraz viac plati, Ze normativne ciele si podmienené
geopolitickou realitou a ¢asto ustupuju praktickym dvaham — napriklad v pripade partnerstva
s rezimami, ktoré nespifiaji demokratické kritéria, no su kltic¢ové z hladiska migrécie alebo
boja proti terorizmu (Dandashly et al., 2021; Valensi, 2024). EU tak celi vyzve najst
rovnovahu medzi udrzanim vlastnej identity a potrebou strategickej adaptability.

Vyznamnou zmenou je aj ndrast zaujmu o budovanie strategickej autonémie. Hoci
tento koncept zostava sporny a rdzne interpretovany, jeho jadrom je snaha znizit zavislost
EU od externych aktérov v oblasti obrany, technoldgii a dodavatelskych retazcov (Kuokstyté
et al., 2020; Mazzarr, 2022). Sucastou tejto snahy je aj posilfiovanie eurépskeho obranného
priemyslu, vyssie investicie do vyskumu a vyvoja a podpora spoluprace medzi ¢lenskymi
Statmi prostrednictvom iniciativ ako PESCO, EDF alebo CARD. Ich Uspesnost vSak zavisi od
miery politickej vole, odstranenia duplicit s NATO a ochoty ¢lenskych Statov vzdat sa Casti
suverénnej kontroly nad bezpecnostnou politikou.

Prechodom od primarne uplatiovanej normativnej diplomacie k pragmatickému
geopolitickému angaZovaniu sa zaroven otvara otdzky legitimity, demokratickej kontroly
a strategickej konzistencie. Ak ma byt zahrani¢nd politika EU nielen efektivna, ale aj
doveryhodna, musi zostat transparentnd, hodnotovo ukotvend a schopna vysvetlit svoje
rozhodnutia ob&anom Unie. V opa¢nom pripade hrozi, 7e sa strati politickd opora pre jej
realizaciu a Ze pragmatizmus sa stane synonymom cynizmu.

Transformacia eurdpskej zahranicnej a bezpecnostnej politiky je teda nevyhnutna, no
musi byt vykonana premyslene. Musi reflektovat meniacu sa povahu hrozieb, dynamiku
globdlnej moci a limity vlastnej indtitucionalnej struktiry. Ak sa EU chce etablovat ako
relevantny aktér v novom geopolitickom prostredi, potrebuje nielen stratégiu, ale aj
sposobilosti, kapacity, zdroje, politicki volu a schopnost konat jednotne. Prave kombinacia
normativnej legitimity a strategického pragmatizmu moéZe predstavovat novy model
eurdépskeho posobenia — takého, ktoré nie je len reakciou na hrozby, ale aj aktivnou formou
ovplyviiovania sveta podla hodnét a zaujmov EU.

ZAVER

Zahrani¢na a bezpecnostna politika Eurépskej unie v sucasnosti prechddza zasadnou
transformaciou pod tlakom zloZitych vnutornych a vonkajsich vyziev v podobe narastajucej
globalnej fragmentdcie, navratu geopolitickej mocenskej rivality a prehlbujicich sa
vnutornych divergencii. V prostredi multipoldrnej konkurencie, asymetrickych a hybridnych
hrozieb a destabilizovanych susednych regiénov ¢eli EU strategickej vyzve, ako zachovat
svoju hodnotovu identitu, a zaroven zefektivnit nastroje konania. Tento rozpor medzi
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normativnym étosom a imperativom pragmatizmu je aktualne jadrom sucasnej eurdpskej
bezpe¢nostnej dilemy. Ak Unia nedokdZe rozhodovat a konat transparentne, rychlo,
jednotne a doveryhodne, hrozi jej nielen marginalizdcia na globdlnej scéne, ale aj erdzia
vnutornej sudrznosti a dovery obcanov.

Analyza ukdzala, Ze schopnost Unie presadzovat svoje zaujmy je podmienend suhrou
vonkajsSich a vnatornych faktorov. Zvonku je vystavena fragmentovanému bezpeénostnému
prostrediu, naruseniu bezpeénostnej situdcie a poriadku v kli¢ovych regidnoch a vzdjomne si
konkurujucim mocnostiam, ktoré ¢oraz sofistikovanejSie vyuzivaju rozne hybridné aktivity na
presadzovanie svojich cielov. Zvnutra ju oslabuju partikuldrne zaujmy niektorych ¢lenskych
Statov na ukor spoloc¢nych eurdpskych, rozdielnost strategickych kultur, medziviadny model
rozhodovania a absencia spolocnej vizie, ¢o vedie kreaktivnosti a strate strategickej
predvidavosti. A hoci EU disponuje vyznamnymi ekonomickymi, technologickymi
a diplomatickymi ndastrojmi, ich efektivita a uGc¢innost je vyraznym spOésobom zniZend
nedostatoénymi vojenskymi spésobilostami a kapacitami, ako aj znacnou politickou
roztrieStenostou a nejednotnostou v rozhodovacich procesoch.

Analyza zdroven potvrdila, Ze stanoveny ciel studie bol splneny. Boli podrobne
analyzované klucové faktory, ktoré ovplyviiuju akcieschopnost EU, konkrétne predovietkym
transformacny vyvoj zahrani¢nej a bezpecnostnej politiky EU, prebiehajice systémové
geopolitické zmeny a mocenska rivalita, regiondlne nestability a vnutorné divergencie
¢lenskych Statov a medziviadny model rozhodovania. Autor Stidie dospel na zaklade
vysledkov realizovaného vyskumu k zdveru, 7e akcieschopnost Unie je podmienend prave
interakciou tychto vnutornych a vonkajsich faktorov, ¢o si vyzaduje prechod od normativnej
identity k pragmaticky a strategicky konajucemu aktérovi.

Zasadnym predpokladom zvySenia eurdpskej akcieschopnosti je posilnenie vnitornej
koherencie, reforma rozhodovacich mechanizmov a rozvoj spoloénej strategickej kultury
zaloZenej na rovnovahe medzi hodnotami a geopolitickym realizmom. Rovnako nevyhnutné
je prehibenie obrannej spoluprace, prekonanie rozdielov medzi ¢Elenskymi $tatmi
a budovanie doévery v nutnost jednotného spolo¢ného postupu. Vyzvou do budicnosti bude
aj schopnost transformovat vlastnut identitu EU — z prevaine normativneho na pragmaticky
a strategicky konajuceho aktéra, pripraveného, odhodlaného a v pripade potreby schopného
autondmne Celit nepriatelskému a nestabilnému medzinarodnému prostrediu.

Tento posun si vyZzaduje nielen zavedenie novych nastrojov, ale aj schopnost Ucinne
komunikovat ciele zahrani¢nej a bezpec¢nostnej politiky vlastnému obyvatelstvu. Udrzanie
legitimity vonkajSieho poOsobenia totiz nevyhnutne suvisi s jeho vndtornym ukotvenim.
Okrem zvy$enej reakénej schopnosti by mala mat EU aj ambiciu presadzovat vlastné zaujmy
a formovat globdlny bezpecnostny diskurz. V Case narusenej dbvery v medzinarodné
institlcie a normy by mala vyuzivat svoju diplomatickii vahu, multilaterdlnu skisenost
a hodnotové zakotvenie na presadzovanie principov medzinarodného prava, ludskych prav
a mierového riesenia konfliktov ako pilierov buducej bezpecnostnej architektury.
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Ak EU najde rovnovdhu medzi normativnou viziou a strategickou Géinnostou
a postupne (ale nie pomaly) dokaze vyraznym spdsobom prehibit a zefektivnit obrannu
spolupracu a vybudovat nevyhnutne potrebné vojenské spdsobilosti a kapacity, moze sa stat
nielen stabilizujucim prvkom v globdlnom bezpecnostnom systéme, ale aj referencnym
modelom transformacie jej schopnosti konat vzaujme zaistenia svojej i medzinarodnej
bezpecnosti. Naplnenie tohto ciela si vSak vyzaduje zasadné zmeny v institucionalnom
nastaveni, politickej kultire a hlavne ochote ¢lenskych statov konat v duchu spoloc¢nej
europskej zodpovednosti.
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In contemporary high-intensity combat environments, particularly under
conditions of electronic warfare, global navigation satellite systems (GNSS)
can become unreliable due to signal denial or deception. Despite the
widespread reliance on advanced technologies, their potential failure
necessitates the preservation of alternative methods. The objective of this
research was to analyse and evaluate alternative approaches for determining
orthogonal plane coordinates in GNSS-denied environments, with a specific
focus on artillery applications. Experts from the Czech Armed Forces have
identified and endorsed the methods described in this study as essential
techniques that should be preserved and regularly trained to ensure the
continued ability to operate in environments where GNSS signals are
disrupted or denied. The study employs analytical methods based on
doctrinal documents, field experience, and prior past experience assessments
conducted by the Czech Armed Forces and their allies. Results confirm that
both inertial navigation systems and classical geodetic techniques—such as
topographic links, intersection methods, and polygon traverses—remain
reliable and valid tools for maintaining artillery fire support capabilities under
degraded GNSS conditions. The paper further highlights the need for
continuous training and doctrinal integration of these methods to sustain
operational readiness in technologically contested environments.
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Global navigation satellite systems, inertial navigation systems, GNSS denial
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V soucéasnych podminkach moderniho bojisté, zejména v prostiedi s vysokou

intenzitou elektronického boje, mize dojit k ruseni nebo Uplnému znemoznéni prijmu signdlu

globalnich navigacnich satelitnich systém( (GNSS — Global Navigation Satellite System).

V tomto sméru pak miZzeme mluvit o tzv. GNSS degradovaném prostoru (Zandl, 2025).

Soucasné bojisté je navic stale vice nasyceno bezpilotnimi prostfedky (Zahradnicek et
al., 2022; Michenka, 2021) — od taktickych UAV (Stodola et al., 2021; Stodola a Kutéj, 2024;
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Kratky et al., 2020) a UGV (Nohel et al., 2023; Ivan et al., 2022) aZ po improvizované drony —,
pro néz je dostupnost GNSS signalu klicova nejen z hlediska navigace, ale i pro efektivni plnéni
ukold, jako je prlizkum, navedeni palby, nebo doru¢ovani munice. GNSS predstavuje zakladni
predpoklad jejich provozuschopnosti, a tedy i bojové efektivity. Ztrata nebo degradace tohoto
signalu tak mlZe vyznamné snizit operacni schopnosti jednotek spoléhajicich na tyto
prostredky (Havlik et al.).

Znemoznéni prijmu signdlu GNSS mUze byt zplsobeno vice faktory (Erlebach, 2025).
Pomineme-li tunely, obecné podzemni prostory nebo interiéry budov, kde je pfijem signalu s
ohledem na jeho velmi malou intenzitu zpravidla nemozny, pak problémy s pfijmem mohou
byt zplsobeny i konstelaci terénu —v Uzkém udoli bude soucasny pfijem z minimalné 4 satelitl
problematicky, stejné jako v husté zastavbé (Stodola et al., 2025). Problémy s pfijmem signalu
mohou byt zplsobeny treba i hustym vegetacnim prikrovem (Rybansky et al., 2023). DalSim,
ovsem méné castym faktorem mohou byt atmosférické vlivy, jako jsou ionosférické nebo
troposférické poruchy nebo slunecni boure vyvolavajici silnou geomagnetickou aktivitu.

V posledni dobé se v3ak stale castéji objevuji informace o cileném ruseni signalu.
Informace z konfliktu na Ukrajiné ukazuji, Ze zejména v poslednich mésicich dochazi velmi
¢asto k ruseni signalu GPS (Global Positioning System), a to predevsim v oblastech blizko
frontové linie. Ruseni (tzv. jamming) a klamani GPS signalu (spoofing) pouziva primdarné ruska
armada jako prostiedek elektronického boje. VyuZivaji k tomu systémy, jako jsou Pole-21/E,
Tiranda nebo Krasukha, které dokazi efektivné blokovat signal GPS na desitky kilometr(. Cilem
je predevSim narusit navigaci dron(, ale i presné navadéné munice a navigacnich
a komunikacnich systému zavislych na satelitni navigaci (Carter, 2024).

Z téchto davodU je nezbytné, aby byly rozvijeni moderni metody urcovani polohy bod
(DRABEK et al., 2024; Blaha a Silinger, 2018), ale aby byly i nadale zachovavany a cvi¢eny
tradi¢ni metody nejen urcovani polohy (lvan, 2019; Drabek et al., 2025; Ministerstvo obrany
CR, 2021), ale i manualni vojenské metody obecné, které predstavuji zakladni pojistku pro
udrieni bojové ¢innosti a pInéni operacnich tkold (Sustr et al., 2022; Ivan et al., 2021; Blaha
et al., 2021; Zahradnicek et al., 2023; Varecha, 2022; Turaj a Musinka, 2022).

Cilem odborného ¢lanku bylo analyzovat a zejména pak identifikovat tradi¢ni metody
urcovani polohy v prostredi bez dostupnosti druzicové navigace, které by byly dale zachovany
i pfes zavedeni technologicky modernich prostredkd, které jsou vybaveny pfijimaci GNSS nebo
inercidlnimi navigacnimi systémy.

METODOLOGIE

Metodologicky rdmec této studie byl zaloZzen na kombinaci analytického, expertniho
a komparacniho pfistupu, jehoz cilem bylo objektivné posoudit metody ur¢ovani polohy bodu
v prostredi s degradovanym signalem GNSS a formulovat doporuceni pro jejich zachovani
v rdmci vycviku a doktriny délostfelectva Armady Ceské republiky.

Vyzkum byl veden jako kvalitativni expertni analyza. Vzhledem k povaze zkoumaného
tématu — tedy k aplikaci metod pouzivanych v operacnim a vycvikovém prostredi — nebylo
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mozné pouzit experimentdlni design s kontrolnimi proménnymi. Proto byla zvolena
metodologie kombinujici doktrindlni rozbor, systematickou literarni analyzu, expertni
konsenzus a syntézu zkuSenosti z praxe. Zakladem metodologického postupu bylo vytvoreni
multidisciplinarni expertni skupiny, kterd zahrnovala dlstojniky a specialisty z fad ACR
a akademické pracovniky Katedry palebné podpory Univerzity obrany. K dosaZeni
zavére¢ného konsenzu byl aplikovan princip anonymizovaného dotaznikového Setfeni
a nasledného konsolida¢niho kola diskuse. Tento pfistup umoznil minimalizovat individualni
zkresleni a zajistit vysokou miru odborné shody.

Vysledkem tohoto procesu byl koncensus o zachovdni a vycvikovém vyuZzivani
vybranych metod urcovani polohy jakozito kliCovych dovednosti pro udrzeni bojové
zpUsobilosti délostfelectva v prostredi elektronického boje.

1 VYSLEDKY ANALYZY METOD ZJISTOVANi PRAVOUHLYCH ROVINNYCH SOURADNIC BEZ
POUZITi GNSS

Na zdkladé uvedeného metodologického ramce byla nasledné provedena systematicka
analyza vybranych metod urcovani polohy pouzivanych v délostfelecké praxi v podminkach
bez dostupnosti signalu GNSS. Vysledky expertniho konsenzu potvrdily, Ze pravé tyto metody
— ovérené historicky, doktrinalné i prakticky — predstavuji kliCovy zaklad pro zachovani
schopnosti délostrelectva presné uréovat polohu a efektivné poskytovat palebnou podporu
i v prostfedi elektronického boje. V nasledujici ¢asti jsou proto jednotlivé metody detailné
rozebrany z hlediska jejich principu,

Jak bylo popsano v uvodu, vdegradovaném prostredi mlze dojit k Uplnému
znemoznéni prijmu signall globalnich navigacnich systém, poptipadé jejich ruseni nebo
klamani.

Zjistovani pravouhlych rovinnych soufadnic je velmi dulezité zejména pro
délostrelectvo a jeho schopnost stanovit pfesnou polohu délostfeleckych systémdu, ktera je
klicovou podminkou pro udrZzeni operacni zpusobilosti bez ohledu na funkénost GNSS. Proto
je vtakovych situacich nezbytné disponovat alternativhimi metodami pro stanoveni
pravouhlych rovinnych souradnic. V délostielecké praxi se pro stanoveni pravouhlych
rovinnych souradnic pouZiva pojem topografické pripojeni.

1.1 Inercialni navigacni systémy pro topografické pripojeni

Jednou z metod pouZitelnych pro zjistovani soufadnic pfi nefunkénosti GNSS je vyuZiti
inercialnich navigacnich systém(. Tyto systémy jsou standardné sloZeny z inercidlni navigac¢ni
jednotky (INU — Interial Navigation Unit) a ze snimace rychlosti pohybu vozidla (VMS — Vehicle
Motion Sensor). Pro uréeni soufradnic se zpravidla vyuziva princip oboustranné orientovaného
polygonového poradu vedeného mezi sourfadnicové znamym vychozim a koncovym
(kontrolnim) bodem.
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Maximalni délka poradu z vychoziho do koncového (kontrolniho) bodu musi byt
zvolena tak, aby byly dodrieny maximalni pfipustné rozdily v soufadnicich vychoziho
a koncového (kontrolniho) bodu. Tyto rozdily zavisi na vychozich podkladech. Jsou-li jako
vychozi podklady pouzity pouze vyznacné body topografické mapy méfitka 1:50 000, pak
maximalni rozdil musi byt do 40 m. V pfipadé, Ze je za vychozi podklad vzat bod topografického
pole (BTP) pak maximalni rozdil musi byt do 30 m a v pfipadé, Ze vychozim podkladem je bod
geodetického pole (BGP) pak rozdil musi byt v rozmezi 25-30 m.

V pfipadé, Ze je topografické pripojeni s pouzitim inercidlniho navigacniho zafizeni
provadéno v ¢lenitém (kopcovitém nebo horském) prostiedi navysuji se pripustné rozdily na
1,5 krat.

1.2 Klasické metody pf¥i topografickém pfipojeni

Klasické metody pfipojeni prvkl bojovych sestav byly do doby rozmachu pouZiti GNSS,
zejména pak moznosti plného armdadniho vyuziti amerického systému GPS vcetné presné
polohové sluzby (PPP - Precise Point Positioning), standardnim zpUsobem pfipojovani prvkd
bojovych sestav zejména u délostreleckych a minometnych jednotek. Pravé s rozvojem téchto
satelitnich navigacnich systému tyto klasické metody pomalu upadly do zapomnéni.
V devadesatych letech minulého stoleti a zejména pak na zacatku nového tisicileti se GPS stalo
jakousi nedotknutelnou mantrou, systémem, ktery bude vzdy k dispozici. Praxe poslednich let
vSak ukazuje, Ze tomu tak neni. Proto je vhodné se vratit v ¢ase a pfipomenout si nékteré
zaklady klasickych metod topografického pfipojeni.

Zakladem pro vSechny klasické metody topografického pripojeni je méreni uhll
a vzdalenosti a ndsledném pocetnim nebo grafickém vyhodnoceni.

Vodorovné a svislé uhly se méfi pomoci optickych a optoelektronickych pfistrojl
s Uhlomérnym ustrojim. Vzdalenosti se méfi pomoci pfistroji nebo méricského pasma
zplUsobem, ktery zabezpeli pozadovanou presnost pro pfislusny druh a zplsob pripojeni
daného prvku bojové sestavy.

1.2.1 Prvni a druha hlavni geodeticka tloha

Zakladnimi, obecné znamymi pocéetnimi metodami je feSeni tzv. prvni a druhé hlavni
geodetické ulohy (obr. 1).

Prvni hlavni geodetickd uloha (I.HGU) je vypocet soufadnic bodu ze soufadnic
vychoziho bodu, smérniku a vzdalenosti bodl neboli prevod polarnich soufadnic na pravouhlé.

Druha hlavni geodetickd uloha (Il. HGU) je vypocet smérniku a vzdalenosti dvou bodf
z jejich souradnic neboli pfevod pravouhlych soufadnic na poldarni.
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Obréazek 11.all. HGU
Zdroj: vlastni

Pro analytické feSeni se pouZiji vztahy trigonometrickych funkci pravouhlého trojuhelniku.
1.2.2 Protinani

Dalsi metodou pro topografické ptipojeni prvk( bojové sestavy je protinani. Tuto
metodu mlzZeme rozdélit dale na:

a) Protinani vpred ze zmérenych vnitinich uhli

Je uréeni soufadnic tfetiho vrcholu trojuhelniku od soufadnic dvou zbyvajicich vrchold
zmérenim dvou vnitfnich 4hld tohoto trojuhelniku. (obr. 2)

Cc

Ddno: souradnice Ea, Es, Na, N3
Zméreno: uhly aa
Urcit: souradnice Ec, Nc¢

Obrazek 2 Protinani vpred ze zmérenych vnitrnich Ghl{
Zdroj: vlastni

Pro analytické reSeni je moZzné pouzit tzv. Jungovy vzorce za dodrzeni podminky, Ze
divam-li se na bod C a zaroven stojim na spojnici bod A a B, musim mit bod A vlevo a bod B

vpravo.

__ EgXxXcotgB+EpXcotga+Ny—Np

Ec (1)

cotga+cotgp
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__ NgXcotgB+Npxcotga—E4+Ep

NC - cotga+cotgpf )
kde je:
Ea; Na; Eg; Ng souradnice vychozich bod( A a B (A je vlevo);
o S Uhly pfilehlé ke spojnici bodl A a B, zmérené na téchto bodech;
Ec; Nc souradnice zjistovaného bodu C.

b) Protinani vpred ze smérnikd

Je urleni souradnic tfetiho vrcholu trojuhelniku od dvou zbyvajicich soufadnicové
znamych vrchol( a smérnikl na tyto body. (obr. 3)

Aac = dca T 2R

apc = &cp £ 2R

Ddno: souradnice Ea, Eg, Na, N3

Zméreno: smérniky oica a ocs
Urcit: souradnice Ec, Nc¢

Obrazek 3 Protinani vpred ze smérnikl
Zdroj: vlastni

Pro analytické feSeni se pouzivaji tzv. tangentové resp. kotangentové vzorce

NgXtgaagc— Np Xtgagc+Eg —Eg
N¢ = (3)

tgasc —tgapc

Ec = (Nc— Ny) X tgayc + E, (4)

Kotangentové vzorce se pouZivaji, pokud se jeden ze smérnik( blizi 90° nebo 270° kdy
hodnota tangenty dosahuje velkych hodnot.

Ep X cotgapc— E4q X cotgasc+ Ng — Np
EC = (5)

cotgapc — cotgaac

N¢ = (Ec — E4) X cotgayc + Ny (6)

kde je:
Ea; Na; Es; NB souradnice vychozich bod( A a B;

28



VEJENSKE X

Qca 0 Ocs smérniky z bodU A a B na bod C;
Ec; Nc souradnice zjistovaného bodu C.

c) Protinani vpred ze zmérenych délek

Je urleni souradnic tfetiho vrcholu trojuhelniku od dvou zbyvajicich soufadnicové
znamych vrchol(l a zmérenych dalek na tyto body. (obr. 4)

-~
~ -
-
-
~

Ddno: souradnice Ea, Es, Na, N5
Zméreno: ddlky dca a dcs
Ur¢it: souradnice Ec, Nc¢

Cc

Obrazek 4 Protindni vpred ze zmérenych délek
Zdroj: vlastni

Analyticky postup feSeni pti protinani vpred ze zmérenych délek:

> ze soufadnicové zndmych bod( A a B se dopo¢ita pomoci Il. HGU tfeti strana trojuhelniku

dap = \/(AEAB)Z + (ANyp)? (7)

» podle kosinové véty se spocitaji vnitini uhly trojuhelniku (« a S, popf.i )

_ (dea® +dup® —dcp?)

Cco0S X = o (8)
ca*Xdap
deg? +dyg® —dgy?
COSB — ( CB AB CA ) (9)
2XdcpXdap
deg® +dca? — dag?
cosy = (dcp CA AB ) (10)
ZXdCBXdCA

» jsou-li spInény podminky pro poufZiti Jungovych vzorcl, vypocitame souradnice vrcholu C
pomoci vztahtl (1) a (2), nebo dopogitame Il. HGU smérniky aaca asc a k vypoctu soufadnic
vrcholu C pouzijeme tangentové (3), (4), resp. kotangentové (5), (6) vzorce.

Grafické reseni:

Vsechny druhy protinani vpred pfi topografickém pfipojeni lze fesit i graficky bud' na
pfistroji pro fizeni palby (PUO) nebo na mapach popf. na milimetrovém papiru
s kilometrovou siti zakreslenou ve vhodném méritku.
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Jestlize pfi grafickém freSeni vychdzime ze tfi vychozich bodld (ze dvou zdakladen),
neprotnou se ramena uhlld v jednom bodu, ale vytvofi tzv. , trojuhelnik chyb”. Pfepona tohoto
trojuhelniku nesmi byt delsi jak 1% nejmensi vzdalenosti vychoziho a pfipojovaného bodu.
spojnic vrcholu se stfedy protilehlych stran).

d) Protinani zpét ze tfi bodl

Je urcéeni soufadnic Ctvrtého bodu ze soufadnic tfi vrcholl trojuhelniku a dvou

A C (Ec, N¢)

AA (Ea, Na) .':

) /°\ B(Es, No)
A__.—

D (Ep, Np)

zmérenych uhll mezi nimi.

Obrazek 5 Protinani zpét ze t¥i bodl
Zdroj: vlastni
Podminky feseni:

» Uhly protindni aa f maji byt v rozmezi 15°aZ 165°(2-50 az 27-50 dc),

» smérnik na bod C nema byt v blizkosti 90°nebo 270° — za bod C volime ten, ktery neni
ve sméru zapad-vychod (z dlvodu rychlé zmény hodnoty funkce tangens),

» bod D se nesmi nachazet na kruznici proloZzené body A, Ba C, ani v jeji blizkosti z dlvodu
neresitelnosti resp. mnohoznacného (nepresného) reseni dané ulohy.
Kontrola se provadi podle mapy.

Pro analytické fesSeni se pouzivd tzv. CollinsGv zpUsob feSeni spocivajici ve vypoctu
soufadnic bodu K (tzv. Collinstv bod) protinanim vpred z vrcholovych Ghll « a f, vypoctu
smérnikd akc, aap @ asp a vypoctu soufadnic bodu D.

Postup feSeni se lisi, je-li soucet Uhll va < 180° a je-li soucet Uhld o a > 180°.

K = Collinstv bod
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Pro a+ < 180°

Obrazek 6 Protinani zpét ze tfi bodl pfi souctu uhll oo a B < 180°
Zdroj: vlastni

K vypoctu soutadnic bodu K vyuZijeme protinani vpred z vrcholovych uhla v trojuhelniku
AKB (pro vypocet vyuzivdme poucky o shodnosti obvodovych uhll nad spolec¢nymi tétivami —

Uhel a nad spole¢nou tétivou AK a thel £ nad tétivou BK)

>

>

2. HGU vypocitame ze soufadnic bodd A a B smérnik aas a uréime smérnik asa
(ctea = aas £ 180° (30-00 dc))
Vypocitame smérniky ok a ask:

Qpg = Qap — P

C{BK C{BA +a

Pro vypocet soutradnic bodu K vyuZijeme protinani vpred ze smérnikd.

N _ Ny Xtgaagx — NgXtgagpg + Eg —E»
K tgaag —tgapk

Ex = (Ngk — Ny) X tgayg + E,

Ze soufadnic bodl K a C spoéitdme 2. HGU smérnik axc, ktery je totoiny ze
smeérnikem axo.
Dopocteme smérniky aap a asp:

Qpp = Ogc — @
app = Agc + B
Pro vypocet soutadnic bodu D vyuZijeme protindni vpred ze smérnikd.

N _NAxtgaAD—NthgaBD+EB—EA
D =
tgaap —tgapp

Ep = (Np — Ny) X tgayp + E,
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Pro a+ 3> 180°

K = Collinstv bod

Obrazek 7 Protinani zpét ze tfi bodl pfi souctu uhli oo a B > 180°
Zdroj: vlastni

Vypocet je obdobny jako v pfedchozi uloze, jen misto Uhll « a fbudeme pocitat s doplriky
téchto uhlb do 180°

> 2. HGU vypotitdme ze soufadnic bodd A a B smérnik aas a uréime smérnik asa
(ctea = aras £ 180° (30-00 dc))
» Vypocitame smérniky aax a ask:

aux = aup + (180° — B) (19)
Uk =— Upp — (1800 - a) (20)
> Pro vypocet souradnic bodu K vyuZijeme protinani vpred ze smérniku.
Vztahy (13) a (14).
> Ze soufadnic bodil K a C spoéitame 2. HGU smérnik axc, ktery je totozny ze

smérnikem oxp.
» Dopocteme smérniky aap a asp:

App = Akc + (1800 - a) (21)

app = Ukc + (1800 + ﬁ) (22)

» Pro vypocet souradnic bodu D vyuZijeme protinani vpred ze smérnik(.
Vztahy (17) a (18).
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1.2.3 Polygonové porady

Dalsi metodou pro topografické pripojeni prvki bojové sestavy jsou polygonové
porady, coz je prenos souradnic rozevieného nebo uzavieného mnohouhelniku zméfenim
délek jeho stran a jejich smérnik(, popt. vrcholovych uhld.

Specidlnim druhem polygonového poradu je smérovy porad uréeny pouze pro pirenos
orientacniho sméru.

Polygonové porady jsou ndroCnéjSi na organizaci, ale predevSim na cas, proto
je vhodné vidy zvazit, zdali neni mozné poutZit jinou, ¢asové méné narocnou metodu.

Pfi peclivém provedeni a nasledném vyrovnani u oboustranné orientovaného
a uzavieného poradu lze dosahnout i geodetické presnosti.

Analytické Fedeni polygonového poradu je v podstaté opakovany vypocet I. HGU pro
kazdy nasledujici vrchol, resp. postupny vypocet souradnicovych rozdild jednotlivych vrcholt
poradu od vychoziho aZ po uzaviraci bod a pfipadném souradnicovém vyrovnani poradu, které
spociva ve vypoctu a rozdéleni chyb poradu.

Postup pfi vyrovnani polygonového poradu:
a) Na kazdém vrcholu poradu (i na vychozim bodé) se vypodita:

» smérnik nasledujici strany pofadu
» Uhlova chyba poradu
0[5’ = Azmeteny — Xdany (23)
kde je:
Ozmereny - Smeérnik uzaviraciho orienta¢niho sméru ziskany postupnym vypoctem
ze zmérenych (vypoctenych) smérnikd u jednotlivych vrchold,
Odany - Smérnik uzaviraciho orienta¢niho sméru dany (z katalogu BGP nebo
vypoétem IIl. HGU z BGP)
Maximalni povolena uhlova chyba Op je:

e pro méreni ve stupriové mire (totalni stanice, teodolit)
O < 40" x+/n (24)
e pro méreniv dilcové (mils) mife (délostrelecka buzola)

0 <0—-01x+n (25)
kde je:
n - pocet vrchol( polygonového poradu.
> smérové vyrovnani pofadu — vypocitana celkova chyba pofadu Ogz se rovnomérné
rozdéli podle poctu vrcholl poradu (v€. pocatecniho a koncového) a o jeji hodnotu se
opravi smérniky jednotlivych stran poradu, pfi tom se jednotlivé opravy mohou o
vtefinu (dilec, mils) zvétsit nebo zmensit, aby jejich celkovy soucet Cinil pfesné Op.
> souradnicové rozdily a soufadnice nasledujiciho bodu: fe$enim I. HGU s opravenymi
smérniky
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b)

Na koncovém bodu poradu se vypoctou:

odchylky souradnic podle vzorci:

Oy = vap — Naane O = Evyp — Eqane (26, 27)
kde je:
Evyp » Nuyp - vypocitané soufadnice koncového bodu poradu;
Egone »Ngane - dané soufadnice koncového bodu poradu;

o _— Y ol
relativni (pomérnd) chyba poradu > podle vzorce:

[ 2 2
ol O +0y

R (28)

kde je:

P - celkova délka poradu (soucet zmérenych délek stran poradu v metrech);

ol
Relativni (pomérnd) chyba " pofadu nesmi prekrocit hodnoty:
ol
e pfi méreni busolou PAB > < 1/300

e pfi méreniteodolitem %l < 1/600

rozdéleni chyb Oy a Ogsoufadnicovych rozdilt AE,,, AN,, jednotlivych vrcholl pofadu
umeérné délkam stran s,
e oprava soufadnicovych rozdild AN,

AMz—%X% (29)
e oprava soutadnicovych rozdill AE,
AE, = —Ex s, (30)
kde je:
Sy, - délka n-té strany pofadu v metrech,

P - celkova délka poradu v metrech.

Vypoctou se koncové souradnice vrcholl se zapocitanim oprav.
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ZAVER A DISKUZE

Soucasny velmi rychly rozvoj technologii sebou pfinasi i zdokonalovani GNSS. Systémy
jsou robustnéjsi, Iépe odoldvaji ruseni (jamming) i podvrzeni signalu (spoofing). Zejména pro
vojenské Ucely jsou v rdmci amerického GPS uvadény do ¢innosti satelity nové generace Block
[ll s novym systémem kddovani (M-kdd), ktery je navrien prévé s dirazem na odolnost vici
ruseni a klamani. Zaroven evropsky systém GALILEO se stal jiz, stejné jako americky GPS,
celosvétové pouzitelny. Stejné jako GPS i GALILEO nabizi pro vojenské uZivatele Sifrovany
signal PRS (Public Regulated Service), ktery je s americkym plné srovnatelny. Jednou
z moznosti, jak zefektivnit moZnosti vyuZiti GNSS je pouziti multifukénich pfijimacd, které
umozni prijem vice globalnich navigacnich systému spolecné. To zabezpecdi rychlejsi, presné;si
a spolehlivéjsi navigaci v kazdé situaci.

Avsak s rozvojem kvantovych pocitacu lze predpokladat, ze predevsim kvuli moZnosti
spoofingu se Udaje GNSS mohou stat nespolehlivymi a pro potieby vojsk a zejména pak
délostrelectva nepouzitelnymi.

Ve svété se sice objevuji informace o vyvoji navigacnich systéma pracujicich na jinych
principech nez na pfijmu signdli GNSS. Napftiklad kvantovy navigacni systém Ironstone Opal,
ktery vyuzivda magnetické pole Zemé a je podstatné presnéjsi nez GPS. Systém ale funguje
pouze tam, kde je magnetické pole dostatecné zmapovano a relativné stabilni. Kvantova
navigace ukazuje cestu mimo satelitni zavislost, ale k plnohodnotnému nahrazeni GNSS je
jesté dlouha cesta.

To jsou hlavni dlvody pro to, aby zejména délostrelecti velitelé dokazali zvolit
a aplikovat spravné metody urcovani souradnic bodli v degradovaném prostoru. V uzké
souvislosti s touto problematikou soucasné probihaji u Katedry palebné podpory na UO
i jednani se zastupci VGHU z Dobrudky k obsahu geodetickych a topografickych map dle
standardd NATO, tak aby byly vhodnym podkladem pro uréovani potfebnych orientacnich
bod( pro orientaci.

Potrebnost znalosti téchto metod se projevuje i dnes pfi praktické ¢innosti vojsk
v prostorech, kde je pfijem signalli GNSS znemoinén nebo velmi ztizen. Pravé pro
délostrelectvo je uréeni souradnic prvkl bojové sestavy jednim z nejdllezitéjsSich predpokladi
pro jeho efektivni ¢innost. V souladu s poZzadavky od utvari, kazdy student specializace Velitel
délostreleckych jednotek musi tyto metody zvladnout jak v teoretické roviné, tak i prakticky
vramci polni pripravy. Znalost klasickych zplsobl pfipojeni je jednou ze zdakladnich
dovednosti vyzadovanou pro praxi u déstojnik(l délostielectva ACR.

Metod pro urceni pravouhlych rovinnych soufadnic v degradovaném prostredi —
v prostiedi bez moznosti prijmu signalt GNSS je vice. Lze pouZit napt. protindni ze spole¢ného
orientacniho bodu nebo protinani od raznych orientacnich bodd nebo polygonovy porad
s trigonometricky mérenymi stranami apod. Vyse uvedené metody jsou praxi provérené, které
v minulosti byly béZné pro pripojeni prvkd bojovych sestav pouZivané, ale které s pfichodem,
ale hlavné s pozdéjsim rozmachem orientace pomoci GNSS pomalu upadly do zapomneéni.
Cilem ¢lanku je tedy pfipomenout jejich existenci, nastinit moznosti jejich pouziti naptiklad
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i vkombinaci s inercidlnimi navigacnimi systémy, tak aby byla zajisténa schopnost palebné
podpory i v taktickém prostredi s omezenou dostupnosti modernich navigacnich prostredkd.
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Shooting simulators and Force-on-Force training with marking ammunition
are essential tools in modern military and law enforcement training.
Shooting simulators utilize static and dynamic targets with laser-based
aiming systems, providing immediate feedback and cost-effective skill
development. Force-on-Force training with marker rounds enhances realism
by simulating live engagements under stress, improving decision-making
and tactical awareness. Combining these methods reinforces muscle
memory and optimizes situational adaptability. Research indicates that
simulation-based training significantly enhances effectiveness compared to
traditional methods.
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Historicky boli vojenské simuldcie pouZivané uz od Cias strategickych stolovych hier,

avsak koncom 20 storocia s nastupom vykonnejsej vypoctovej techniky sa ich presnost a

moznosti vyrazne rozsirili. Vojenské simulacie sa stali neoddelitelnou sucastou moderného

vojenského vycviku, planovania a opera¢ného riadenia. Vojenské organizacie po celom svete

¢oraz viac vyuZivaju simulac¢né technoldgie na modelovanie realistickych bojovych scenarov,

ktoré umoznuju prislusnikom ozbrojenych sil precvicovat rozne situacie bez potreby realneho

nasadenia vojenskych jednotiek (Bystriansky, 2023). Vplyvom narastu pokrocilej technoldgie

vo vojnovych konfliktoch sa vyZaduju nové pristupy k priprave vojenskych jednotiek. (Adamec,

2024).

Vycvik podporovany simulacnymi technolégiami v syntetickom prostredi umoziuje

velitelom a S$tabom rozvinut svoje taktické a operacné umenie. Vytvara redlnu predstavu
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o ¢asovom vplyve a priestorovom faktore v priebehu vedenia boja. Prehlbuje navyky v praci
Stabu, zladenost a koordindciu vykonavanych uloh a ich nadvaznost pri organizécii a vedeni
nielen bojovej ¢innosti. Dalej umoZfiuje upeviiovat schopnost integracie palebnej podpory,
vyuZitie pridelenych sil a prostriedkov od nadriadeného a v neposlednom rade rozvija navyky
v spravnom vyuZzivani terénnych Specifik. ZvySuje podiel jednotlivcov na procesoch velenia
a riadenia jednotiek. (Bucka, 2012) Simuldcia podporuje intenzivny a pruzny vycvik, kde je
mozné jednotlivé taktické a operacné postupy dynamicky menit v zavislosti na rozhodnutiach
cviciaceho Stabu.

Modelovanie a simulacia predstavuju experimentalnu a vykonnd metédu hodnotenia
Cinnosti zlozZitych systémov definovanych siborom entit, ktoré charakterizuju a vytvaraju
odpovedajuce prostredie. (Ristvej, 2022)

Simulacie umoznuju realistické modelovanie bojovych scendrov, ¢o prispieva k
zlepSeniu reakénych schopnosti, strategického myslenia, rozhodovacich procesov a umoziuju
interaktivny tréning pre rézne Urovne velenia, od individudlnych vojakov az po komplexné
strategické operacie.

Hlavné vyhody pocitacovych simuldcii vo vojenskom vycviku v ozbrojenych silach
zahfiaju:

e Zvysenie efektivity vycviku - moznost vykonavat tréningové operacie bez potreby
nasadenia realnych bojovych jednotiek a zdrojov.

e Bezpecnost - eliminacia rizika zranenia alebo strat na Zivotoch pocas cviceni.

o Nakladova efektivita - nizsie ndklady v porovnani s tradiénymi vycvikovymi metddami
zahfiajucimi municiu, palivo a fyzické vybavenie.

o Skalovatelnost - simulacie umoZiiuju tréning jednotiek réznych velkosti a rozne bojové
scendre od malych taktickych jednotiek az po velké vojenské cvi¢enia. (Andrassy,
2018).

Studie (Menin, 2021; Hays, 2009) ukazuju e efektivita vojenského vycviku sa vyrazne
zvySuje pri pouziti simulacii v porovnani s tradiécnymi metddami. NavysSe, ndklady na
simulovany vycvik su podstatne nizSie ako pri plnohodnotnych fyzickych cvi¢eniach.
S rozvojom technoldgii, ako je virtualna a rozsirena realita, umeld inteligencia a velké datové
analyzy, sa mozZnosti vojenskych simuldcii stale rozSiruju a ponukaju este realistickejsie
tréningové prostredie.

1 TEORETICKE VYCHODISKA A AKTUALNY STAV RIESENEJ PROBLEMATIKY V OBLASTI
STRELECKYCH SIMULATOROV

Strelecké simulatory predstavuju vyznamnu inovaciu v oblasti vojenského vycviku.
Umoznuju realistickd simuldciu strelby v roznych podmienkach bez potreby pouzivania redlnej
municie a zbrani. Tato technolégia je vyuZivand najma na zlepSenie presnosti, rychlosti,
zakladnych a pokrocilych manipulaénych navykov a zlepsenie streleckych technik. Cviciaci
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moéZu vyuZivat plejadu statickych a dynamickych scendrov, ktoré su plne modifikovatelné
amozu byt rozne prispdsobené potrebam danej vojenskej jednoty. Strelecké simulatory
umoznuju detailné sledovanie a vyhodnocovanie presnosti a efektivnosti strelby jednotlivych
vojakov, ktorych vysledky mézu byt ukladané avyhodnocované pocas ich poOsobenia
v ozbrojenych silach alebo iného ¢asového obdobia.

1.2 Vycvikova strelnica ,,STING”

Strelnica je urcend pre intenzivny vycvik jednotlivcov a malych skupin v strelbe
z ru€nych zbrani na r6znom stupni vycviku. Pracuje na principe laseru a vysokorychlostnych
kamier. Pouzivanie zbrani je intuitivne, poskytuje pouzivatelovi hmatovl spatnu vazbu,
svalovl pamat a umoziuje realistickejsi tréning v bezpe¢nom prostredi (Wei & Zhou, 2018).
Je moziné vloZit ich do existujuceho taktického vybavenia, o umoziuje, aby bol tréning
prirodzenejsi. Strelnica poskytuje statické scenare na zakladny nacvik manipulacie so zbrarfiou
a drilovanie mierenej strelby. Dynamické scendre sa vyuzivaju na zdokonalovanie taktickych
situdcii, postrehovu strelbu a strefbu na pohyblivé ciele. Simuldcia umoZnuje, aby sa cviciaci
dostali pod tlak, ato bez pritomnosti rizika vazneho zranenia.

Strelnica STING pracuje na principe vycvikovych zbrani, ktoré su vonkajsim tvarom
a vahou rovnaké, ako realne zbrane. Vnutorna konstrukcia je prisp6sobena na plyn COy,
ktorym su plnené zasobniky z tlakovych flias. Plyn vykonava pohyb zaveru po kazdom vystrele,
¢o simuluje spatny raz realnej zbrane. V prednej Casti zbrani je umiestneny snimac, ktory
vysiela signdl na zdklade otrasu zaveru do vysokorychlostnych kamier. Tie zaznamenaju presnu
polohu mierenia zbrane v rdmci simuldcie na platne a graficky generator zobrazi zdsah.

V rdmci simulacie vieme vytvarat statické a dynamické ciele, ktoré mozu byt zobrazené
ako klasické papierové terce, sklopné terée alebo ako ludia, ktori nemaju zbrane a su v pozicii
civilistov a rukojemnikov, alebo maju zbrane a simuluju protivnika. Jednotlivé scenare sa daju
upravovat a prispdsobovat podla potreby cvidiacich, atiez je mozné tvorit nové scenare
z dostupnych softvérovych entit.

Prostredie simulatora dovoluje vyhodnocovat krivku mierenia pred vystrelom, rozptyl,
pocet bodov alebo ¢as na zasiahnutie ciela. MozZnosti cvicenia na strelnici mozu byt rozsirené
o pohyb strelcov vo vymedzenom priestore, a tak zvysit mozZnosti a variaciu cviceni, tak aby
sa priblizovali realite. Strelnica tiez umoznuje prepojenie na konstruktivnu simulaciu a prepaja
tak moznost cvicit parcidlnu c¢ast pri Stabnych cvi¢eniach alebo cvieniach na simuldtoroch
bojovej pechoty.
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Obrazok 1 Vycvikova strelnica ,,STING"
Zdroj: Vlastné spracovanie

1.2 Vycvikova strelnica ,,Kill House”

Patri medzi klucové prvky pripravy ozbrojenych zloZiek, Specidlnych jednotiek
a bezpecnostnych zloziek na boj v uzavretych priestoroch. Tento typ vycviku je zamerany na
rychlost, presnost a taktické rozhodovanie, kde je priestor na manévrovanie obmedzeny
a situdcia sa vyvija dynamicky (Christiansen, 2024). Jednym z najefektivnejsSich nastrojov na
zvySovanie kvality takéhoto vycviku je pouzitie znackovacich zbrani, akymi su UTM, FX, T4E
a podobné systémy.

Takyto druh vycviku umoziiuje simulaciu redlnych bojovych situacii s pouzitim
znackovacej (markrovacej) municie, ktorej projektily su gélové, kriedové alebo gumené, ¢o
umoznuje bezpecné a efektivne hodnotenie zasahov. Vyhody takéhoto vycviku, v ktorom
cviciaci strielaju proti sebe znackovaciu municiu (Force on Force tréning) vytvdra autenticky
pocit nebezpecenstva, ktory motivuje cviciacich k rychlejSiemu rozhodovaciemu procesu
a zlepSuje takticku preciznost a timovu suhru. Vdaka farebnej municii, ktora jasne ukazuje
miesto zasahu a kamerovému systému, cviCiaci ziskavaju lepSiu spatnu vazbu o mieste zdsahu
protivnika.

Strelnica je situovana vo velkej gardZovej hale s rozlohou 150m?, atak poskytuje
dostatok miesta na dany typ vycviku. Na strelnici su vytvorené miestnosti réznych velkosti,
ktoré su pospajané chodbami. Miestnosti a chodby sa daju modifikovat tak, aby si kazda
cviciaca jednotka mohla prisp6sobit dispoziciu miestnosti a chodieb podla svojich poZiadaviek.
Strelnica je tiez vybavend modernym kamerovy systémom, ¢o inStruktorom umoZnuje
pozorovat cell cvifiacu jednotku na obrazovke v riadiacej miestnosti. Pre potreby spatnej
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vazby je celé cvi¢enie nahrdavané. Takyto druh vycviku v strelnici ,Kill house” je prirodzenym
a nevyhnutnym prechodom v rdmci konceptu vzdelavania Studentov po zakladnom cyklickom
vzdeldvani na strelnici STING, kedZe obtaznost boja na kratku vzdialenost je v rdmci dalSieho
procesu vyucby ndrocnejsia. Na simulacnom centre pre tento typ vycviku pouZivame zbrane
TAE, ktoré pracuju na zaklade plynu, ktory sa vklada do zasobnika formou plynovej bombicky.
Na strelnici je moZné pouzZivat aj zbrane na municiu UTM a FX. Tieto zbrane su redlne zbrane
s konverznou sadou, ktora je schopna strielat spominani municiu.

UTM alebo FX zbrane oproti T4E maju jednu nespornu vyhodu, a to Ze cviciaci vyuZzivaju
svoju pridelend osobnu zbran, s ktorou strielaju aj ostrd municiu. To zarucuje preciznu
manipulaciu a poznanie vSetkych nalezitosti zbrane, ktoré su dolezité na dokonalé vZzitie sa so
zbranou. Takyto typ municie pouZivaju hlavne operatori Specialnych sil, ktori musia dosahovat
vysoku Uroven streleckych zruénosti a poznania aj najmensich detailov zbrane. Pre potreby
simulaéného centra su postacujuce zbrane T4E, kedZe sa zameriavame na zakladné zruc¢nosti
Studentov a prislusnikov OS SR. Pre nase ucely ma T4E municia nespornu vyhodu v cene. Na
grafe 3 sU zobrazené ceny jednotlivych nabojov do zbrarfiovych systémov pouzZivanych vo
vycvikovej strelnici ,Kill house”.

Obrazok 2 Vycvikova strelnica ,,Kill house"
Zdroj: Vlastné spracovanie

2 CIEL A METODIKA VYSKUMU

Ciefom c¢lanku je analyzovat aktudlne trendy a vyuZivanie streleckych simuldcii vo
vojenskom prostredi, preskimat ich efektivitu v porovnani s tradi¢cnymi metddami a poukazat
na ich potencial pre budidcnost. Na dosiahnutie ciela bolo potrebné splnit viaceré Ciastkové
ciele, medzi ktoré patrili zber a spracovanie relevantnych udajov, identifikacia trendov
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a faktorov ovplyviujlicich danu problematiku, zostavenie dotaznika, ako aj porovnanie
ziskanych vysledkov s existujucimi teoretickymi poznatkami.

Pri spracovani ¢lanku boli pouZité vedecké a experimentdlne metddy, ktoré umoznili
komplexné skimanie problematiky a ziskanie relevantnych vysledkov. Analyza bola kft¢ovym
nastrojom pri spracovani teoretickych vychodisk, ako aj pri hodnoteni ziskanych dat, pricom
umoznila identifikovat hlavné faktory ovplyvriujice skimany jav. Na ziskanie primarnych
Udajov od respondentov bola vyuzitd dotaznikovd metdda, ktora umoznila systematicky zber
kvantitativnych a kvalitativnych informacii od Studentov 1. a 4. ro¢nika Akadémie ozbrojenych
sil generala M. R. Stefanika (dalej len ,,AO0S“). Struktura dotaznika bola navrhnuta tak, aby
poskytovala zdroj pre objektivne a spolahlivé vysledky vyskumu. DélezZitu ulohu zohralo aj
pozorovanie, ktoré umoznilo priamu analyzu spravania sa Studentov
v nestresovych, stresovych a kritickych situaciach, a tym analyzovanie jednotlivych Specifik.

Metdéda pozorovania prispela k hlbSiemu pochopeniu praktickych aspektov danej
problematiky a doplnila vysledky ziskané dotaznikovym prieskumom. Na formulovanie
zdverov bola pouZitd dedukcia, ktorda umozZnila logické vyvodzovanie vztahov medzi
jednotlivymi premennymi a identifikaciu trendov na zdklade zhromazdenych udajov. Pri
hodnoteni a porovnavani jednotlivych vysledkov bola vyuzitda komparacia, ktord umoznila
identifikovat podobnosti a rozdiely v cene jednotlivych ostrych, cviénych a virtualnych nabojov
medzi ziskanymi udajmi a nasSimi obstardvacimi cenami. Na spracovanie dat a ich interpretdciu
boli aplikované statistické metddy, ktoré umoznili kvantifikovat vysledky a identifikovat
relevantné vzory C¢i suvislosti. Tieto metddy tak spolocne zabezpecili systematicky
a metodologicky podlozeny pristup k rieSeniu skimanej témy, ¢im prispeli k objektivnosti
a spolahlivosti dosiahnutych zaverov.

3 VYSLEDKY VYSKUMU

Hlavné vyhody streleckych simulatorov spocivaju v zniZzovani nakladov na municiu,
a tym samotného vycviku, ako aj trénovanie Specifickych scenarov bez moZnosti ohrozenia
seba alebo inych cvigiacich s neobmedzenym poctom opakovani, bez vonkajsich vplyvov
pocasia. Pri vacsom pocte opakovani cviCiaci ziskavaju svalovi pamat, ktord mézieme
definovat, ako schopnost svalov a nervového systému vykonavat urcity pohyb automaticky,
po dostatoénom cykle opakovani. Hoci nazov naznacuje, ze pamat je uloZena vo svaloch,
v skutocnosti ide o proces v centralnom nervovom systéme, kde sa opakované pohyby uloZia
do motorickych drah.

Pri zvySenej stresovej situdcii maju zrucnosti cviciacich tendenciu klesat na Uroven
kvalitne naucenych a precvi¢enych zruénosti, ¢o zodpoveda spominanej svalovej pamati.
Takuto pamat cviciaci ziskavaju pre urciti manipulaciu alebo taktickd ¢innost. To znamena, ze
pokial' napriklad cviciaci ziskaju zru¢nosti z mierenia zbrane na ciel a spustania spuste, tak sa
im nezlepsi ind manipulacia zo zbranou, alebo sa zlepsi len ¢iasto¢ne, ak tato nova technika
obsahuje techniku, ktord ma uz cviciaci dokonale zvladnutu. Dokonca, z pozorovania cviciacich
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pri vycviku sme zistili, Ze spojenim viacerych jednoduchych technik, v ktorych vykazuju
dostato¢nu svalovi pamat do jedného komplexného cvi¢enia, nedokazali tieto jednoduché
techniky aplikovat v takej kvalite, ako ked ich vykonavali parcidlne. Pre ziskanie komplexnej
svalovej pamate je preto potrebné vytvarat zloZitejSie scendre, ktoré zahfnaju kombinaciu
streleckych zrucnosti. Pri nedostatocnej svalovej pamati totiz dochadza u cviciacich
k problémom racionalne vyhodnocovat situacie a efektivne na ne reagovat. Najzavaznejsi
problém, ktory moZe nastat je, Ze cvifiaci zacnu v takychto situaciach nebezpecne
manipulovat zo zbrariou a ohrozovat tym ostatnych ¢lenov timu alebo samych seba, ¢o
zvysuje riziko vlastnych strat.

Kazdy cviciaci potrebuje iny pocet opakovani daného cvi¢enia na ziskanie svalovej
pamati. Z tohto dévodu je nevyhnutné vykonavat testovanie a praktické skusky v priebehu
vycviku pod zatazou, aby bolo mozné eliminovat rychly postup na dalsSie cvicenia, pokial
cvidiaci nezvladaju tie predchadzajuce. Daldim negativom je skutoénost, e aj ked cvidiaci pri
vycviku ziskaju svalovi pamat, nedokazu si ju bez ¢astého opakovania udrzat v poZadovanej
kvalite. Toto zistenie poukazuje na potrebu, nevyhnutnost kontinualneho udrZiavania
naucenych zruc¢nosti pocas vojenskej kariéry. Aj z tohto dévodu kazdy rok stupa vytazenost
strelnic na Simula¢nom centre o 10%.

Experimenty boli vykondvané s vyuzitim streleckého simuldtora STING a vycvikovej
strelnice ,,Kill house”.

3.1 Diskusia

Kvalitny strelecky vycvik je kld€ovym prvkom pripravy ozbrojenych sil, pricom moderné
technolégie a alternativne metddy tréningu zohravaju ¢oraz vacsiu ulohu. Diskusia sa zaobera
porovnanim nakladov na realnu a virtualnu strefbu, hodnotenim efektivity vycviku na strelnici
STING a vplyvom rbznych vycvikovych metdd na strelecké schopnosti cviéiacich. Analyzuje
vysledky Studentov zapojenych do cyklického vzdeldvania, skima vyhody znackovacej municie
a vplyvu stresovych faktorov na vykon vojakov pri vycviku Force on Force.

Efektivny strelecky vycvik si vyzaduje kombinaciu redlnych a virtudlnych metdd
s moznostou mnohonasobného opakovania streleckych cvi¢eni a scenarov. Z toho vyplyva, Ze
je nevyhnutné vykonat porovnanie nakladov na redlnu asimulovanu strelbu. Ked si
porovname jednotlivé ceny nabojov za jeden kus (graf 1), ktoré sa najcastejSie pouzivaju v OS
SR zistime, Ze ndklady na jeden vystrel (ndboj) po prepocitani do pomernej hodnoty ukazuju,
Ze cena jedného vystrelu na virtualnej strelnici je 87,5-krat lacnejSia oproti vystrelu z kratkej
zbrane kalibru 9mm Luger a 175-krat lacnejSia oproti vystrelu z dlhej zbrane kalibru 5.56
NATO. Z daného vysledku je zrejmé, zZe vycvikom na virtudlnej strelnici dokazeme 87-krat viac
precvicit rovnaké cvi¢enie za identickd cenu, ako pri municii s 9mm Lugrom a 175-krat viac
oproti dlhej zbrani kalibru 5.56. Vroku 2024 sa na strelnici STING vystrelilo 132 000
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elektronickych vystrelov z kratkej zbrane a 52 000 elektronickych vystrelov z dlhej zbrane, ¢o
predstavuje rozdiel 46 200 eur pri naboji 9mm Luger a 36 400 eur pri naboji 5.56 NATO.

Porovnanie cien municie v OS SR za jeden naboj
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Graf 1 Porovnanie cien municie v OS SR za jeden naboj
Zdroj: Vlastné spracovanie

Dal$im prikladom, ako efektivne vyuZit potencidl strelnice STING, bolo cyklické
vzdeldvanie 108 Studentov 1.rocnika pocas celého akademického roku 2023/2024. Takéto
vzdeldvanie pozostdvalo z danej témy, ktoru cvicila vidy jedna skupina 12-tich Studentov
kazdé rano 60 minut. Po vystriedani vSetkych Studentov v rocniku sa preslo na dalSiu tému.
Témy boli koncipované od zakladnych bezpeénostnych pravidiel so zbrafiami cez jednoduché
strelecké techniky aZ po komplexné strelecké cvicenia.

Studenti 4. ro¢nika, ktori boli vroli initruktorov vzdeldvali $tudentov 1. roénika
a zaroven pocas celého vycviku spracovavali na nich jednotlivé hodnotenia po kazdej
precvicenej téme. Vidy po troch témach boli Studenti preskusani komplexne, ¢o ndm
pomahalo pri posudzovani ich progresu.

Sucastou preskusania bola aj mierena strelba, ktord sme vykonali 3-krat. Mierena
strelba bola pocas vycviku najobjektivnejSie meratelné kritérium, pretoZe je zaloZzené na
konkréthom bodovom hodnoteni a nepodlieha subjektivnemu hodnoteniu instruktora.
Podmienky mierenej strelby boli: vzdialenost od teréov 25 metrov s po¢tom nabojov 10 kusov
a neobmedzeny cas na strelbu. Z nameranych vysledkov, ktoré su zobrazené na grafe
2 vyplyva, Ze 60% Studentov sa zlepsilo, 38% ostalo na rovnakej urovni a 10% sa zhorsilo.
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Vysledky mierenej strelby Studentov 1. ro¢nika
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Graf 2 Vysledky mierenej strefby Studentov 1. ro¢nika
Zdroj: Vlastné spracovanie

Vysledky mierenej strelby su vsak ovplyvnené tym, Ze pocas cyklickej pripravy
prechadzali studenti réznymi témami a mierenej strelbe sme sa venovali 1 vycvikovld hodinu
(60 minut). A aj ked' je mierena strelba jeden zo zdkladnych predpokladov pre zloZitejsie
techniky a jej prvky sa prelinaju takmer s kazdou streleckou technikou, ktoru Studenti cvicili,
je ovplyvnend do velkej miery psychikou jednotlivca.

Student méze byt dobry v dynamickej strelbe alebo komplexnych cvi¢eniach, ale ak sa
nevie dokonale sustredit a koncentrovat na pomalld preciznu mierent strelbu, tak v nej
nedokaZe zaznamenat progres, alebo sa dokonca zhorsi. Aj to je dévod, preco progres
nezaznamenalo viac Studentov. Avsak, aj po nesplneni preskuSania z mierenej strelby
v celkovom zavere¢nom hodnoteni, po spriemerovani jednotlivych vysledkov, presli vsetci
$tudenti Po ukongeni cyklického vzdelania $tudenti 1 roénika dobrovolne vyplifiali dotaznik.

Dotaznik nakoniec vyplnilo 22 Studentov zo 108. Na otazku ,,Pomohla vam strelecka
priprava k lepSiemu pochopeniu streleckej problematiky?“ odpovedalo 22 kladne a 0 zdporne.
Pri vyhodnocovani prinosu z hladiska progresu cviCiacich tiez vychadzame zo spatného
hodnotenia velitelov z jednotlivych vojenskych utvarov OS SR, ktori vyuZivaju strelnicu.
Z prieskumu od velitelov vyplyva, Ze vycvik na strelnici udrziava ich podriadenych v lepsej
streleckej pripravenosti a pomaha im udrziavat svalovi paméat na pozadovanej trovni.

Tiez je to vyborny teoreticky a prakticky zaklad pre novych vojakov, ktori nastupili
k jednotlivym Gtvarom a musia sa zosuladit so streleckymi zru¢nostami danej jednotky.
V neposlednom rade je to nova skdsenost pre instruktorov z danych jednotiek, pretoZze mozu
pripravovat scenare, ktoré su komplikované a podobaju sa redlnym situaciam pri nasadeni,
ale pri ostrych streleckych nacvikoch by boli velmi nebezpecné. Zaroven si tiez mbézu nacvicit
pokrocilejsie techniky a odsledovat kolegov, ktori nie si na eSte takej Urovni, aby mohli

47



VEJENSKE X

obdobné cvi¢enia vykonavat pocas ostrych strelieb. Tym, Ze zbrane nemo6zZu spdsobit cviciacim
zranenie, sa instruktori nemusia stdle sustredit na celkovd bezpecnost, ale m6Zu sa viac
zamerat na jednotlivcov, ktori potrebuju vylepsit svoje zrucnosti. Nakoniec ale velitelia
dodavaju, Ze frekvencia takychto cviceni by mala byt viacndsobna v priebehu vycvikového
roka. Toto vSak nie je moZné z hladiska kapacity strelnice na simulaénom centre. Z toho ndm
vyplyva, Ze je potrebné zvazit vybudovanie takéhoto druhu strelnice na niektorom z Utvarov,
¢im by sa zvysila frekvencia vycvikov pre potreby OS SR.

Porovnanie cien znackovacej municie za jeden naboj
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Graf 3 Porovnanie cien znackovacej municie za jeden naboj
Zdroj: Vlastné spracovanie

NajcastejSie pouzivand gumovda (Rubber) municia je znovu pouZitelnd po umyti vo
vode. Tento proces je mozné opakovat priblizne 10x, alebo kym sa mechanicky nezniéi. Pri
takomto pouzivani sa dostdvame na cenu 0,015 eura za jeden ndboj T4E 0.43 Rubber, ¢o je
0 98,5% lacnejsie oproti naboju 9mm UTM. K tejto cene vsak treba priratat bombicku, ktorej
cena je 0,5 eura a ma kapacitu 40 az 50 vystrelov. Pri zapocitani ceny bombicky pri 40-tich
vystreloch je potom cena nizSia 0 97,25% oproti ndaboju 9mm UTM. Pri takejto cene dokazeme
pri vycviku pouzivat vaésie mnozstvo municie na jedného cvic¢iaceho, ¢o ma vyznamny vplyv
na ich uroven jeho vycvicenosti.

Cviciaci pri vycviku Force on Force vykonavaju taktické situacie ako organicka jednota,
¢o podporuje spoluprdcu v time v stresovych podmienkach. Znackovacia municia po zasahu
sposobuje cviciacim bolest, ktord moze byt mierna alebo vacsia podla miesta dopadu na
[udské telo. Citlivost na bolest zlepSuje ich psychologicki odolnost. Cviciaci si tieZ osvojuju
schopnost reagovat pod tlakom, ¢o je nevyhnutné pre redlne operacné nasadanie. Na zaklade
nasich pozorovani Studentov azo skusenosti 5. pluku Specidlneho urcenia, maju cviciaci
problém s vnimanim prostredia a rozoznavanim hrozby pocas Force on Force vycviku, ¢oho

48



)

VEJENSKE REFLEXIE

L)

pricinou je podla Studie ,,Perception during use of force and the likelihood of firing upon an
unarmed person” zvysena hladina kortizolu pocas stresovej zataze.

Spominany vyskum ukazuje, ako mo6Ze vnimanie cloveka pocas vysokej stresovej
situdcie riadit spravanie prisluinikov ozbrojenych zloZiek. Studia skimala vztah medzi
percepénymi Usudkami a vykonom pocas vycviku boja zblizka. Vyskum zahfnal hodnotenia
percepénych Usudkov z boja zblizka, pred a po vykonani cvicenia, v ktorom bola zdmerne
vykons$truovana stresova situacia.

Cviciaci vykazovali vyrazné znizenie situacného povedomia pod priamou palbou, ¢o
korelovalo so zvySenim fyziologického stresu. Pociatocna pravdepodobnost strelby na
neozbrojenu osobu sa zniZovala po opakovani tréningu Force on Force. Tieto predbeiné
zistenia nam moézu pomdct identifikovat jednotlivcov, ktori si nedostatocne pripraveni na
ulohy v realnych situaciach.

Obrazok 1 Vycvik Force on Force

Zdroj: Vlastné spracovanie

Dalsi problém, ktory nastdva pri prechode zo suchého nacviku alebo vycviku na
virtudlnej strelnici je, Ze cviCiaci predpokladaju, Ze natrénované vedomosti dokazu presne
aplikovat na tréning Fore on Force. Vysledky Studie a nase pozorovania vsak ukazuju, Ze to
tak nie je. Pre 108 Studentov, ktori vykonavali cyklické vzdelavanie na strelnici STING sme
pripravili na konci akademického roka komplexné zaverecné cvicenie po tom, ako Uspesne
ukondili zavere¢ne skusky popisané v predchadzajucej kapitole. Toto cvicenie pozostavalo
z 8-mich stanovist. Kazdé stanoviste bolo zamerané na rézny typ komplexného cvicenia zo
streleckych zruénosti, ktoré sa Studenti naucili pocas cyklického vzdelavania.
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Na stanovisti 1 a 8 boli dva tematické okruhy a ostatné stanovistia pozostavali z troch
okruhov. Za kazdy tematicky okruh mohli studenti ziskat najviac 5 bodov. Na to, aby Uspesne
zvladli preskusanie, museli dosiahnut najmenej 55% z celkového hodnotenia, ¢o predstavuje
60 bodov. Vysledky komplexného preskusania a bodové rozdelenie zndmok su zobrazené
v tabulke 1.

Tabulka 1 Zaverecné hodnotenie komplexného cvicenia

Pocet Studentov Vyslednd znamka
7 A (100 az 110 bodov)
23 B (90 az 100 bodov)
29 C (80 az 90 bodov)
30 D (70 az 80 bodov)
12 E (60 az 70 bodov)
7 FX (59 bodov a menej)

Zdroj: Vlastné spracovanie

Z tabulky moZeme vidiet, Ze najlepsSiu znamku ,,A“ dosiahlo len 7 Studentov a zaroven
rovnaky pocet Studentov neurobilo komplexné preskusanie. Prevahu znamok tvorilo ,,C*
a,D“, ¢o moéieme hodnotit ako zvlddnutie komplexného cvi¢enia s dostacujucimi
vedomostami na zvladnutie daldieho vzdeldvania poéas $tidia na AOS. Studenti, ktori mali
znamku ,,E“ presli tiez zavereénymi skuskami, ale mali by sa vo vlastnom volne zamerat na
zlepsenie svojich streleckych zrucnosti, aby dokazali udrzat krok z ostatnymi Studentami
a neboli pre nich hrozbou pri realnej strefbe. Z celkového hodnotenia nam vyplyva tvrdenie,
Ze si Studenti nevedeli spojit parcidlne strelecké techniky do jedného celku a zarover zvysena
hladina stresu pocas preskusania zniZzovala ich schopnosti o niekolko levelov, podla vedomosti
a psychickej odolnosti konkrétneho Studenta. Tym, Ze hladina stresu pocas preskdsania bola
vacsia a svalova pamat u vadsiny este nebola na dostatocnej urovni, mohli sme sledovat
neracionalne vyhodnotenie krizovych situacii a nebezpeént manipulaciu zo zbrafiou. Student,
ktory mal napriklad z danej tematiky na strelnici STING zndmku ,,A“ rovnakd tému pri
komplexnom cvi¢eni zvladol na ,,E“.

Iny zaujimavy paradox nastal na stanovisti 3, kde mali Studenti eliminovat troch
protivnikov (drevené torzo ludskej velkosti), ktori boli umiestneni na konci 12 metrovej
chodby. Pocas presunu po chodbe Studenti museli prekonat jednoduché prekazky
z pneumatik rozlozenych na zemi a eliminovat popri tom dvoch protivnikov. Ked' sa bliZili ku
koncu chodby spozorovali posledného protivnikov, ktory bol do vtedy neviditelny kvoli
vyénelku zo steny. Vycnelok bol 1 meter Siroky a mal sluzit, ako kryt pre Studentov. Ked
Student zbadal posledny ter¢ dostal od instruktora informaciu, Ze ma prazdny zasobnik na
dlhej zbrani. Ulohou $tudenta bolo rychlo vymenit dlhi zbrar za pistol, alebo sa skryt za
vy€nelok, prebit dlhd zbrarn a nasledne eliminovat nepriatela. Vysledky z pozorovania
Studentov vsak ukazali, Ze 90% z nich nedokazalo racionalne vyhodnotit hrozbu a snazili sa
menit zasobnik bez toho, aby sa skryli za prekazku. Tym, Ze Studenti boli v strese a nemali
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dostato¢nu svalovi pamat, prebitie im trvalo od 7 do 12 sekidnd (operator Specidlnych
jednotiek do 3-och sekuind), ¢o by vredlnom nasadeni znamenalo istu smrt, kedZe stali
5 metrov od ozbrojeného protivnika. Po ukonéeni cvi€enia sa ich inStruktor pytal ,,viete kde
ste urobili chybu?“. Takmer v3etci Studenti si tuto chybu uvedomili aZ po tejto otazke, ked' boli
v kfude. Ich chyba vychdadzala z viacerych faktorov a teda, Ze si neuvedomovali, akd realna
hrozba by bol v skuto¢nosti dany dreveny terc, pretoZze nemali Ziadny predchadzajuci bolestivy
vnem (Ze aj protivnik po nich moze strielat). Dalii faktor je ten, Ze ak nemad $tudent (cviciaci)
dostatocnu svalovi pamat z danej techniky alebo technik, musi uvazovat krok po kroku, ¢o
urobi so zbranou a nedokdaze vyhodnotit kritickl situaciu, pretoZe v takychto dynamickych
situdciach ,multitasking” nie je mozny. Vysledky Studentov koreluju s vysledkami vyskumu
,,Perception during use of force and the likelihood of firing upon an unarmed person”, kde aj
Studenti zvySenou hladinou stresu stracali percepény Usudok, atym schopnost redlne
vyhodnotit situdciu.

Z uvedenych vysledkov a pozorovani vyplyva, Ze cesta, ako docielit kvalitnejsi vycvik
vojakov, tak aby si uvedomovali hrozbu a spajali si jednotlivé strelecké techniky do
komplexnych zrucnosti, je vytvarat stresové cvi¢enia za pomoci vycviku Force on Force. Takéto
cviCenia vSak musia byt vhodne zahrnuté do modelu vycviku, aby sa nevykonavali pred
dosiahnutim zakladnych zru¢nosti zo suchého tréningu, virtudlnej strelnice a realnej strelby.
Pri nedostatocne zvladnutych zdkladnych zrucnostiach bude Force on Force vycvik pre
cviiacich velmi tazky , stresujici a zru¢nosti sa budu skér zhorsSovat, ako zlepsovat.

ZAVER

Implementacia streleckych simuldtorov a Force on Force vycviku so znackovacou
municiou predstavuje klicovy prvok pre zdokonalenie vojenského streleckého a taktického
vycviku. Vysledky vyskumu potvrdili, Ze kombinacia vycviku na strelnici STING a strelnici ,,Kill
House” umoziuje efektivnejSie budovanie streleckych navykov, rozvoj svalovej pamate a
zlepSenie rozhodovacich procesov pod stresom. Az 60 % Studentov dosiahlo zlepsenie v
mierenej strelbe, pricom vadsina preukazala schopnost adaptacie na nové scenare. Sucasne
bolo preukazané, ze vycvik na virtualnej strelnici je vyrazne financ¢ne Uspornejsi, ako strelba
ostrou municiou, ¢o predstavuje vyznamny ekonomicky prinos pre Ozbrojené sily SR. Vyskum
tiez poukdazal na klucovu ulohu stresu, ktory ovplyviuje kvalitu rozhodovania a vyzaduje
postupnu gradaciu narocnosti tréningu.

Zistenia mozu byt priamo aplikované v praxi pri planovani a realizacii vycvikovych
programov Ozbrojenych sil SR. Syntetické prostredie umoznuje nacvik réznych taktickych
scendrov bez rizika zranenia, o vedie k bezpecnejSiemu a efektivnejSiemu wvycviku.
Odporucanim do praxe je zaclenit vycvik s vyuzitim streleckych simulatorov do pravidelného
vzdeldvania kadetov a taktiez rozsirit kapacity simulaénych pracovisk na viacerych utvaroch
Ozbrojenych sil SR. Vycvikovy proces by mal byt systematicky prepojeny — od virtudlnej
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simuldcie, cez tréning so znackovacou municiou, az po ostru strelbu, ¢im bude zabezpeéeny
plynuly rozvoj praktickych, taktickych a psychologickych zru¢nosti (Yao & Huang, 2021).

Do buducna je vhodné zamerat vyskum na moznosti integracie umelej inteligencie,
rozsirenej reality a biomechanickych senzorov do tréningovych systémov, ktoré by umoznili
automatizované vyhodnocovanie vykonu a personalizované odporucania pre jednotlivcov.
Prinosné by bolo analyzovat aj dlhodobé udrZiavanie svalovej pamate a vplyv opakovania
tréningovych cyklov na vykonnost vojakov v redlnych podmienkach. Vysledky potvrdzuju, Ze
kombinacia simulaénych technoldgii a Force on Force vycviku predstavuje efektivny smer
k vy$Sej Urovni pripravenosti a operacnej efektivity Ozbrojenych sil SR.
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Schvaleny: 27.11.2025 of militants in the Gaza Strip in the context of attacks on Israel, Iran's missile
Vydany: 31.12.2025 arsenal and Israel's defense. Based on the research question "How has the

mortar shells, rockets and drones arsenal of the Palestinian organizations
developed in terms of its deployment, Israeli defense and Iranian exports?"
verdicts are established and evaluated. First, a decade-long import balance
of important these weapons for the Palestinians and defense against them is
presented. The analytical part works with launched and shot-down weapons,
the capability to hit the target and successfully penetrate the Israeli defenses
between 2008-2023.
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UVOD A VYMEZENI PROBLEMATIKY

Izraelsko-palestinské spory probihaji nepretrzité od kvétna 1948 a ndlezi tak k nejdéle
trvajicim vojenskym a politickym konfliktim v novodobé historii. Mezi hlavni kontroverze se
fadi otazka Jeruzaléma, vymezeni budouciho statu Palestina ¢i pUsobeni teroristickych
organizaci. Re$eni problematiky patii ke stadlym bod{m jedndni na mezinarodni scéné a rovnéz
na ni soustredi svou pozornost velké mnozstvi autorll. Mezi fenomény se zaradil problém
palestinského ostfelovani Izraele raketami, délostrfeleckymi minami i pomoci dronl. Tato
prace neni vyjimkou, dovoluje si pfinést souhrnny prehled této pouZité a eliminované techniky
Palestincl. Nechybi sledovani jejiho stavu a moznosti. Prenesené vypovida o schopnostech
sestavit, pasovat nebo ukryvat tyto Zzadané zbrané v Gaze.
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Nejvétsi podil na utocich proti lzraeli mély vojensky silné palestinské skupiny,
predevsim Hamas (vojenské kridlo Brigady al-Kassama) a Isldmsky dzihad (vojenské kridlo Al-
Quds), které dlouhodobé ziskavaly vyzbroj zvlasté z iranu, Syrie a Severni Koreje. | mensi
organizace jako Vybory lidového odporu, Brigddy Abu Aliho Mustafy ad. disponuji zbranémi
i vlastnimi variacemi typové odpovidajicimi technice Hamdsu a Isldmského dZihadu, proto
rozliSeni mezi skupinami a jejich vyzbroji byva dosti problematické.

Podomacku vyrabénymi raketami nebo drony v minulosti utocili i Palestinci nehlasici
se k Zadnému hnuti. V praci jsou proto tito aktéfi oznacovani souhrnné jako milice, skupiny,
ozbrojenci i povstalci. Také izraelsti predstavitelé se v minulosti vyjadfovali o palestinskych
milicich v Gaze zpravidla jen jako o Hamdsu bez blizsiho upresnéni.

1 METODIKA A VSTUPNI DATA

Délostrelecké miny, rakety a drony dlouhodobé predstavovaly pro milice v Gaze
primarni prostfedek k utokiim na izraelské Gzemi. Do rozsifeni kapacit téchto zbrani vénovaly
znacné usili, l1zrael ovsem musel vynaloZit na vyvoj adekvatni obrany mnohem vice zdroju.
Utoky ozbrojenc(i z PAsma Gazy versus obrana se staly nosnou rovinou ¢lanku, ktery se mimo
jiné zabyva zhodnocenim kvantity a kvality vystfelenych min, raket i drond smérem na lzrael
v obdobich vystupfiovaného napéti i relativniho klidu.

Kvalita koresponduje s odchylkou dopadu strel, kterda u nefizenych raket vychazi ze
souctu systematickych a ndhodnych chyb. Je to statisticka mira tzv. CEP (Circular Error
Probable), coz znamena pravdépodobna kruhova chybovost, ktera udava polomér kruhu, do
kterého dopadne 50 % stfel vystfelenych z totoiné palebné polohy za stejnych
podminek. Odchylky dopadu palestinskych strel lze pficist dovednosti stfelce, spolehlivosti
technickych soucasti raket, konstrukci stabilizaénich plosek, povétrnostnim podminkam
a samozrejmé absenci stfedniho bodu dopadu vétsiny raket. Vice o problematice viz George
M. Siouris. (2004)

K popisu operaci na Stfednim vychodé je vyuzita metoda exploratorni pfipadové
studie, jejiz cilem je prozkoumat konkrétni vyzkumny pfipad operaci na Stfednim vychodég,
definovat otazku, tvrzeni a navrhnout reseni.

Vyzkumna otazka prdace zni: Jak se dosud rozvijel arzendl délostieleckych min, raket
a drond palestinskych organizaci v ohledech jeho nasazeni, izraelské obrany a iranské stopy?

Na zdkladé vyzkumné otdzky jsou formulovédna tvrzeni pro ziskani podrobnosti
a kontextu zkoumané problematiky. Jejich pravdivost je ovéfena v ndvrhu hodnoceni.

T1: “Minomety a rakety stdle zaujimaji primdrni postaveni ve vojenském umeéni
palestinskych polovojenskych organizaci”

T2: “Do Gazy se darilo pasovat stdle velké mnoZstvi minometd, raket, dronii a nové typy
vyzbroje i pres blokadu enkldavy”
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T3: “Presnost a spolehlivost raket a dronu palestinskych ozbrojenct stagnovaly i pres
import od podporovatelt”

T4: “Pripadné osvojeni fizenych raket palestinskymi skupinami nepredstavuje
bezprecedentni hrozbu pro pfipravenou obranu Izraele, neustdle zdokonalovanou pod tihou
utoku nepratel”

T5: “Oviddnuti Pdsma Gazy bez vysidleni jeho obyvatel sméfuje pouze k redukci
odpalovani délostreleckych min a raket a vypousténi droni na Izrael”

Je sledovan kvalitativni a kvantitativni vyvoj arzenald minomet(, raket a dron(
palestinskych organizaci, a to nejprve na zakladé zvoleného analogického pfipadu. Ten
vyjadfuje kontrast mezi iranskymi a izraelskymi kapacitami na zakladé komparativni metody.
Ke spInéni cile byly rovnéz realizovany kvantitativni a kvalitativni vyzkum. Kvantitativni vyzkum
vyuziva statistického Setreni. Data, zahrnujici kapacity délostreleckych min, raket a dronu
a Utoky z Gazy na lzrael v letech 2008—2023, jsou zpracovana do tabulek a vyhodnocena na
zakladé matematického pomeéru.

Pro stanoveni kvanta vystielenych délostfeleckych min, raket i vypusténych dron(
z Pasma Gazy a pro definovani parametri techniky byla primarné vyuzita izraelska prohlaseni
a zjisténi. Metoda pracuje s datasetem vyuzZivajicim Udaje z databaze uverejnéné na Jewish
Virtual Library (Jewish Virtual Library, 2001-Present), periodik The Washington Post, The
Times of Israel, Le Monde a dalSich. Kritické hodnoceni informaci z novin zahrnuje posouzeni
vérohodnosti a relevance informaci, a to jak z hlediska objektivnich kritérii, tak i z hlediska
subjektivniho dojmu autora.

Tyto zdroje maji sva omezeni, proto doslo k jejich ovérovani z vice zdroju. Pfi kritickém
hodnoceni Udajli pomohla data sdilend v periodikach redakci sidlicich v islamskych zemich
a podporujicich palestinské ozbrojence. Srovnani informaci z rlznych zdroja je klicové pro
zjisténi, zda se vzdjemné doplnuji, nebo si odporuji. Nedlvéryhodné udaje by si vyzadaly
omezeni rozsahu vyzkumu a pfilis maly vzorek by komplikoval nalezeni vyznamnych souvislosti
v datech a zajisténi spravedlivé reprezentace.

Struktura clanku je nasledujici. Prvni ¢ast se vénuje transformacim raketovych
a dronovych arzenald palestinskych milici. Text vyhodnocuje kvalitu arzendlu rdnu jako
analogicky pripad pro zbrané palestinskych ozbrojenych skupin. Lze totiz kalkulovat s tim, Ze
kvalita zbrani tohoto primarniho dodavatele souvisi s kvalitou zbrani palestinskych milici. Dalsi
sekce naopak zkouma adaptaci obrany statu Izrael, tedy nejnovéjsi trendy v protivzdusné
obrané. Zavérecna ¢ast pracuje s kvanty vystrelenych min, raket a vypusténych dront, nejsou
opomenuty ani taktiky i strategie obou znepratelenych stran.
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2 KONTEXT

2.1 Kvalita raket Palestinca v ohledu irdanského arzendlu

Palestinci dosud zaviseli vesmés na improvizovanych netizenych raketach s velkou CEP.
Kvalitativni posun a zmény v taktice by mohlo pfinést zaclenéni fizenych raket, jejichz
technologii pomdaha svym spojencdim implementovat iran. (Fabian, 2024) Velké mnoZstvi
zbrani palestinskych skupin tvofily dily pfimo dodané ztohoto statu nebo jeho
prostiednictvim. Na zdkladé analogie k iranskému programu lze tak vytvofit predikce vyvoje
raket a kamikadze dron( palestinskych milici z hledisek spolehlivosti a kruhové odchylky
dopadu rakety od cile (kvality) za predpokladu ignorace zmény rozloZeni sil v regionu po Fijnu
2023, mysleno oslabeni milici v Gaze, Hizballdhu, [ranu a pad reZimu Baara Asada.

irdn bezpochyby disponuje mohutnymi arzendly raket i drond, je? v posledni dekadé
uzily tamni slozky armady pfi Utocich na cile v Izraeli, Irdku, Syrii a Pakistanu. Analytik(im se
tak naskytly prilezitosti potvrdit zavedena tvrzeni o ,,nespolehlivosti“ a nepresnosti irdnskych
raket a kamikadze drond. franské zbrané kratkého a stiedniho doletu jsou v zdsadé pouzitelné
na plosné cile, coz potvrdilo napadeni Izraele minimalné 180 raketami v fijnu 2024. Pfes tamni
a americky protiraketovy destnik dopadlo kolem 40 raket na klicové letecké zakladny, objekt
specialniho Utvaru a pfriblizné pal kilometru od velitelstvi Mosadu. Vétsina hlavic dopadla na
oteviena prostranstvi zakladen a zpUsobila malé skody, jen jedna stfela prokazatelné zasahla
hangar na letecké zakladné Nevatim. (Seidal, 2024)

Kvalitativni stranku iranského arzenalu demonstruje i Utok na americké baze v Irdku
z 8. ledna 2020, kdy elitni slozka tamni armady v reakci na zabiti predniho generdla Kasima
Sulejmaniho vystrelila balistické rakety typu Qiam (na kapalné pohonné latky) a Fateh-313 (na
tuhé pohonné latky) na americké zakladny bez adekvatni protivzdusné obrany. Na zakladnu v
Irbilu dopadla jedna raketa Qiam, ale jeji hlavice neexplodovala, to zakladnu Al-Asad zasahlo
deset stfel Fateh-313, ale dvé neexplodovaly. Minimalné dalsi ¢tyfi rakety selhaly nebo minuly
cile. (Miles, 2020; Iddon, 2020) Operace potvrdila chronické technické i technologické
problémy raket irdnu. Oba pouZité novéjsi irdnské typy navadénych raket sice maji mensi CEP
nez zakladni Shahaby vychazejici ze sovétskych Scudq, ale trapi je nespolehlivost.

V komparaci zbrané lzraelskych obrannych sil (IDF) exceluji presnosti a demonstruji tak
prevahu nad antagonistou. Zretelnou prevahu IDF pfedvedly jiz 19. dubna 2024, kdy pomoci
jedné rakety vzduch-zemé udefily na jeden z nejmodernéjsich systému v irdnském arzenalu,
radar 30N6E protivzdusné baterie S-300 PMU?2. Dalsi tfi az Ctyti baterie této skupiny zasahly
vzdusné sily IDF 25. 10. tohoto roku, protivzdusnou sit antagonisty silné poskodily v ramci
rozsahlych dderl na vojenské objekty po celém irdnu v &ervnu 2025. Izrael tak potvrdil
predpoklddanou schopnost proniknout irdnskou protivzdusnou obranou bez detekce a
vysokou presnost zbrani. (Fassihi — Bergman, 2024; Moorman, 2024)

Pro Palestince jsou ovsem klicové délostielecké rakety. Ke standardnim importovanym
iranskym raketam se radily nenavadéné Fajr-3 a Fajr-5, které maji presnost 200 m CEP i
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s vyuZitim satelitniho navadéni maji presnost jen 30 az 50 m CEP. (Seidal, 2024) Teoreticky by
mohly Brigady al-Kassdma, Al-Quds aj. nasadit navadéné verze raket Fajr-5 i Fajr-3, na jejichz
navadécich systémech iranci pracuji. Kvalita taktickych balistickych a délostfeleckych raket
pochazejicich ziranu je viak diskutabilni a nejnovéjsi variace naznacuji pomalé zmény
vtrendu. Rozvojem rodiny raket Fateh vznikla vice jak 5 m dlouhd stfela Fateh-360
s maximalnim dostfelem 120 km a nosnosti 150 kg. Predstavena byla v roce 2022. Néktera
média, naptiklad i ukrajinsky Kyiv Post, ji dokonce povazuji za obdobu k raketometiim M142
HIMARS. (Tuzov, 2024) To je ovsem zavadéjici. Americky systém zpravidla zasdahne cil
s presnosti 1 az 2 m, kdeZto irdnska variace se i pfes navadéni mlze odchylit i o 30 m, coz
uvedly i irdnské zdroje. (Mashreghnews, 2022) Nelze takovéto stfely povaZovat za pokrokovou
alternativu k raketam Fajr-5, ani za hrozbu pro systém protivzdusné obrany lzraele.

2.2 Zarazovani raketovych a dronovych sil Palestinci v posledni dekadé

Jiz pred velkou ofenzivou Arabu proti lzraeli ze 7. 10. 2023 si agentury a analytici
(Fabian Hinz a dalsi) vSimali ndrlstu nesofistikovanych typa raket a dron( s jednotnou
technologii. Islamsky dZihad ziskal kolem roku 2018 neupresnény pocet raket Badr 3, jejichz
design vychazi z irdnskych stiel. Jsou navrzené tak, aby se daly ve velkém mnozstvi sestavovat
dle jednoho vzoru. Ozbrojenci je tak ve vétSim mnozstvi vystielovali na lzrael jiz v roce 2021
(izraelsko-palestinské strety v kvétnu nazyvané jako ,,Obrance zdi“). Badr 3 ma 300 az 400 kg
hlavici, dostrel ¢ini témér 20 km. (Hinz, 2021) V porovnani s podomacku sestavovanymi
raketami al-Quds, jeZ jsou obdobou Kassaml od Brigadd al-Kassama, tak maji vétsi bojovou
hodnotu. Navazuji na plvodné sovétské délostrelecké rakety BM-21 ,Grad” raze 122 mm,
s méné nez 20kg hlavici dokazi dostrelit do vzdalenosti pouze jako Badr 3. K novym uUtocnym
prostfedkim patfi stfela oznaCovana jako Kassim, ma sice dolet necelych 10 km, ale 400kg
bojovou hlavici, ktera mize na rozdil od stfel al-Quds zpUsobit celkovou destrukci objektu.
Raketu lze snadno rozeznat dle atypického designu, jelikoZ hlavice ma vétsi primér nez télo
nosice. (Saraya Al-Quds Unveiles)

Jednotky Al-Quds zaradily pred konfliktem v roce 2021 do arzenalu také rakety Buraq,
se 40kg hlavici mohou urazit vice jak 80 km, ohroZuji tedy i Tel Aviv. Lze je povaZovat za
alternativu k iranskym stfeldm Fajr. Délostrelecké rakety Fajr-3 rdZze 240mm maji s 90kg hlavici
dostrel 40 km a Fajr-5 raze 333 mm maiji potencial dopravit hlavici o hmotnosti 175 kg do
vzdalenosti 70 km, ale jejich moZna vyroba v Gaze je diskutabilni. (Frantzman, 2023) Dle
propagandistickych vyjadreni vojenské kridlo Hamasu dokdaze sestrojit i syrské M-302
s maximalnim dostrelem az 100 km se 150kg bojovou hlavici.

Izraelské obranné sily soudi, Ze M-302 vychazi také z tfidy Fajr, kterd vznikla na zakladé
¢inskych a severokorejskych stfel. Fajr-5 wvyvinuli iransti inZenyfi po importu c¢inskych
délostreleckych raket WS-1 nékdy na prelomu osmdesatych a devadesatych let. (Military
Briefing on Hezbollah's) Jako upravené Fajr-5 vsak plsobi i nové zbrané zvané Ayyash, ty se
svym dostfelem kolem 250 km umoznily Brigddam al-Kassama pokryt celé uzemi lzraele.
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(Halawi, 2023) Od roku 2021 byly Ayyash nékolikrat vystifeleny i na pfistavni mésto Ejlat. Stejné
jako predeslé typy vsSak spadaji do kategorie nefizenych raket. Inkognito téchto raket,
odpalovacich i skladovacich stanovist v podminkach Gazy je k tomu problematické.

Drony nabyvaji v arzenalech milici na vyznamu, rostouci pocty a nasazeni téchto stroj(
kopiruje celosvétovy trend. Bezpilotni prostredky hraly dlleZitou roli pfi vyfazovaniizraelskych
pozic na hranici i pfi Utocich do vnitrozemi 7. 10. 2023. Kamikadze drony a drony upravené
pro shazovani trhavin na rozdil od raket umoznily Hamasu a Islamskému dzZzihadu pfesné
zasahnout postaveni, pfitom se jednalo oiranské stroje zosmdesatych a poloviny
devadesatych let, tedy Ababil 1 (,,vy¢kavaci“ munice), Ababil 2 i Ababil 3, pfipadé i drony
dostupné na komercénim trhu.

2.3 Faktor protiraketové obrany

Izrael disponuje vysoce efektivni obranou. lzraelsky protiraketovy ,destnik” se fadi
k nejvyspélej$im na svété, co? se mimo jiné potvrdilo na jafe 2024. irdnské revolu¢ni gardy
vypustily na lzrael cca 300 kusu raket a dron(l jako odvetu za izraelské napadeni irdnského
konzulat z 1. 4. 2024, ale vice jak 90 % téchto utocnych prostiedkl pred dosazenim svych cild
zneskodnila izraelskd obrana s koali¢ni podporou nebo selhalo béhem letu. IDF deklarovaly
cca 90 % ucinnost eliminace iranskych raket i po iranském utoku v fijnu 2024 a po 12denni
valce v €ervnu 2025, kdy na Zidovsky stat mifilo 530-550 balistickych raket, ale jen pfiblizné
10 % proniklo obranou a zasahlo cile. To potvrdil i expert na raketovou techniku Fabian
Hoffman odhadem zneSkodnéni 420-470 irdnskych raket. (Roblin, 2025)

Pavodni obranu proti balistickym raketam zacal Izrael rozvijet s americkou pomoci od
pocatku devadesatych let, ponévadz v pribéhu valky v Perském zalivu odpalil Irdk na lzrael
balistické rakety Scud, a izraelské jednotky protivzdusné obrany na né nedokazaly efektivné
reagovat. Potvrdily se tak obavy z osmdesatych let, kdy ziskavalo ¢im dal vice zemi
s protiizraelskymi naladami balistické rakety zaloZzené na sovétskych Scudech. Izrael
zareagoval rozvojem mimo jiné antiraket Arrow nebo David's Sling.

Na pocatku nového stoleti se naplno projevila slabina obrany zidovského statu celit
délostieleckym mindm, netypizovanym raketdm i dronlim. | stouto hrozbou se lzraelci
dokdzali vyporadat. Detekuji, urcuji rychlost a drahy letu téchto prostfedkl a nasledné
sestreluji rizikové kusy pomoci komplex( Iron Dome. Izrael a USA avizuji 80% aZ 90% ucinnost
této techniky zarazované od roku 2011, presto Ministerstvo obrany integruje do obrany
laserové komplety Iron Beam, jelikoZz naklady na jejich provoz jsou v porovnani s bateriemi
nesouci antirakety nizsi. Pomohou vyztuzit obranu a zamezit pfipadné krizi podobné té ze
7. Ffijna 2023, kdy vypustili ozbrojenci z PAsma Gazy na lzrael v kratkém casovém Useku vice
jak 3 000 raket, délostreleckych min i dronl, coz pfedstavovalo kvantitativni posun oproti
predchozim konfliktdm (ani libanonsky Hizballdh nedokazal vystrelit béhem letni valky v roce
2006 vice jak 4 000 strel). Iron Dome byl pretizeny a reakci ztéZoval nedostatek personalu
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v inkriminovanou dobu. Celé uzemi chranilo nejméné 11 baterii Iron Dome s 60 az 80
antiraketami (v kazdé baterii 3 az 4 jednotky s 20 antiraketami), jiz v minulych konfliktech
analytici ovSem varovali pfed nedostate€nym pokrytim Uzemi proti hrozbé z jihu. (Harding,
2023; What is Israel's Iron)

Iron Beam ma potencional za vhodnych atmosférickych podminek upozadit Iron Dome
s ndkladnymi antiraketami. Se systémy véasné vystrahy mél byt integrovan na sklonku roku
2025, ale silné ostfelovani zidovského Uzemi nutilo armadu podniknout rychlejsi zaclenéni do
obrannych struktur. Je to sice alternativa k systému Iron Dome, ale na rozdil od néj musi byt
jednotka generujici laserovy paprsek v jedné linii se zamérenym cilem. To komplikuje ochranu
téchto zafizeni, coz mlze byt velkym problémem do budoucnosti, radikdlové z Hamasu
a z Isldamského dzihadu jiz dokazali udetit na kulometnd postaveni, obrnénce a jiné cile pomoci
drona. Dalsi velkou nevyhodou lasert je kadence, k eliminaci projektili je zapotrebi minimalné
5 vtefrin, Iron Beam tak bude zvladat mensi mnozZstvi pfrilétajicich projektild. (Bower, 2023)
Kvadrokoptéry i tzv. vy¢kavaci munici dokazi uzemnit i nizkoenergetické lasery Light Blade.
Izraelsky obranny primysl je vyvinul jako odpovéd na zapalné baldny vypousténé Hamdsem
od roku 2018, jelikoZ napachaly zemédélskému odvétvi velké Skody. (Amir, 2020)

Konflikt z podzimu 2023 |ze povaZovat za vyjimecny také tim, Ze IDF v ném zapojily
David's Sling, tedy systém proti dronlim a raketam s doletem 40 az 300 km. Poprvé v historii
doSlo kovéreni kapacity hypersonickych antiraket Arrow 3, schopnych vyradit
mezikontinentalni rakety. Dvoustupnova strela znesSkodnila blize nespecifikovanou balistickou
raketu jemenskych povstalcd Huatili, mifici na pristavni mésto Ejlat. | starSi systém
Arrow 2 demonstroval pripravenost, dokdzal zasahnout balistickou raketu vystrelenou
z Jemenu a rakety z Gazy mitici na stfedni Izrael. (Fabian, 2023)

3 NAVRH HODNOCENI

3.1 Vyhodnocovani vystfelenych, vypusténych a eliminovanych zbrani Palestinci

Izrael Uspésné chrani své Uzemi proti netypizovanym raketam od roku 2011, kdy do
aktivni sluzby vstoupil systém protivzdusné obrany Iron Dome. Na podzim o rok pozdéji se
poprvé vyraznéji zapojil do eliminace raket, kdy 421 ze 479 stfel mificich na zastavéné lokality
zneSkodnily protiraketové komplety. Palestinci tehdy vystrelili na Uzemi Zidovského statu vice
jak 1 500 raket, ale 152 kusa neprekrocilo hranici a 875 stfel dopadlo do neobydlenych oblasti,
coz jsou vysoké pocty. (Rubin — Edelston, 2012)

V |été roku 2014 (operace ,Ochranné ostfi“) napocitali Izraelci 4 564 strel, z nichz 280
spadlo jeSté na uzemi utocnika. Protivzdusna obrana zneskodnila na 735 kus( a 224 strel
zasahlo zastavbu. (Operation Protective Edge) O Ctyfi roky pozdéji dokazali radikalové béhem
tfidennich izraelsko-palestinskych stretl vystrelit na 460 stfel, ztoho 100 zachytil
protiraketovy destnik, jedna strela usmrtila ¢lovéka, zbytek stfel dopadl mimo zastavbu nebo
zpUsobil materidlni Skody. (Eglash, 2018)
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Pfi nepokojich v kvétnu 2019 vypustili povstalci na Zidovsky stat na 690 raket
a délostreleckych min, ztoho 411 spadlo mimo zastavénou plochu, 240 stfel zachytil
protivzdusny systém, ale 39 kus( proniklo do zastavby. (Bostock, 2019)

Béhem kvétnové valky roku 2021 vystfelili ozbrojenci na lzrael cca 4 369 raket
a délostfeleckych min, z nichZ 680 dopadlo v Pasmu Gazy. Z 1 500 stfel, mificich na obytné
casti, zneskodnil protiraketovy Sstit vice jak 90 %. (Mohammed, 2021; Pfeffer, 2021) V dalSim
obdobi na sebe vazal pozornost izraelskych sil predevsim Isldmsky dzihad, jednotky Hamasu
se pripravovaly na velkou konfrontaci a s Izraelci se stfetdvaly spiSe vyjimecéné. Islamsky dzihad
operuje ve stinu znaméjsiho Hamasu, pfitom je v mnohych ohledech radikalné;jsi a vyznacuje
se nekompromisnim bojem proti Izraeli. (Dagorn — Maad, 2023) Nejvazinéjsi krize dzihad
vyvolal v srpnu 2021, vsrpnu o rok pozdéji av kvétnu 2023, kdy radikalové odpalili velké
mnozstvi strel. Nékteré z nich prosly obranou a dopadly i na Tel Aviv. (Berger, 2023)

Na 50leté vyroci jomkipurské valky (1973) provedli ozbrojenci z Pasma organizovany
a zaroven prekvapivy kombinovany Utok na Uzemi Zidovského statu. Zvladli pouzit na 3 000
raket, délostreleckych min a dront béhem prvni hodiny od zahdjeni operace 7. 10., do poc¢atku
listopadu statistické Cislo vzrostlo na vice jak 9 500 kus( téchto zbrani, z toho ale 12 % kusu
selhalo a neopustilo Uzemi Gazy. (Fabian, 2023) Opét se tak potvrdila velkd kruhova odchylka
dopadu raket od cild a zvlasté nizkd kvalita nefizenych raket palestinskych organizaci.
Jiz v rdmci valky zvané Lité olovo z prelomu let 2008 a 2009, dokazali palestinsti radikalové
béhem 22 dni vypalit na Izrael 1 063 raket a min. Izraelci evidovali na svém Uzemi dopady 776
z nich, az 287 kusl munice selhalo jeSté v Pasmu, coz potvrdilo vysokou miru poruchovosti.
(Amnesty International, 2009) | z nize uvedeného souhrnu v tabulce 2 vyplyva vzristajici pocet
minometd, raket a dronl v Pasmu, ale stagnujici spolehlivost technickych soucasti téchto
prostfedkl (pocet selhani), prevainé tvorenych notoricky nespolehlivymi a nepresnymi
raketami typu Kassam, jak zminil profesor Van Coller. (2024)

Z nize uvedenych tabulek 1 a 2 tedy vyplyva, Ze celkové mnoiZstvi vystielenych raket
a délostreleckych min ve zkoumaném obdobi mélo neprlikazny vliv na pocet spadlych raket
a min v Pdsmu Gaza. Matematicky pomér potvrzuje zanedbatelny posun v kvalité. Zatimco na
prelomu let 2008 a 2009 neprekrocila hranici zhruba kazda treti az ¢tvrta strela, o patnact let
pozdéji (fijen 2023) to sice nezvladla priblizné kazdd osma, ale o rok dfive spadla jesté na
palestinském Uzemi pfiblizné kazda pata. V roce 2021 béhem kvétnové izraelsko-palestinské
krize nedokazala preletét hranici Pasma vice jak kazda ¢tvrta strela, ale o dva roky dfive témér
kazda osma. To potvrzuje trend stagnujici Urovné kvality raketovych arzenald, i kdyZ od roku
2012 pracuje systém Iron Dome. Tvrzeni T3: “Prfesnost a spolehlivost raket a dronu
palestinskych ozbrojencl stagnovaly i pres import od podporovatelt® lze tedy potvrdit
v ohledu kapitol 2.1 2.2.

Tabulky 1 a 2 a kapitola 2.3 ddle potvrzuji zdokonalovani izraelské obrany na zakladé
neustalé potreby reagovat na Uutoky, izraelsky obranny systém se postupné zaradil
k nejvyspélejSim na svété. S narlistem palestinskych Gtok( pomoci délostreleckych min, raket
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i dron(, tak rostla kvalita i kvantita izraelské obrany. Pro Izrael nepredstavuji ani fizené rakety

s konvenénimi hlavicemi existenéni hrozbu, co? potvrdily ¢etné Gtoky z frdnu a Jemenu.

Vicevrstva vysoce Uc¢innd vzdusnd obrana Zidovského statu s podporou USA muze cCelit vSem

typdm raket i masivni agresi nepfitele, shoduje se vétSina odbornik(. (Gollom, 2024) Zbrojni

pramysl zemé pfrizpUsobil v roce 2024 proti fizenym raketdm a dronim i Iron Dome, tedy

systém plvodné urceny proti nefizenym raketdm kratkého doletu. (Defense News Army,

2025) Tvrzeni T4: “Pripadné osvojeni fizenych raket palestinskymi skupinami nepredstavuje

bezprecedentni hrozbu pro pfipravenou obranu Izraele, neustdle zdokonalovanou pod tihou

utoku nepratel “ Ize tak v ohledu kapitol 2.1 a 2.3 potvrdit.

Tabulka 1 Rakety a délostfelecké miny vystfelené z Pasma Gazy na lzrael ve vybranych letech 2011-
2020. (sestavena na zakladé databaze uverejnéné na Jewish Virtual Library, 2001—Present)

2011 2013 2015 2016 2017 2020
Celkem vystrelenych raket a 619 47 28 14 25 133
délostreleckych min
Z toho zneSkodnéno protivzdusnymi 16 4 3 0 3 15
systémy (lron Dome)

Zdroj: viastni

Tabulka 2 Utoky pomoci raket, délostieleckych min a dron(i z Pasma Gazy béhem konfliktd v rozmezi
let 2008-2023. (citace viz kapitola 3.1)
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Celkovy pocet 1063 1500 4564 460 690 4369 | 1100 | 9500

pouzitych raket,

délostreleckych

min i drond

Z toho spadlo 287 152 280 115 90 960 200 1140

v Pasmu Gaza

nebo do more

Z toho 421 735 100 240 1365 380 2 000

zachyceno

protivzdusnymi

systémy

Z toho zasahlo 58 224 20 39 70 36

zastavbu v

Izraeli

Z toho dopadlo 875 2682 225 411 1974 484

mimo izraelskou

zastavbu
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Z toho 27 10,1 6,1 25 13 22 18,2 12
neprekonalo
hrani¢ni bariéru
(%)

Z toho 27 68,5 64,9 73,9 72,6 67,2 62,2 12
neprekonalo
hrani¢ni bariéru
nebo nezasahlo
cil (%)

Zdroj: vlastni

3.2 Koncepce

Palestinské milice zvladaly vypustit na Uzemi nepfitele velké mnozstvi délostrfeleckych
min a raket ve valkach opakujicich se po kratkych intervalech relativniho klidu. Dosud i za
nepfihodnych podminek dokazaly své arzenaly obnovit. Rozsahlé arzenaly ptfimo koreluji
s vojenskym uménim, respektive uplatfiovanou taktikou penetrace izraelské obrany, ktera se
v zasadé nemeéni. Spociva ve vypusténi co nejvétsiho moziného poctu stiel v co nejkratSim
¢asovém horizontu, aby doslo k pretizeni protivzdusnych systém protistrany.

Stanovené tvrzeni Tl: “ Minomety a rakety stdle zaujimaji primdrni postaveni ve
vojenském uméni palestinskych polovojenskych organizaci” Ize tak v ohledu kapitol 2.1 a 2.2
potvrdit s vyhradou, ponévad:i agrese ze 7. 10. 2023 nesla novy sofistikovanéjsi prvek.
Bojovnici béhem dvanacti hodin pouzili na 5000 raket, délostfeleckych min i dron( za
soubézné infiltrace uzemi Zidovského statu komandy v celkovém poctu az 3 000 muzd.
(Atlantic Council experts, 2023) Utoky pomoci minometd, raket a dronfi maskovaly dosud
neobvykly pozemni vypad doprovazeny masivnim zabijenim i unasenim civilistl pro pozdé;si
vyjedndvani. Na zménu strategie Hamasu, ktery pavodné rezignoval na odpalovani raket na
Izrael, provadéni sebevrazednych bombovych utokd nebo stfelbu v restauracich a barech,
upozornuji naptiklad Margolin a Levitt. (2023)

Hamas vzbuzoval dojem, Ze mu jde o zajiSténi stability a Ze si ceni metody ,,cukru”
uplatiované lIzraelem v obdobi po valce z roku 2021. Obyvatelé Gazy Cerpali ekonomické
pobidky zahrnujici pracovni povoleni v izraelském pfihraniéi, dodavky paliva pro elektrarnu
v Gaze, vice jak poloviny dovazeného zbozi ad. (Nakhoul - Saul, 2023; Movement in and out of
Gaza) Metoda ,,bice” v dlouhodobém méritku vSak také nepfinesla uspokojivé vysledky, tedy
témér 20 let trvajici vzdusna, ndmorni i pozemni blokada, Udery na predaky hnuti, palebnd
stanovisté raket, sklady zbrani a tunely. Do enklavy se stale dafilo dodavat sofistikované
zbrané a soucastky podzemnimi tunely Usticimi hluboko na egyptském uUzemi, jak uvadi
analytik Brad Lendon. (Lendon, 2023) Dokud bude plynout podpora z iranu, nebudou muset
ozbrojenci spoléhat pouze na domdci vyrobu opirajici se o recyklaci a hnojiva. Tvrzeni T2: “Do
Gazy se darilo pasovat stdle velké mnoZstvi minometd, raket, dront a nové typy vyzbroje i pres
blokddu enkldvy” 1ze tedy v ohledu na nové prostredky Palestincd, uvedené v kapitole 2.2,
potvrdit.
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Hledani nejucinnéjsiho vychodiska pro Izrael se omezuje na variace zahrnujici vétsi
angazovanost pozemnich sil IDF. Dislokace jednotek z muslimskych zemi by se mohla ukazat
jako problematicka vzhledem k analogickému pfipadu plsobeni mirovych sil jako bariéry mezi
Izraelem a Hizballdhem na jihu Libanonu. SnizZit raketové atoky z PAsma na minimum se
v historii dafilo izraelskou pfitomnosti v Gaze, nejucinné;jsi reSeni tkvi v trvalé izraelské dribé
naraznikového pasma u hranic s Egyptem, coz by nutilo milice spoléhat se na podomacku
vyrabéné zbrané. Ukazalo se, Ze stazeni IDF z Gazy do poloviny zafi 2005 mélo pfimy vliv na
narlst ostielovani v nasledujicich letech.

V roce 2005 odpalili Palestinci na Izrael 1 255 raket a délostieleckych min, o rok pozdéji
to bylo jiz 1 777 kus(, v roce 2007 vzrostl pocet na 2 807 a o rok pozdéji to bylo 3 716 kusu
délostieleckych raket a min. (Israeli Security Agency, s. 7-9; Ganor, 2021)* Pozemni intervence
a ovladnuti klicovych bast povstalcl v Gaze po Ffijnu 2023 sniZilo Utoky na minimum. Palestinci
vypustili na 8 000 sttel v obdobi od poloviny fijna 2023 do pocatku Fijna roku nasledujiciho,
pficemz intenzita Utokd v dlsledku obsazovani uzemi IDF klesala. (Fabian, 2024) Palestinské
ostfelovani takika zastavila az destrukce blok(i zadstavby v Gaze, coz se vsak neslucuje
z dlouhodobého hlediska s fungujici spravou, mnohymi aktéry poZzadovaného statu Palestina.
K ojedinélému ostrelovani zemi Zidovského statu z Pasma dochazelo i na pocatku roku 2025.
(Boxerman, 2025)

Totdlni eliminaci palestinské agrese komplikovalo uplatnéni civilni infrastruktury
a ,lidskych stitd“ ve vojenské sfére, Hamas s Isldmskym dzihdadem vyuZivaly tuto metodu jiz
pred Uplnym ovladnutim Pasma. Palestinské organizace zneuZivaji zodpovédnosti izraelské
vlady minimalizovat vedlejsi Skody, plynouci ze senzibility jejich zapadnich spojencl na civilni
ztraty. Radikdlim pomdhalo v boji husté zastavéné Uzké pasmo o plode 362 km? a osidleni
priblizné 2 miliény obyvatel. Vedle civilni infrastruktury ukryvaly tisice raket a minomet(
i tunely pod ni. IDF tak byly v minulosti pfi likvidaci téchto postaveni limitovany, aby nebyly
oznaceny za agresora. To pro ozbrojence predstavuje znaénou vyhodu, jejich strategii je
ochranit vlastni kapacity, maximalizovat ztraty izraelskych sil a vyuzit civilnich obéti ve sv(j
prospéch vnitini a zvlasté vnéjsi propagandou.

Dlakazem uspésné vedené strategie je napfriklad plvodni Goldstoneova zprava o
konfliktu v Gaze z roku 2009. Tento vystup vySetfovaci mise OSN je kriticky k Hamdsu, avsak
zvlasté kizraelské vladé, 7e utocila na civilisty. (Hamas' use of human, s. 148-169) Utoky
izraelského letectva a délostielectva v blizkosti zafizeni typu Skola nebo nemocnice jsou tedy
vice nez kontroverzni, slouzi propagandé radikall, coz se ukazalo 17. fijna 2023 pfti vybuchu
v nemocnici Al-Ahli, pfi némz zahynuly stovky lidi. Muslimové vinili Zidovsky stat, ale dle
nékterych indicii selhala raketa Isldmského dzihadu. (Fisher, 2014; Brown, 2023)

1 Uvadéné pocty vystielenych raket a délostfeleckych min v tomto obdobi jsou variabilni. Napt. odbornik na
terorismus Boaz Ganor (2021) zminuje, Ze v roce 2005 odpalili Palestinci na Izrael 286 raket a délostreleckych
min, o rok pozdéji to bylo jiz 1 247 kusQ, v roce 2007 938 téchto utocnych prostiredk( a o rok pozdéji 1 270
kus(.
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Céasti izraelského i amerického vladnouciho spektra preferuji jako dlouhodobé feeni
vysidleni Palestincl. Prezident USA Donald Trump prohlasil: ,,USA prevezmou Gazu a udélaji
z ni turistické stredisko. Palestinci by méli v poklidu Zit jinde”. (Keath, 2025) Realizace by
zkomplikovala postaveni Izraele na mezindrodnim poli, ponévadz celd rfada dllezitych hracq,
véetné muslimskych zemi trvd na samostatném Palestinském statu. Kromé toho nucené
presidleni by nastolilo diskutabilni vyreseni problému. Presidleni Palestincli do okolnich zemi
by sice zamezilo terorizovani lzraelcli podomacku vyrdbénymi raketami, avSak ponechalo by
stigma utoku nefizenymi nebo fizenymi délostfeleckymi raketami dlouhého doletu
a balistickymi raketami. Tvrzeni T5: ,Oviddnuti Pdsma Gazy bez vysidleni jeho obyvatel
sméruje pouze k redukci odpalovadni délostfeleckych min a raket a vypousténi dronu na Izrael”
Ize potvrdit, ovSem predikce vyvoje je vzhledem k politické a vojenské situaci v oblasti
problematicka. Nejistou budoucnost v Pasmu, klesajici podporu Hamdsu nebo silici rivalitu
mezi frakcemi zminuje napfiklad Taylor Luck. (2025) Dalsi vyzvu lzrael ale fesi na Zapadnim
bfehu Jorddnu, kde soupefi o moc Fatah, Hamas a Islamsky dZihad. Posileni radikald muze
posilit odpalovani raket z tohoto Uzemi.

ZAVER

Jak se dosud rozvijel arzendl délostreleckych min, raket a dronu palestinskych
organizaci v ohledech jeho nasazeni, izraelské obrany a iranské stopy?

Vojenska kfidla Hamasu, Islamského dzihadu i jiné skupiny v Pasmu Gazy zvladaly do
roku 2023 obnovovat své arzenaly a periodicky atolit na lzrael s vétSim mnoZstvim
délostieleckych min, raket a drond. Jako patfi¢nd obrana pred lzraelem jim poslouzily lidské
§tity a hustd zastavba. Dodavky technologii a komponentd nejen z irdnu a jeho vazall
v Libanonu, Syrii i Jemenu umoznily rozsifit Hamasu a Isldmskému dzihadu své arzendly o nové
typy raket a dronl, umoznujici zasdhnout i severni oblasti Izraele. Pfesto se milice v zakladu
opiraji o stfely s dosahem do 40 km. Kvalita téchto prostifedk( vsak zlstdvala diskutabilni,
respektive priimérna az podpriimérna. Kazda ¢tvrta az osma stiela nebo dron neprekonaji ani
hranici palestinské enklavy, coZ potvrdilo i masivni ostfelovani lzraele ze 7.—25. 10. 2023.
Z 9 500 zaznamenanych objektl spadlo 1 140 kus( na Uzemi Gazy a do more.

Palestinci se dlouhodobé snazi prekonat nejmodernéjsi a jednu z nejhustSich siti
protivzdusné obrany na svété. lzraelsky destnik (Iron Dome a dalsi) se jim podafilo i pres
nizkou kvalitu jejich stfel nékolikrat pretizit. Izrael vSak v ohledu dlouhodobych bojl s milicemi
neustale zkvalitnuje protivzdusnou obranu. V soucasnosti jsou favorizovany zarazované
laserové systémy Iron Beam, které dokazi eliminovat stfely a drony zejména s dostfelem do
40 km. V soucinnosti s raketovymi systémy uz by nemélo dochazet k pretizeni obrany ani pfi
pfipadném palestinském osvojeni fizenych raket.

Izrael disponuje pokrokovou technikou, proto se i fada evropskych armad obraci na
vladu Zidovského statu pfi vybéru protivzdusnych systéma. V ceskych kruzich se opakované
hovofilo o moznosti koupit americké systémy MIM-104 Patriot. Ceskd armada vsak stavi na
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izraelskych  technologiich, wvybrala si prehledové radary ELM-2084a raketové
komplety SPYDER. Vede se diskuse o vykonnéjsich raketovych systémech jakym je David's
Sling, které si vybralo Finsko. Na stejné radary vsadila obrana Slovenské republiky, jez
zakoupila modularni protivzdusné komplety stfedniho dosahu Barak MX.

Zamezeni ostielovani Izraele je ovSem z dlouhodobého hlediska velmi komplikované.
Rozmisténi mirovych sil v oblasti Gazy se muZe v dlouhodobém horizontu ukdazat jako
neucinné vzhledem k analogické dislokaci mezinarodnich jednotek na jihu Libanonu. | trvala
pfitomnost lzraelskych obrannych sil v Gaze do roku 2005 nevedla k feSeni. Ostrelovani
z Pasma kleslo na minimum az béhem roku 2024 vlivem vycerpani zasob raket, minomet( a
dronll a vlivem destrukce rozlehlych obytnych blok( Arabu. | rozporované téma vysidleni
Palestinci z Pdsma se z mnohych dlvodU jevi jako problematické, i kdyZz v minulosti jiz
napfiklad doglo k vyhnani Cech( ze Sudet a nasledné k vysidleni Némc( z Ceskoslovenska.
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uvoD

V kontexte exponencidlne rastuce] digitalizacie socidlnych systémov sa ich Struktura
adynamika stavaju stdle komplexnejsSimi, pricom interakcia medzi socidlnymi
a technologickymi prvkami vytvara nové paradigmatické vyzvy. Digitdlne prostredie
v ostatnych rokoch preniklo do vSetkych sfér spoloéenského Zivota, redefinujuc zdkladné
vzorce socidlnych interakcii a organizaénych Struktdr. Vznikajuce sociotechnické systémy
predstavuju symbiotické prepojenie medzi technologickymi inovaciami a spolocenskymi
normami, pricom ich bezpecnost a stabilita sa ¢oraz viac dostavaju do centra akademického
diskurzu.

Clanok sa zaobera skimanim charakteristik socidlnych systémov, pricom osobitnu
pozornost venuje ich interakcii s kybernetickou bezpecnostou a socidlnym inZinierstvom.
Ciefom autora je konceptualne uchopit sociotechnicki dynamiku v kontexte kybernetickych
hrozieb a manipulacie, a zaroven identifikovat praktické implikacie tychto fenoménov pre
jednotlivcov i organizacie. Vyskumny ramec zahfria teoreticki reflexiu na zaklade
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relevantnych sociologickych a technologickych pristupov, ako aj pripadové Sstudie
kybernetickych incidentov z holistickej perspektivy.

Prvd cast clanku sa sustreduje na definovanie zakladnych koncepcénych ramcov
socidlnych systémov, pri€om vychadza zo sociologickych tedrii o ich Struktire a fungovani.
Nasledne je analyzovand vzajomnd interdependencia medzi technologickymi inovaciami
a socialnymi entitami, pricom sa reflektuje Uloha kybernetickej bezpeénosti v ochrane tychto
systémov. Osobitna pozornost je venovana fenoménu socidlneho inZinierstva ako jednej
z najefektivnejsich foriem kybernetickych Gtokov, vyuzivajicej psychologické a behaviordlne
slabiny pouZzivatelov informacnych technoldgii.

Na zdklade syntézy teoretickych poznatkov a analyzy konkrétnych kybernetickych
incidentov autor identifikuje klucové faktory ovplyvriujice odolnost sociotechnickych
systémov voci digitdlnym hrozbdm. Osobitne hodnoti efektivnost aktudlnych bezpecnostnych
opatreni a zdoraziuje potrebu multidisciplindrneho pristupu pri formulovani stratégii na
prevenciu a mitigaciu rizik.

Problematika skimand v tomto ¢lanku je vysoko relevantnd v kontexte stucasnych
spolocensko-technologickych trendov, kedZe kybernetické hrozby predstavuju signifikantny
destabilizacny faktor nielen pre informacné systémy, ale aj pre SirSie socidlno-ekonomické
$truktary. Hibkové pochopenie tychto javov umoziiuje formulovat efektivnej$ie bezpeénostné
stratégie, ¢im sa vytvara priestor pre budovanie odolnejSich a adaptabilnejSich socio-
technickych systémov v ére exponencidlne sa meniaceho digitalneho prostredia.

1 CHARAKTERISTIKA SOCIALNYCH SYSTEMOV

1.1 Terminologické vymedzenie pojmov

Skor nez prejdeme k samotnej podstate tohto ¢lanku, zadefinujeme si zakladné pojmy
vztahujluce sa k danej tematike, pricom sa odvoldvame najma na poznatky zo socioldgie.
Socidlne skupiny predstavuju zakladné stavebné kamene socidlnych systémov. Su tvorené
jednotlivcami spojenymi spoloc¢nymi cielmi, hodnotami alebo interakciami. Tieto skupiny
zohrdavaju klucova ulohu v dynamike systému, pricom ich koherencia a odolnost priamo
ovplyviuju stabilitu celého systému. Pri naruseni dovery alebo integrity v rdmci sociadlnych
skupin, napriklad v dosledku dezinformacnych kampani, dochddza k fragmentacii a nezelanym
dopadom na spolo¢nost.

Martinska pripisuje socidlnej skupine schopnost vyjadrovat pospolitost dvoch alebo
viacerych os6b, ktoré maju isté spoloc¢né ciele, vytvaraju spolo¢né normy a vzajomnu suvislost
socialnych roli a povaZuje ju za kvalitativne uceleny socialny utvar, ktory sa odliSuje kvalitou
od inych Uutvarov. Socidlne skupiny su integrované zoskupenia, tvoria zakladnu jednotku
spolocenskej Struktury a ich existencia je klfucCova pre udrZanie socialnej stability. Ich vplyv
presahuje individudlnu uroven, pretoZe zabezpecuju kontinudlne fungovanie spolocnosti
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prostrednictvom socialnych noriem, hodnét a pravidiel spravania (Martinskd, 2019, s. 47).

Socialna Struktura v socioldgii vyjadruje usporiadanost socialneho Zivota vo vseobecnej
rovine a usporiadanost jednotlivych socialnych zoskupeni. NajcastejSie je chapana ako siet
alebo sustava vztahov, ktoré spajaju jednotlivé Casti spolo¢nosti do celku. Sociadlna Struktira
predstavuje relativne stabilny stbor socidlnych interakcii a vztahov medzi [udmi v socidlnych
skupinach i celej spolo¢nosti. Tento subor interakcii prebieha podfa urcitych vzorcov
a pravidiel, ktoré su zakladom organizacie spolo¢nosti. Stabilita socidlnej Struktury je dolezitd
pre koordinaciu spoloéenskych procesov, zabezpecdenie socidlnej harménie a efektivneho
fungovania systémov na réznych arovniach (Ibid.).

1.2 Socidlne systémy ako komplexné zoskupenia

Socidlne skupiny sa podielaju na vytvarani zoskupeni vysSich socidlnych systémov.
Tvoria ich subsystémy, ktoré funguju ako osobité samostatné celky. Systém mozno vymedzit
ako celok, pozostdvajuci zo systematicky a navzdjom zdvisle usporiadanych prvkov. Tieto prvky
interaguju prostrednictvom procesov, ktoré su previazané vnutornymi vazbami systému,
prevazujucimi nad vonkajsimi vplyvmi. Socidlne systémy disponuju vlastnou schopnostou
autopoézie, teda seba vyvoja a adaptacie na prostredie (Lourenco, 2010, s. 3).

Podla Parsonsa ma spolocnost Styri hlavné podsystémy: ekonomicky, politicky,
socidlny a kultdrny. Ekonomicky subsystém zabezpecuje statky a zdroje pre rozvoj spolo¢nosti,
politicky subsystém sa sustreduje na ,vladnutie”, socidlny subsystém na normy a hodnoty
a kulturny subsystém podporuje spolocenské vzory a hodnoty. Tieto subsystémy realizuju
vymenu zdrojov a angazuju sa v dosahovani spoloénych cielov (In: Subrt, 2016).

Luhmann chape socialne systémy ako uzavreté celky, ktorych vlastnosti st definované
ich vnutornymi procesmi. Tieto systémy suU schopné sebareprodukcie a pouzivaju vlastné
komunikacné kddy, ktoré st neprenosné na iné subsystémy. Luhmann zdbraziuje, Ze socialne
systémy formuju svoje vlastné Struktury prostrednictvom vyberu a interakcie, pricom ich
schopnost adaptacie umozniuje prezit v podmienkach neurditosti a rizika (Luhmann, 1995).

V tomto kontexte je dblezité chapat socidlne skupiny ako zakladny prvok, z ktorého sa
formuju vacsie a zloZitejSie socidlne systémy. Rola tychto skupin a ich interakcii ovplyviiuje
stabilitu celej socialnej Struktiry, a tym aj funkénost a udrzatelnost spolo¢nosti ako celku
(Matis a Maciejewski, 2017, s. 14).

1.3 Sociotechnické systémy a kyberneticka bezpeénost

Kyberneticka bezpecnost je dnes uz neoddelitelnou sucastou celého suboru opatreni
prijimanych na zaistenie individudlnej aj skupinovej bezpecnosti, resp. opatreni zameranych
na zaistenie bezpecnosti na narodnej i medzindrodnej Urovni. Predstavuje systém opatreni,
technolégii a postupov urcenych na ochranu digitalnych systémov, sieti a dat pred
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kybernetickymi hrozbami, pricom zahfia prevenciu, detekciu a reakciu na bezpecnostné
incidenty s cielom zachovat dovernost, integritu a dostupnost informdacii v digitdlnom
prostredi (lvancik, 2012).

Kyberneticka bezpecnost sa ¢asto redukuje na technické riesenia, ako su firewally,
Sifrovanie dat, antivirusové programy a pravidelné aktualizcie softvéru. Hoci tieto opatrenia
predstavuju dolezity pilier ochrany, samotné technoldgie nestaia na zabezpeclenie
komplexnej kybernetickej odolnosti. Klu¢ovym faktorom, ktory je ¢asto prehliadany, je ludsky
prvok a spOsob, akym jednotlivci a organizdcie interaguju s technologickymi systémami.
V tomto kontexte je potrebné vnimat kyberneticki bezpecnost nie ako Cisto technologicky
problém, ale ako komplexny systém, v ktorom sa prelinaju technoldgie, socidlne Struktury,
bezpecnostné a organizacné procesy a spravanie pouzivatelov.

Moderné spolocnosti st charakteristické rasticou vzajomnou zavislostou medzi ludmi
a digitdlnymi technolégiami, priCom tento vztah je obojstranny — technoldgie ovplyviuja
sposob, akym ludia komunikuju, pracuju a rozhoduju sa, zatial ¢o fudské sprdvanie spatne
formuje bezpecnostné hrozby a rizikd a potrebu obrany a ochrany. Ako uvadza Cavelty,
kyberneticky priestor mozno chdpat ako sociotechnicky systém, kde technologické inovacie
a socidlne praktiky neexistuju oddelene, ale su v neustalej interakcii. Tento pohlad zdo6raznuje,
Ze akékolvek bezpecnostné opatrenia musia byt navrhnuté s ohladom na ludské spravanie
a organiza¢nu dynamiku (Cavelty, 2023, s. 801).

Prikladom tejto zavislosti je automatizacia zdravotnickych zdaznamov, ktora vyrazne
zvySuje efektivitu poskytovania zdravotnej starostlivosti a zrychluje pristup k dolezitym
informaciam. Zaroven vsak vytvara nové bezpecnostné rizika, kedZe Uspesnost ochrany tychto
udajov zavisi nielen od technickych opatreni, ale aj od spravania zdravotnickeho personalu.
Ak zamestnanci nedodrzZiavaju bezpeénostné protokoly, opakovane pouzivaju slabé hesla
alebo nevedome poskytuju pristup neopravnenym osobam, méze dojst k unikom citlivych
Udajov, ¢o moéZe mat vaine nepriaznivé doésledky nielen pre pacientov, ale aj pre
doveryhodnost celého systému.

Sociotechnicky subsystém kybernetickej bezpecnosti nie je staticka Struktura, ale
dynamické prostredie, ktoré sa neustale prisposobuje vyvoju technolégii a meniacim sa
utoénym metddam. Zatial ¢o technické prvky, ako su kryptografické mechanizmy a sietova
bezpecnost, tvoria zdkladnu ochranu, kliéovym faktorom uspechu tychto opatreni je stale
¢lovek. PouZivatelia mdzu bezpecénostné politiky obchadzat, ¢i uz nevedomky alebo imyselne,
¢im oslabuju ucinnost inak vysoko efektivnych technologickych rieSeni. Preto je nevyhnutné,
aby bezpecnostné stratégie nezahrfnali len vyvoj pokrocilejSich technoldgii, ale aj pochopenie
a riadenie [ludského sprdvania v digitdlnom prostredi (Bada et. al., 2015,
s. 121-123).

Z toho vyplyva, Ze efektivne zaistenie kybernetickej bezpecénosti zavisi na synergii
medzi technolégiami a ludskym faktorom. Bez ohladu na to, aké pokrocilé bezpecnostné
opatrenia su implementované, ich uc¢innost bude vidy zavisiet od spravne nastavenych
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socidalnych a organizacnych mechanizmov, ktoré zabezpelia zodpovedné a bezpelné
pouzivanie technoldgii. Kybernetickd bezpecnost v ramci socialnych systémov preto vyZaduje
holisticky pristup, ktory integruje technické rieSenia, ludské spravanie a organiza¢nu dynamiku
do jedného sudrzného ramca, ¢o prispieva k vytvoreniu odolnejsej a bezpecnejsej digitalnej
infrastruktury pre bududcnost.

2 SOCIALNE INZINIERSTVO A KYBERNETICKE UTOKY

Socidlne inZinierstvo predstavuje psychologicki manipulaciu, pri ktorej utocnici
zneuzivaju dovercivost, nedostatok technického vzdelania alebo socialne tlaky, aby oklamali
pouzivatelov a ziskali pristup k citlivym Udajom ¢i systémom. Na rozdiel od tradiénych
kybernetickych Utokov, ktoré sa spoliehaju na technické exploity, socidlne inzinierstvo Utoci
na ludsky faktor, ktory je €asto najslabSim ¢ldnkom bezpecnostnych opatreni (Bobokulov,
2023, s. 2-3).

Najvacsia hrozba socidlneho inZinierstva spociva v tom, Ze ani najlepSie technologické
zabezpecenia nedokazu zabranit Utoku, ak sa pouzivatel rozhodne déverovat podvodnikovi.
Uto¢nici ¢asto vyuZivaju emocionalne manipuldcie, ako st strach, naliehavost alebo zvedavost,
¢im zvysuju pravdepodobnost, Ze obet vykona pozadovanu akciu, napriklad poskytne heslo
alebo otvori Skodlivy subor. Tento spdsob utoku je extrémne efektivny, pretoZze obchdadza
technické bariéry a zameriava sa na ludské spravanie.

Podla Choiho a Rubina tvoria Utoky v rdmci socidlneho inZinierstva viac ako dve tretiny
vSetkych kybernetickych incidentov. Medzi najcastejSie metddy patria:

a)  Phishing (77 % vietkych utokov) — Utoénik posiela falodné e-maily alebo vytvéara podvodné
webové stranky, ktoré sa vyddvaju za legitimne inStitucie (napr. banky, vlady,
zamestnavatelov). Cielom je ziskat prihlasovacie Udaje alebo infikovat zariadenie
Skodlivym softvérom.

b) Vishing (voice phishing) aimpersonacia (zosobnenie) — Podvodné telefonaty alebo osobna
manipulacia, pri ktorej Utocnik predstiera, Ze je zamestnanec technickej podpory, policia
alebo banka, aby vylakal citlivé udaje od obete.

¢) Smishing (SMS phishing) — Obet dostane podvodné SMS spravy s odkazmi na Skodlivy
obsah, ktoré ju moézu presmerovat na falosné stranky alebo ju presvedcia, aby stiahla
malvér.

d) Scareware — Uto¢nik vystrasi obet falosnymi bezpe¢nostnymi upozorneniami (napr. ,Vas
pocitac je infikovany! Stiahnite si tento bezpecnostny nastroj.”), ¢im ju prinuti
nainstalovat Skodlivy softvér.

e) Pokrocilé podvody — Napriklad Business Email Compromise (BEC), pri ktorom utocnici
zneuzivaju e-mailové Ucéty zamestnancov na falosné financné transakcie, pricom firmy
moZu prist o tisice az milidny dolarov (Choi a Rubin, 2023).

Tieto metddy su vysoko prispOsobivé a vyuZivaju regionalne Specifika, ¢im sa stavaju
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eSte nebezpecnejsimi. Mba a kol. upozornuju na podvody typu ,, advance-fee frau“ (podvody
s poplatkom vopred) v Nigérii, kde Utocnici zneuzivaju ekonomicku nestabilitu a manipuluju
zranitelné skupiny, ako su Studenti, nezamestnani mladi [udia a dalSie marginalizované vrstvy
spoloc¢nosti. Tieto podvody funguju na principe vylakania poplatkov vopred za sluzby alebo
vyhody, ktoré nikdy nie su poskytnuté (Mba, et al., 2017, s. 1301-1307).

Podla vyskumu sa tieto podvody postupne vyvinuli od klasickych podvodnych listov
a telefondtov az po sofistikované online schémy, vyuZivajlice socidlne siete, diskusné fora
a anonymné internetové platformy na oslovovanie obeti. Specifickym znakom tychto
podvodov je ich prispésobenie sa miestnemu socidlno-ekonomickému prostrediu, pricom
utocnici vyuZivaju vysoku nezamestnanost a nedostatok prileZitosti ako nastroj manipulacie
(Mba a kol., 2017, s. 1308)

Ludia prirodzene doéveruju inym ludom, technoldgidm, zariadeniam a inStitdcidam,
pretoZe veria v ich zodpovednost, spolahlivost, dobré umysly ¢i osvedéené fungovanie. Tato
dovera je spravidla vysledkom skusenosti, spolo¢enskych noriem a osobnych presveddeni.
Zvycajne to plati az dovtedy, kym sa nestanu obetami podvodu, zneuZitia alebo manipulacie
(lvanéik, 2022). Utocnici vedia, Ze fudia maju tendenciu pomahat, déverovat a vyhybat sa
konfliktom, a prave tieto faktory vyuZivaju. Jednoduché techniky mézu obist aj robustné
bezpecnostné systémy, ak Utocnik presvedc¢i osobu, aby sama vykonala kompromitujicu
akciu.

Jednou z najnovsich foriem socidlneho inZinierstva su ,semantic attacks” — Utoky
neltociace priamo na technoldgiu, ale manipulujice vizualne a obsahové prvky systémov
s cielom oklamat pouzivatelov. Prikladom je webstranka, ktora vyzera uUplne legitimne, ale
v skutocnosti ide o podvodnu kdépiu, zhromazdujicu prihlasovacie udaje.

Kli¢ovym aspektom je ludska zranitelnost. Gyorffy et al. upozornuju, Ze aj napriek
technickym auditom a Skoleniam hlavnym slabym ¢ldnkom zostdva nedostatoéné povedomie
pouzivatelov. Napriklad madarska studia ukazala, ze 70 % zamestnancov podcenuje rizika
phishingovych atokov, pricom len po simulaénych cvieniach (napr. fake phishingové
e-maily) sa ich nachylnost zniZila 0 20 % (Gyorffy, et al., 2017, s. 412).

Socidlne inZinierstvo ma najvacsi dopad na zranitelné skupiny obyvatelstva, ktoré maiju
obmedzeny pristup k digitdlnemu vzdelaniu a skdsenostiam s kybernetickymi hrozbami.
Seniori su ¢astym teréom kybernetickych podvodnikov, ¢o potvrdzuju viaceré oficidlne zdroje.
Senatny vybor pre starSich ob¢anov USA vo svojich zisteniach identifikoval dominantné typy
podvodov, ktoré sa zameriavaju na dbévercivost a slabsiu digitdlnu gramotnost starsej
populdcie (U.S. Senate, 2016).

Podvodnici v podstate neustale prispdsobuju svoje podvodné taktiky novym trendom
azmenam v legislative. V poslednych rokoch sa ¢oraz ¢astejsie objavovali podvody vydavajuce
sa za pracovnikov Socialnej poistovne, ktori seniorov zastrasovali Gdajnymi problémami s ich
dochodkom alebo socidlnymi davkami (U.S. Senate, 2016). Dal$im rasttcim trendom sa stali
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»romantické podvody*“, ktoré v roku 2020 sp06sobili straty vo vyske 84 miliénov USD (Federal
Trade Commission, 2020). Pri tychto podvodoch utocnici vyuZivaju osamelost seniorov,
nadvazuju s nimi faloSné romantické vztahy a nasledne ich Ziadali o finanénud pomoc pod
réznymi zamienkami.

Tieto pripady poukazuju na neustaly vyvoj kybernetickych hrozieb a zdo6raziuju
potrebu nepretrzitého vzdeldvania a zvySovania povedomia seniorov, aby sa dokazali
efektivne chranit pred podvodmi v digitdlnom prostredi.

2.1 Klasifikacia a rozbor kybernetickych utokov

V pripade Uspesného utoku v kybernetickom priestore méze byt naruseny riadny chod
Ci uz verejnych alebo sikromnych, resp. civilnych alebo vojenskych zariadeni s rozsiahlymi
nasledkami (Jurcak a kol., 2023). Nasledky takychto Utokov mozu spocivat napriklad v naruseni
zasobovania Sirokého spektra zakaznikov, odberatelov, preruseni dodavok energii, vypadkoch
vyroby v tovdrfiach av réznych nevyrobnych prevadzkach, taktiez v riadeni premavky na
letiskach, Zelezniciach, pozemnych komunikaciach, naruSeni fungovania bank, nemocnic,
Uradov a pod. MoézZe tak dochadzat k finanénym, materidlnym ¢i ¢asovym stratam alebo
v horsich pripadoch k ujmdm na zdravi alebo dokonca k stratdm na Zivotoch (lvancik, 2021).

Pre oznacdenie pachatela takychto utokov sa obycajne pouziva anglicky termin
,hacker”, ktory vznikol v patdesiatych rokoch 20. storocia v komunite radioamatérov. Podla
Jirovského, pojem hacker charakterizoval Sikovného a technicky nadaného jedinca schopného
hladat nové spojenia a metddy na zlepsenie vykonu a dosahu svojho vysielaca. Pociatkom 70.
rokov 20. storocia termin zdomacnel v dneSnom slova zmysle, ked technologicki nadSenci
zacali zneuzivat nedostatoc¢né zabezpecenie telefénnej siete ku nespoplatnenym dialkovym
hovorom (Jirovsky, 2007, s. 47).

Kyberneticka kriminalita vo vSeobecnosti ma rézny pévod a pric¢inu. Struéne mozno
poznamenat, Ze rozliSujeme jednoduché Gtoky hackerov na malo zabezpecené subjekty
(domacnosti a jednotlivci) a rafinované, ovela zlozitejSie utoky, ktoré cielene prelomia aj
pokrocilé zabezpecenie vacsich, sukromnych alebo verejnych institucii. KedZe sa kybernetické
zloCiny objavili vo viacerych podobach, v sucasnosti mozno zjednodusene identifikovat
nasledujuice druhy kybernetickej kriminality:

a) drobnihackeri—ich cielom je ziskat prospech predajom ukradnutych dat alebo dusevného
vlastnictva. Ide o najbeznejsiu formu kybernetickej kriminality;

b) tzv. ,hacktivisti“ — hackeri, ktori Utocia na oficidlne konta institucii s cieflom poukazat na
ich slabu ochranu; charakterizuje ich vyrazne mensia nebezpecnost ako v pripade nizsie
uvedenych druhov. Do tejto kategdrie spadaju aj aktivisti vyuZivajuci kybernetické
prostriedky na dosiahnutie ideologickych, politickych, ndboZenskych alebo
nacionalistickych cielov (Schmitt, 2017, s. 565).

c) organizovanad kybernetickd kriminalita — charakterizuje ju vysokd pokrocilost
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a rafinované taktiky na prelomenie zabezpedenych sieti. Cielom je obycajne ziskat
majetkovy prospech znac¢ného rozsahu;

d) kyberneticky terorizmus — tato forma terorizmu sa radi medzi konvenéné formy
neletdlneho terorizmu (Jirovsky, 2007, s. 129). Utoky sU zamerané proti poéitacom,
pocitacovym sietam a informaciam v nich uloZenych s cielom zastrasit alebo donutit viadu
alebo obyvatelstvo ku podpore socidlnych alebo politickych cielov teroristickej skupiny
(Janousek, 2007, s. 60). Faktom zostava, ze kyberneticky terorizmus je iba podmnoZinou
terorizmu s rovnakymi trestnopravnymi nasledkami.

Za utokmi v kybernetickom prostredi stoja ¢astokrat aj samotné staty sledujuc svoje
geopolitické zaujmy ako tomu bolo napr. v pripade gruzinsko-ruského konfliktu v roku 2008,
kedy bola ruskymi hackermi napadnutd délezita sietova infrastruktira Gruzinska (Tikk, a kol.,
2010).

Taktiez samotné zbrojné systémy suU vsucasnosti zavislé na informacno-
komunikacnych technoldgiach, ¢o obsahuje velké riziko zneuzZitia v pripade nedostatocnej
ochrany proti potenciondlnym kybernetickym utokom. Vzhladom na narastajlce kybernetické
hrozby vlady po celom svete vyrazne zvysuju svoje rozpocCty na kyberneticki bezpecnost. V
USA pre fiskalny rok 2025 Ministerstvo obrany Ziada 14,5 miliard dolarov na kybernetické
aktivity, ¢o predstavuje narast o 1 miliardu oproti predchadzajicemu roku. Okrem toho dalsie
civilné americké agentury maju rozpocet 13 milidard dolarov na kyberneticki bezpecnost,
pricom Agentura pre kybernetickl bezpeénost a infrastruktirnu bezpecnost (CISA) ma
pridelené 3 miliardy dolarov (Doubleday, 2024).

Eurdpska Unia sa rozhodla reagovat na skodlivé kybernetické ¢innosti aj legislativnou
cestou scielom posilnit svoje sposobilosti na boj proti nim. Rozhodnutim rady (SZBP)
2019/797 umoinila prijimat cielené restriktivne opatrenia sledujic zdmer odstrasit a odradit
potencialnych atocnikov, zaroven vsak ponechdvajuc kazdému ¢&lenskému Statu ,moZnost
prijat vlastné rozhodnutie o priznani zodpovednosti za kybernetické toky tretiemu Statu” (EU,
2019, ¢l. 1, ods. 9). Medzi tieto kybernetické Utoky patria aj utoky so zavaznym vplyvom na
krajiny mimo EU alebo na medzinarodné organizacie, ak sa kroky povazuju za potrebné na
dosiahnutie cielov spolo¢nej zahrani¢nej a bezpe¢nostnej politiky EU v sulade s ¢l. 21 ZEU (EU,
2019, &l. 1, ods. 6).

Kybernetické Utoky, ktoré patria pod dikciu nového sankéného rezimu, zahfiaju dtoky
na informacné systémy patriace do:

a) kritickej infrastruktury nevyhnutnej pre zakladné funkcie spoloc¢nosti alebo zdravia,
ochrany, bezpecnosti a kvality Zivota obyvatelov z ekonomického alebo socidlneho
hladiska,

b) sluzieb nevyhnutnych na zachovanie zédkladnych spolo¢enskych a hospodarskych cinnosti,
najma v oblasti energetiky, dopravy, bankovnictva, financii, zdravotnictva, pitnej vody,
digitalnej infrastruktury,

c) kritickych funkcii Statu, najma v oblasti obrany, riadenia a fungovania institucii, volieb do
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verejnych funkcii, hospodarskej a obcianskej infrastruktury, vnutornej bezpeclnosti
a zahranic¢nych vztahov vratane diplomatickych misii,

d) uchovavania utajovanych skutocnosti alebo manipulovania s nimi alebo

e) timov reakcie na nidzové situacie, ktoré su sucastou verejnej spravy.

Kybernetické uUtoky realizované Statmi su velkou vyzvou aj pre medzindrodné pravo
verejné, nakolko neexistuju pevné vykladové pravidld noriem pochadzajucich ¢astokrat este
z minulého storocia.

V literatdre sa ¢asto skloriuju aj dalSie slovné spojenia oznacujluce neziaduce Cinnosti
aktérov v kybernetickom priestore ako napriklad kybernetické metddy (alternativne
»prostriedky”) vedenia vojny alebo kybernetické operacie. Z pohladu medzindrodného prava
ozbrojeného konfliktu je vSak diferencidcia zbyto¢nd, nakolko kazdd forma vedenia vojny
spada pod jeho principy (Medzinarodny sidny dvor, 1996).

vvvvv

akukolvek aktivitu v kybernetickom priestore, ktord sa zameriava na dosiahnutie cielov
v ramci kybernetického priestoru alebo prostrednictvom neho (Dinstein, 2020, s. 19).

Z pohladu prava ozbrojeného konfliktu je vypatranie pévodcu pocitatového virusu
esencidlnou zaleZitostou, nakolko jeho normam podliehaju iba subjekty konajice v mene
Statu a nie jednotlivcov, Ci skupin. Skupina uznavanych pravnych odbornikov sa vSak zhoduje
na skutoc¢nosti, Ze kybernetické operacie maju potencial nadobudnut atribut medzinarodného
ozbrojeného konfliktu so vSetkymi medzindrodnopravnymi dosledkami (ICRC, 2016, s. 997-
998).

2.2 Kybernetické utoky , Petya” a, NotPetya“

Rada Eurdpskej Unie prijala 24. juna 2024 rozhodnutie (SZBP) 2024/1779, ktorym sa
meni rozhodnutie (SZBP) 2019/797 o restriktivnych opatreniach proti kybernetickym Gtokom
ohrozujucim Uniu alebo jej ¢lenské $taty. Toto rozhodnutie rozsiruje zoznam oséb
podliehajucich restriktivnym opatreniam o Sest jednotlivcov zodpovednych za vyznamné
kybernetické Utoky predstavujuce externt hrozbu pre Uniu alebo jej ¢lenské staty. Medzi
tymito osobami su c¢lenovia skupin ako ,Callisto”“ a ,Armageddon”, ktoré su spajané
s ruskymi vojenskymi a spravodajskymi sluzbami a sU zodpovedné za sofistikované
phishingové kampane a utoky na kriticku infrastrukturu. Rozhodnutie zdo6raznuje rastucu
hrozbu kybernetickych Utokov, najma v suvislosti s nevyprovokovanou agresiou Ruska vo i
Ukrajine, a potrebu koordinovanej reakcie Unie na tieto hrozby.

Prijaté opatrenia nadvdzuju na predchddzajice sankcie, ktoré Rada EU zaviedla
uz v polovici roka 2020 na zaklade rozhodnutia 2019/797. Vtedy po prvykrat uloZila
reStriktivne opatrenia voci Siestim fyzickym osobam a trom pravnickym subjektom, ktoré sa
podielali na zavaznych kybernetickych utokoch. Medzi nich patrili pokus o kyberneticky utok
na Organizaciu pre zakaz chemickych zbrani (OPCW) a utoky verejnosti zname pod nazvami
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,WannaCry“, ,,NotPetya“ ¢i , Operation Cloud Hopper“. V rdmci tychto sankcii EU uloZila zdkaz
cestovania do krajin Unie, obmedzenie obchodnych aktivit a zmrazenie finanénych aktiv
utocnikov.

Tieto opatrenia su stcastou Sirsej stratégie EU na posilnenie kybernetickej bezpe&nosti
a odstrasenie aktérov, ktori vykonavaju destruktivne kybernetické operacie proti jej
inStiticiam a ¢lenskym Statom.

Z pohladu medzinarodného prava najzaujimavejsim postihnutym subjektom je Hlavné
stredisko pre Specidlne technoldgie hlavného riaditelstva generdlneho Stabu ozbrojenych sil
Ruskej federacie (dalej ako , GTsST“). Podla Rozhodnutia Rady bolo GTsST zodpovedné za
kybernetické Gtoky s vyznamnym dopadom na EU a tretie $taty pochadzajlcim z krajiny mimo
Uzemia Unie, vratane kybernetickych malvérovych uUtokov zndmych pod menom
,EternalPetya” alebo ,NotPetya” uskutocnenych vijuli roku 2017, ako aj skorsich
kybernetickych utokov namierenych voci ukrajinskej elektrickej rozvodnovej siete v rokoch
2015 a 2016. GTsST sa podla Rady EU aktivne podielalo na vy$Sie spomenutych
kybernetickych ¢innostiach a méze byt napojené na Gtoénikov (EU, 2020.

P6vodna iteracia ransomvéru ,Petya” bola identifikovana v marci 2016 a Sirila sa
prostrednictvom emailovej komunikacie obsahujicej dve prilohy, ktoré predstierali, Ze ide o
dokumenty spojené so Ziadostou o zamestnanie. Jednalo sa o sofistikovani kombinaciu
socidlneho inZinierstva a malvéru, pricom jedna z priloh bola neSkodne vyzerajuci obrazovy
subor a druha prezentovana ako Zivotopis vo formate PDF, v skutocnosti obsahovala
spustitelny kéd. Po jeho aktivacii sa vykonal neautorizovany restart zariadenia a ransomvér
nahradil pévodny bootloader Windows vlastnou verziou, ¢o viedlo k strate pristupu k disku.?
Na rozdiel od tradi¢nych ransomvérovych modelov, Petya nezasifroval jednotlivé subory, ale
efektivne zablokoval cely disk, ¢im eliminoval mozZnost obidenia malvéru jednoduchou
obnovou dat. Ransomvér Petya vyZadoval od uZivatelov zaplatenie vykupného v kryptomene
Bitcoin, s priemernymi pozadovanymi sumami v rozmedzi niekolko stoviek az tisicok dolarov
(Pacquet — Clouston, 2019).

O par mesiacov neskor, vjuni 2017 sa kybernetickym priestorom zacala Sirit nova
verzia malvéru, ktora infikovala pocitacové siete primdarne na Ukrajine, ale zasiahla aj dalsie
eurdpske krajiny. Novy variant nepotreboval Ziadnu stucéinnost pouZzivatela, Siril sa samostatne
a pachal ovela vacsie Skody. Znama technologicka firma Kaspersky Lab po jeho preskdmani
potvrdila, Ze sa nejedna o predchadzajlcu verziu ransomvér Petya a pomenovala ho priznacne
,NotPetya“ (Kaspersky, 2017).

,Wiper utoky” a ransomvér maju na prvy pohlad podobny priebeh — oba typy malvéru
napadnu systém, zasifruju alebo zmenia data a ¢asto zobrazia vyzvu na zaplatenie vykupného.
Kluc¢ovy rozdiel vsak spociva v zamere Utocnikov. Pri ransomvérovom utoku je hlavnym cielom
financ¢ny zisk — Utocnici ponukaju moZnost obnovy dat po zaplateni vykupného, hoci to nie

! petya napada iba operaéné systémy typu Windows — pozn. autora
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vidy garantuju. Naopak, wiper utoky su Cisto deStruktivne, pricom ich ucelom nie je
vydieranie, ale nenavratné posSkodenie dat. Prave tento princip sa naplno prejavil pri dtoku
NotPetya, kde sa pévodny zdmer ransomvéru Petya — ziskat od napadnutého pouZivatela
peniaze — zmenil na zdmer Uplne znicit data bez moZnosti obnovy. Radikalny narast efektivity
oproti pévodnej verzii mohol byt uskutocneny vdaka modifikacii kodu a zapojeniu statnych
kybernetickych agentur disponujucich takmer neobmedzenymi kapacitami. Tento rozdiel robi
wiper malvér ovela nebezpecnejsim, pretoZze namiesto motivacie zisku ¢asto sleduje politické,
vojenské alebo sabotdzne ciele. Zatial ¢co ransomvérové utoky mozu byt pre firmy obrovskym
finanénym problémom, wiper Gtoky predstavuju existenénu hrozbu, ktord méze ochromit celé
organizdcie, vladne institucie alebo kriticku infrastruktiru (NCCIC, 2017).

NotPetya mad architektiru kombinujucu starSi proces zroku 2011 zndmy ako
»Mimikatz“, ktory dovoloval Utocnikom ziskavat hesld pouzivatelov systému z operacnej
pamate zariadenia a penetraény nastroj ,EternalBlue” umozZiujuci vyuZit slabé miesto
v protokoloch Windows pre spustenie Skodlivého kédu na kazdom nezapldtanom systéme.
Spojenim tychto dvoch pristupov mali hackeri moZznost ukradnut hesla z nezabezpeceného
systému a nasledne vniknat do dalsich uZ aj zaplatanych systémov (Greenberg., 2018).

Na Ukrajine spo6sobil NotPetya Skody v celondarodnom meradle. Zasiahnutych bolo
viacero nemocnic, Sest energetickych spolocnosti, dve letiska, viac nez 22 bank a prakticky
kazda verejna institucia.

Jedinou ochranou pred malvérom bolo vtom ¢ase odpojenie vSetkych pocitacov zo
siete. Spomedzi prvych zareagovalo ukrajinské ministerstvo zdravotnictva, ktoré odpojilo
vSetky linky slUZiace na internetové pripojenie. Nasledkom toho bolo sice zachovanie integrity
dat, na druhej strane paralyza viacerych procesov od mzdového Uctovnictva po databazu
darcov a prijimatelov orgdnov (Greenberg, 2019, s. 185-186).

ESte vacSmi sa nasledky prejavili na IT systémoch ukrajinskej posty, ktoré okrem
klasickych sluzieb akou je posielanie listov, zabezpecuju prevody penazi, penzijné platby pre
viac nez 4,5 milidna dochodcov ako aj dispeding tisicok postovych aut (Ibid.).

Okrem Ukrajiny sa nasledky malvéru prejavili paralyzou viacerych firiem a v sumare
miliardovymi $Skodami. Farmaceuticka spolo¢nost Merck odhadla svoje financéné straty na 1,4
miliardy dolarov, pricom nasledne podala poistné naroky, ktoré poistovatelia odmietli uhradit
s odvolanim sa na vynimky tykajlce sa vojnovych aktov.

Po dlhoro¢nom sudnom spore vSak odvolaci sud v New Jersey rozhodol v prospech
Mercku, ¢im potvrdil, Ze vynimky z poistenia vojny sa na tento pripad nevztahuju. Tesne pred
pojednavanim na Najvy$som sude v New Jersey v roku 2024 spolo¢nost dosiahla mimostidne
vyrovnanie s poistovatelmi (Jones, 2024).

Podobne bola zasiahnuta aj logisticka spolo¢nost Maersk, ktorad odhadla svoje finanéné
straty na 300 miliénov dolarov (Wienberg, 2017), logisticka spolo¢nost TNT Express, ktora je
dcérskou spolocnostou FedEx zasa 400 miliénov dolarov (FedEx, 2019). Celkovy dopad
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NotPetya bol vycisleny na 10 milidrd dolarov, ¢im sa radi medzi najniCivejSie kybernetické
utoky v historii (Geller, 2020).

3 NASTROJE V BOJI PROTI KYBERNETICKYM HROZBAM

V sucasnosti sa kyberneticka bezpecnost stava nevyhnutnou sucastou ochrany
kritickych infrastruktir a ekonomickych systémov. S rasticim poctom sofistikovanych
kybernetickych utokov sa vlady a organizacie po celom svete snazia zaviest ucinné opatrenia
na zvySenie odolnosti voci hrozbdam. Jednym z hlavnych nastrojov v tejto oblasti su pokrocilé
bezpecnostné technolégie vyuZivajuce umell inteligenciu, ktoré umoZniiuju presnejsie
predikovat a detegovat potencialne Utoky, a zaroven legislativne ramce zaistujluce efektivnu
koordinaciu kybernetickej obrany na medzinarodnej Urovni.

V oblasti technologickych inovacii predstavuju vyznamny posun rieSenia ako Cloud
Next-Generation Firewall (NGFW) pre Azure od spolo¢nosti Palo Alto Networks a Microsoft,
ktory vyuziva Al a strojové ucenie na detekciu a prevenciu zero-day hrozieb. Tento systém
dokaze blokovat takmer 5 miliard bezpecnostnych udalosti denne, ¢im zvysuje robustnost
ochrany pred kybernetickymi utokmi. Okrem toho pokrocilé funkcie, ako je Advanced Threat
Prevention, vyuZivaju Al na prediktivne blokovanie utokov typu Command-and-Control (C2),
pricom dosahuju viac ako 97 % Uspesnost pri eliminacii tychto hrozieb (Palo Alto Networks,
2023).

Spolocnost Microsoft na svojom podujati Microsoft Ignite 2024 predstavila dalsie
inovativne rieSenia, ako je Microsoft Security Copilot, ktory vyuziva generativhu umelu
inteligenciu na podporu bezpeénostnych a IT timov pri kazdodennych operaciach. Tento
nastroj umoznuje rychlejsie identifikovat hrozby, reagovat na ne a zniZovat ¢as na rieSenie
incidentov az o 30 %. Novy systém Microsoft Security Exposure Management poskytuje
organizaciam rieSenie na nepretrzitu analyzu rizik a ich efektivne zmierfiovanie, ¢im posilduje
celkovu kybernetickd odolnost (Microsoft, 2024).

Avsak samotné technologické inovacie nie su postacujuce na komplexné zvladnutie
rastucich kybernetickych hrozieb. Z tohto dévodu sa na regulacnej Urovni zavadzaju pravne
ramce, ktoré umoznuju efektivnejSiu koordinaciu a prevenciu kybernetickych utokov. V roku
2024 bol v Eurdpskej unii zavedeny Cyber Solidarity Act, ktory predstavuje mechanizmus
solidarity medzi ¢lenskymi Statmi pri rieSeni kybernetickych incidentov. Délezitym prvkom
tejto iniciativy je Eurdpsky systém kybernetickych varovani, ktory zdruZuje narodné
a cezhrani¢né Cyber Hubs na rychlu vymenu informacii o hrozbach a ich efektivhu detekciu
v redlnom &ase. Okrem toho Kybernetickd rezerva EU zdruZuje déveryhodnych poskytovatelov
bezpecnostnych sluzieb pripravenych zasiahnut v pripade rozsiahlych kybernetickych utokov,
pricom clenské staty mozu Cerpat aj technickd a finanénl podporu na riesenie krizovych
situacii (Europska komisia, 2024).
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Podobny pristup je viditelny aj v Spojenych Statoch, kde bol prijaty Cyber Incident
Reporting for Critical Infrastructure Act (CIRCIA), ktory zavadza povinnost nahlasovat
kybernetické incidenty do 72 hodin a ransomvér utoky do 24 hodin agenture CISA. Tento
systém umoznuje rychlejSie zdielanie informdacii medzi sukromnym a verejnym sektorom, ¢im
sa posiliuje celkova obranyschopnost krajiny. NavySe, v ramci posilnenia boja proti
ransomvérovym Utokom bola vytvorena Joint Ransomware Task Force, ktorej ulohou je
identifikdcia a neutralizacia ransomvérovych skupin. Dal$im opatrenim je Ransomware
Vulnerability Warning Pilot, ktory umozZnuje CISA identifikovat zranitelné systémy
a upozornit ich prevadzkovatelov na mozné rizika (Public Law 117-103, 2022).

Tieto opatrenia, ¢i uz na urovni technologickych inovacii alebo regula¢nych rdmcov
v EU a USA, ukazuju, 7e boj proti kybernetickym hrozbam je dnes neoddelitelnou stcastou
globalnej bezpecnostnej stratégie. Kombinacia modernych technoldgii, regulacii
a medzinarodnej spoluprace vedie k budovaniu efektivneho obranného ekosystému, ktory
nielenZe reaguje na aktualne hrozby, ale zdroven umozZnuje ich predchadzanie
a minimalizdaciu potencidlnych skod.

ZAVER

Socialne systémy predstavuju komplexnu siet vzajomne prepojenych struktur, ktorych
dynamika determinuje stabilitu a funkcénost spolocnosti. Ich zloZitost spociva
v interakciach medzi jednotlivymi aktérmi, regulativnymi mechanizmami a technologickou
infrastruktirou, ¢im vznikd adaptivny, no zaroven zranitelny ekosystém. Kazidd socialna
skupina totiz nielenze plni Specifické ulohy, ale zaroven moduluje charakter SirSich
spolocenskych procesov a ich dlhodobu udrzatelnost.

V kontexte sociotechnickych systémov sa ukazuje, Ze kyberneticki bezpecnost
nemozno redukovat len na technické aspekty. Hoci digitdlne bezpecnostné mechanizmy
predstavuju dolezity prvok ochrany, rovnako kl'icové su aj behaviordlne a organizacné faktory,
ktoré ovplyviiuju efektivitu implementovanych stratégii. Praca demonstrovala, Ze sociadlne
inZinierstvo predstavuje paradigmaticki vyzvu v oblasti kybernetickej bezpecnosti, pretoze
utocnici €oraz sofistikovanejsie vyuzivaju psychologické a socidlne faktory na obchadzanie
tradi¢nych bezpecnostnych opatreni.

Potvrdzuje sa, Ze kybernetické hrozby presahuju individualnu rovinu a predstavuju
kriticky faktor v geopolitickych, bezpecnostnych a ekonomickych interakciach. Spektrum
kybernetickych utokov, od phishingovych kampani po Statom podporované kybernetické
operacie, poukazuje na nutnost multidisciplinarneho pristupu, ktory spaja bezpecnostné,
technologické, pravne, etické a strategické dimenzie kybernetickej bezpecénosti.

Efektivne a ucinné rieSenia musia nevyhnutne zahfiat integraciu technologickych
inovacii s regularnymi bezpecnostnymi, legislativnymi a dalSimi opatreniami a vzdeldvacimi
iniciativami. Optimalny model kybernetickej odolnosti by mal zahfiat kontinudlne
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aktérov. Takyto model by zabezpelil nielen prevenciu, ale aj mitigaciu ndsledkov
kybernetickych incidentov.

Zaverom mozno konstatovat, Ze vzdjomnd previazanost socidlnych systémov
a kybernetickej bezpecnosti vyZaduje holisticky a systémovy pristup. UdrZanie stability
digitdlne prepojenych spolo¢nosti predpokladd synergické prepojenie technologickej
infrastruktury, socidlno-organizaénych stratégii a bezpecnostnych a legislativnych ramcov. Len
tak mozno efektivne a ucinne Celit eskalujicim kybernetickym hrozbam a zabezpedit dlhodobu
ochranu spoloc¢nosti.
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Bezpeénostna situacia v Eurdpe sa po roku 2022 zdsadne zmenila. Ozbrojeny konflikt

na Ukrajine, narusenie globalnych dodévatelskych retazcov, energeticka neistota a rasttca

potreba kolektivnej obrany priniesli nové vyzvy, ktoré sa priamo dotykaju aj Slovenskej

republiky. Obranny priemysel dlhodobo povaZovany za Specifické, no stabilné odvetvie

hospodarstva sa stal opat jednym z pilierov narodnej bezpecnosti, ekonomickej stability

a technologickej suverenity. Existencia domaceho obranného priemyslu je vo vSeobecnosti

povaZzovanad za znak technicko-ekonomickej vyspelosti Statu a jeho urcitej suverenity a aj

preto si vyzaduje adekvatnu pozornost zo strany statu.
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Obranny priemysel patri medzi strategické piliere hospodarstva Slovenskej republiky.
Jeho vyznam presahuje ramec samotnej produkcie zbrani ¢i vojenskej techniky a zasahuje do
oblasti technologickej suverenity, zamestnanosti, regiondlneho rozvoja a inovacného
potencidlu. Slovensky obranny priemysel disponuje dlhodobou tradiciou, slusnou Urovrou
technického know-how a dlhoroénymi vazbami na partnerské priemyselné subjekty
predovéetkym v CR, ale i v EU i mimo nej. Ekonomické prinosy obranného priemyslu SR sa
prejavuju v multiplikaénych efektoch, poénuc podporov regiondlneho rozvoja az po prenos
Specifickych technologickych rieSeni a unikatnych vyrobnych postupov do civilnych odvetuvi.
Odvetvie vytvara kvalifikované pracovné miesta, prispieva k rozvoju vyskumnych institdcii,
podporuje export a posilfiuje technologicku zakladru krajiny.

Ak $tat disponuje silnym domadcim obrannym priemyslom dokdze rychlo a ucinne
reagovat v Case kriz. Strategickd rezerva vyrobnych kapacit mbéze byt v pripade potreby
rychlo aktivovana na podporu Ozbrojenych sil SR, obrany s$tatu, ¢i partnerskych krajin
Aliancie. Aj napriek tomuto jasne definovanému vyznamu ndrodného obranného priemyslu
neexistuje doteraz v podmienkach SR uceleny strategicky dokument, ktory by komplexne
zhodnotil jeho aktudlny stav, kapacity, exportny a inovacny potencidl, ale aj stanovil
dlhodobu stratégiu vyroby zameranej na plnenie priorit obrany S$tatu, ale ismery jeho
dalSieho rozvoja.

Ciefom tohto prispevku je analyzovat kluCové determinanty sucasného stavu
a buduceho rozvoja slovenského obranného priemyslu so zameranim na jeho kapacity, rizika,
funkciu domaceho trhu a moznosti strategického smerovania. Sucastou ciela je aj vytvorit
odborné vychodisko pre SirSiu odbornu a politicki diskusiu o potrebe prijatia ucelenych
Statnych rozhodnuti na podporu domaceho obranného priemyslu ako dolezitého prvku
narodnej bezpecénosti a hospodarske;j stability.

Vzhladom na charakter skimanej problematiky bol prispevok spracovany ako
koncepéna analyticka Studia vyuZivajuca kombinovany metodologicky pristup zaloZeny na
systematickej analyze dostupnych udajov, strategickych dokumentov, priemyselnych sprav,
legislativnych rdmcov NATO a EU, ako aj odbornych ekonomickych a bezpeénostnych $tudii.
Pouzité metddy umoznili komplexné posudenie ekonomickych, bezpecnostnych
a priemyselnych determinant vyvoja slovenského obranného priemyslu a umoznili
identifikovat klucové faktory sic¢asného stavu a urcujice trendy dalSieho vyvoja. Vysledkom
tohto metodologického postupu je multidimenzionalny analyticky ramec, ktory umoznuje
posudit slovensky obranny priemysel v kontexte eurdpskej bezpeénostnej dynamiky,
identifikovat jeho systémové limity a formulovat realistické scenare a odporucania pre
tvorcov politik.
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1 VYVOJ NOVODOBEHO SLOVENSKEHO OBRANNEHO PRIEMYSLU

Zaciatok existencie samostatnej SR v roku 1993 bol aj zaciatkom procesu konsolidacie
a hladania novej identity slovenského obranného priemyslu. Prvé roky boli poznacené
dramatickym poklesom domdceho dopytu, privatizaciou tradiénych podnikov a hladanim
novych exportnych trhov. Postupne sa vSak vyprofilovala skupina vyrobcov schopnych udrzat
technologicku kontinuitu najma v oblasti municie, ru¢nych zbrani, modernizacie techniky
a $pecialnej strojarskej vyroby (Stefansky, 2015).

Vstup Slovenska do Severoatlantickej aliancie (NATO) v roku 2004 znamenal aj nutny
obrat v orientacii priemyslu smerom k interoperabilite, certifikdcii a zapdjaniu do
medzinarodnych projektov (Szabo, Koblen, 2007). Clenstvo v NATO zérover vytvorilo tlak na
prechod na alian¢né standardy, zvysenie kvality riadenia, zavadzanie systémov kvality podla
zavaznych Standardov kvality NATO - Allied Quality Assurance Publications (AQAP)
a budovanie partnerskych vazieb s vyrobcami z alianénych krajin.

Po roku 2015 zacal sektor profitovat aj z rasticej medzinarodnej bezpecnostnej
neistoty, rozvoja eurdpskych obrannych iniciativ a zvysSujuceho sa dopytu po municii,
zbranovych systémoch a modernizaénych programoch ozbrojenych sil. Slovenské podniky tak
postupne obnovili exportné kapacity a etablovali sa ako spolahlivi dodavatelia na trhoch EU,
NATO, Balkanu a vybranych regiénoch mimo Eurépy (Szabo et all,2025).

Sektor obranného priemyslu zaziva od roku 2020 moZno najburlivejSie obdobie od
vzniku Slovenskej republiky. Dopady pandémie, nutnost realizacie modernizacnych projektov
v ozbrojenych silach, ale najma vojensky konflikt na Ukrajine postavili toto déleZite odvetvie
hospodarstva pred nové historické vyzvy. Zhorsend bezpecnostna situacia v Eurdpe otvorila
slovenskému obrannému priemyslu cestu k tomu, aby sa stal integralnou sucastou SirSieho
eurépskeho obranného ekosystému.

Tento zdsadny geopoliticky zlom podnietil ¢lenské Staty Eurdpskej unie a NATO
k prehodnocovaniu svojich obrannych politik, investicnych priorit a vyrobno-logistickych
kapacit. Tieto kroky $tatov EU zaroveri definovali aj novu orientaciu pre slovenské
spolocnosti vyrabajuce produkty pre obranny priemysel. Spolo¢nosti dovtedy pésobiace
prevazne v narodnom alebo regionalnom kontexte sa postupne zacali zapajat do spolo¢nych
eurépskych projektov zameranych na zvysenie interoperability, Standardizadcie a spolocné
obstaravanie zbrani a technolégii (European Commission, 2023). V ramci tohto nového
ramca sa SR zapojila do iniciativ ako European Defence Fund (EDF), Permanent Structured
Cooperation (PESCO) a Act in Support of Ammunition Production (ASAP), ktoré podporuju
vyskum, vyvoj a sériovl vyrobu obrannych systémov v ramci jednotného eurdpskeho trhu
(Szabo et all, 2025). V rdmci napr. Eurdpskeho obranného fondu - EDF, ktory od roku 2021
vyhlasil celkovo 85 vyziev, sa slovenské podniky a vyskumné organizacie zapojili do viacerych
medzinarodnych konzorcii v oblastiach delostreleckej a inteligentnej municie, senzoriky,
kybernetickej bezpecnosti, bezpilotnych systémov ¢i modernizacie pozemnych platforiem.
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Mimoriadne dbélezitym ndstrojom sa stal aj program na podporu vyroby municie - ASAP,
v ktorom bolo v rokoch 2023-2024 podporenych 31 projektov zameranych na rozSirovanie
vyrobnych kapacit municie a kritickych komponentov. Slovenské podniky participuju najma
v segmentoch vyroby delostreleckej municie, prachov a hnacich naplni, pricom kapacity
Slovenska patria medzi dolezité prvky eurdpskej snahy o obnovu doddvatelskych retazcov
municie. Najnovsi ramec SAFE, ktory integruje podporu vyroby, inovacie a posiliovanie
odolnosti dodavatelskych retazcov, otvara dalsi priestor pre slovenské podniky a univerzity,
predovsetkym v oblasti municie, pozemnych systémov, optiky a materidlového inzZinierstva.
Ciefom tychto programov je nielen posilnit kapacity Clenskych Statov na zabezpecenie
vlastnej obrany, ale aj vytvorit odolny a konkurencieschopny eurdpsky obranny priemysel,
schopny reagovat na dlhodobé potreby spojencov a partnerov.

Slovenské subjekty zdruzené najma pod Zdruzenim bezpecnostného a obranného
priemyslu SR (ZBOP SR) sa aktivne zapdjaju do tychto procesov aj prostrednictvom
priemyselnych partnerstiev, technologickych klastrov a medzindrodnych konzorcii. Uéast
slovenskych subjektov v projektoch, ako napriklad FAMOUS II, MARSEUS ¢i CYBERA4DE,
potvrdzuje ich technologicku spbsobilost a schopnost vstupovat do eurépskych hodnotovych
retazcov, hoci ich Uloha ostdva prevaine v pozicii Specializovanych partnerov
a subdodavatelov. Tieto vazby, ale umozniuju slovenskym vyrobcom nielen diverzifikovat
exportné trhy, ale aj prenasat inovacné know-how, ziskavat pristup k eurépskym grantovym
schémam a spolupracovat na projektoch zameranych na moderné obranné technoldgie,
od bezpilotnych systémov a kybernetickej ochrany po inteligentnu logistiku a municiu novej
generacie. Zaroven sa posilfiuje aj strategicka priemyselna odolnost, teda schopnost krajiny
zabezpecit dodavky klic¢ovych komponentov, materidlov a vyrobkov bez zavislosti od
externych, najma mimoeurdpskych dodavatelov. Eurdpska unia po roku 2022 systematicky
podporuje vytvaranie regiondlnych hodnotovych retazcov a spolo¢nych vyrobnych kapacit,
o vytvara nové prileZitosti aj pre slovenské podniky, ktoré disponuju kvalifikovanou
pracovnou silou, ale aj dlhoroénymi skisenostami v oblasti Specidlneho strojarstva.

Z tohto pohladu obdobie po roku 2022 vytvorilo pre slovensky obranny priemysel
strategicku prileZitost na posilnenie svojej pozicie v eurépskom obrannom priestore pri
sucasnom zachovani narodnych Specifik, exportného zamerania a historickych kompetencii
v oblasti vyroby delostreleckej municie, pozemnej techniky a Specialnych materialov.

Sucasny profil odvetvia sa vyznacuje kombindaciou tradi¢nych kapacit (municné
zavody, vyroba rucnych zbrani, optika a elektrotechnika) a novych technologickych
segmentov, vratane bezpilotnych prostriedkov, kybernetickej bezpecnosti, ¢i pokrocilych
softvérovych rieSeni. Napriek tomu odvetvie stdle naraza na Strukturalne vyzvy, akymi su
nizka uroven dlhodobych domacich objedndvok, investicnd poddimenzovanost a potreba
hlbsej integracie do eurdpskych programov obranného priemyslu.
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2 FUNKCIE STABILNEHO DOMACEHO TRHU A ICH VYZNAM PRE ROZVOJ OBRANNEHO
PRIEMYSLU

Stabilny domdci trh tvori jeden z najdolezitejSich pilierov dlhodobého rozvoja
obranného priemyslu. Nie je to len ekonomické prostredie, ale systémova infrastruktura,
ktora umoznuje technologicky pokrok, strategicki autondémiu a bezpecnostnd odolnost
Statu. Ako uvadzaju Hartley (2023) ¢i Sandler & Hartley (1995a), obranny sektor je Specificky
tym, Ze bez stabilného domdaceho dopytu trpi podinvestovanim, cyklickymi vykyvmi a stratou
konkurencénych vyhod. Stabilny domaci trh nie je len ,jeden z faktorov” — je to systémova
podmienka pre preZitie a rozvoj obranného priemyslu obzvlast v malych krajinach ako je
Slovensko. Umoznuje budovat technologickli autondmiu, posilfiuje narodnu bezpecnost,
stabilizuje vyrobu, podporuje inovacie a zabezpecuje dlhodobud ekonomickd navratnost.

V neposlednom rade plni domaci obranny priemysel aj funkciu efektivnej Statnej
investicie, najmad v obdobiach rozsiahlej$ieho prezbrojovania. Statne vydavky na domace
podniky generuju pozitivne ekonomické efekty, akymi su rast zamestnanosti, udrzanie
kvalifikovanych pracovnych miest, rozvoj subdodavatelskej siete a stimuldciu regionalnej
ekonomiky. Prostrednictvom dani a odvodov v primarnom (priame efekty) a sekundarnom
(nepriame a vyvolané efekty) ekonomickom okruhu sa do Statneho rozpoctu vracia priblizne
30-50 % vynalozenych verejnych prostriedkov (Hartley, 2023). Tento multiplikacny efekt robi
z domacich obrannych projektov investiciu s vysokou navratnostou a dlhodobym prinosom
pre celt ekonomiku.

Funkcie uvedené v Tabulke 1 podrobne opisuju, prec¢o je domaci trh pre slovensky
obranny priemysel nevyhnutny, ako podmieriuje jeho vykonnost a aky vyznam ma v SirSom
ekonomickom a bezpecnostnom kontexte.

Stabilny domadci trh posobi ako klu€ovy stabilizatny mechanizmus pri vykyvoch
v exporte, ktoré su v obrannom priemysle prirodzene casté v doésledku politickych,
bezpecnostnych ¢i rozpoctovych cyklov v zahraniéi. Domaci odber umoziiuje rychlo reagovat
na zmeny trhu — napriklad formou predaja zastaralej techniky, efektivnej obnovy zasob
(napr. municie), alebo docasného presmerovania vyrobnych kapacit z exportu na domace
potreby. Tato funkcia zniZuje rizika dlhodobych vyrobnych prestojov a pomaha udrzat
kontinuitu vyroby aj v obdobi globalnych nestabilit.
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Tabulka 1 Funkcie stabilného domaceho trhu

P.¢. | Funkcia Strucny opis vyznamu

1. Technologicka vyspelost a | Umozriuje udrzat vyskum, vyvoj, know-how a moderné kapacity;
Statna suverenita posilfiuje autondmiu Statu.

2. Zakladna odberatelska Domace objednavky tvoria stabilny dopyt pre planovanie vyroby
baza a investicie.

3. Certifikacnd a referenénad | Domace poutzitie zvySuje déveryhodnost produktu a podporuje
funkcia export.

4, Inovacéna a vyvojova Stabilny dopyt motivuje firmy investovat do vyskumu a
funkcia modernizacii.

5. Investi¢nd a kapacitna Umoznuje modernizaciu zavodov, automatizaciu a rozsirovanie
funkcia kapacit.

6. Stabiliza¢na funkcia UdrZiava kontinuitu vyroby a pomaha stabilizovat vykyvy exportu

7. Strategicko-bezpecnostna | Zabezpeduje kritické kapacity, servis a odolnost statu.
funkcia

8. Multiplikatorova funkcia Prinasa nadpriemerny ekonomicky multiplikator a rast
pre ekonomiku subdodavok.

9. Koordinacna funkcia Prepdja Stat, ozbrojené sily, vyskum, priemysel a univerzity.

10. | Recipro¢na funkcia v Zvysuje vyjednavaciu poziciu SR a otvara priemyselnu
medzinarodnych participaciu.
programoch

11. | Navratnost verejnych Vydavky sa vracaju vo forme dani, odvodov a rastu pridanej
vydavkov hodnoty.

12. | Proticyklicka funkcia Zmieriuje exportné vykyvy a chrani kapacity a know-how.

Zdroj: Vlastné spracovanie (2025)

3 NARODNY PRINCIiP VYZBROJOVANIA A JEHO PREPOJENIE S ULOHOU DOMACEHO
OBRANNEHO PRIEMYSLU

V oblasti obrany a bezpecnosti neexistuje Ziadna ind téma, pri ktorej by sa suverenita

Statu prejavovala jasnejSie ako pri vyzbrojovani vlastnych ozbrojenych sil. Tento proces od

definovania operacnych potrieb az po samotné zabezpecenie techniky je v medzindrodnom

prostredi uz desatrocia vnimany ako jedna z najtypickejsich narodnych zodpovednosti statu.

Nielen v rovine formalnej, ale aj praktickej.

NATO aj Eurdpska uUnia tento pristup plne resSpektuji. V oboch organizaciach sa

vyzbrojovanie chape ako zaleZitost, ktoru si musi kazdy Clensky $tat riesit predovsetkym

vlastnymi schopnostami, vlastnym planovanim a vlastnou priemyselnou zakladriou. Dévod je

jednoduchy — Ziadna krajina nemdze prenasat zodpovednost za svoju obranu na niekoho

iného a rovnako tak sa nemdze spoliehat na to, Ze v krizovej situacii jej niekto poskytne

vsetko, ¢o bude potrebovat.
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3.1 Narodny princip v ramci NATO a EU

NATO aj EU povaZuju oblast vyzbrojovania za jednu zo zakladnych narodnych
kompetencii. Ako uvadzaju alianéné dokumenty (NATO, 2022), vystavba ozbrojenych sil a ich
vyzbrojovanie patria medzi non-transferable responsibilities teda neprenositelne;j
zodpovednosti, ktoré ¢lensky stat nemdze delegovat na Ziadnu ina krajinu ani medzinarodnu
organizaciu.

Tento dlhodoby postoj vychadza zo Styroch zasadnych dévodov:

- Zodpovednost za vlastni bezpeénost je nedelitelna - krajina nemdze predpokladat, Ze
v krize jej spojenci okamZite poskytnu vietku potrebnu techniku.

- Geopolitické a logistické reality neumoznuju spoliehat sa vyhradne na zahraniénych
doddavatelov - krizové situacie (napr. COVID-19, vojna na Ukrajine) ukazali, Ze aj
spojenec si najprv musi zabezpedit vlastné potreby.

- Budovanie vlastnych kapacit posiliuje aliancnu kolektivhu obranu - schopny domaci
priemysel zvySuje odolnost celej aliancie.

- Strategickd autonémia EU a odolnost NATO stoja na robustnych ndarodnych
priemyselnych zakladniach.

Prave preto existuju samostatné eurdpske politiky na podporu obranného priemyslu:
EDIDP, EDF, PESCO ¢i priemyselnd participacia v NATO Support and Procurement Agency
(NSPA). Vsetky tieto ndstroje predpokladaju, Ze ¢lenské staty maju vlastné kapacity, o ktoré
sa moZu opriet.

3.2 Prepojenie vyzbrojovania a domaceho obranného priemyslu

Ndrodny princip vyzbrojovania Uzko suvisi s existenciou domdaceho obranného
priemyslu. Medzi oboma prvkami existuje vztah vzdjomnej zavislosti, ktory mozno prirovnat
k obojstranne vyhodnému cyklu: silny obranny priemysel umoznuje efektivne vyzbrojovanie,
a stabilné vyzbrojovanie zase posiliuje priemysel. V ¢ase konfliktu, alebo geopolitickej
neistoty je schopnost zabezpecit dodavky zo svojho Uzemia kritickym faktorom bezpecnosti.
Mnohé technoldgie spojené s obranou su utajované. Ich vyvoj a vyroba v ramci Statu
minimalizuje riziko unikov, kybernetickych hrozieb, ¢i zavislosti od politicky nestabilnych
trhov (Hartley, 2023). Zavislost od zahrani¢nych doddavatelov predstavuje strategické riziko,
ktoré sa modze naplno prejavit v Case krizy presne tak, ako to demonstrovala vojna na
Ukrajine, ked eurdpske krajiny zapasili s nedostatkom municie a kapacit. Domaca vyroba, aj
ked' nie v plnom rozsahu, poskytuje Statu bezpecnostnu poistku.

Ndrodny princip vyzbrojovania zaroven vytvara predpoklady pre udrZzanie
technologickej kontinuity a know-how, ktoré su podla Sandler & Hartley (1995b) klic¢ovym
determinantnom dlhodobej konkurencieschopnosti obrannych priemyslov. Bez stabilného
domaceho dopytu nie je moZné financovat vyvoj novych zbrarovych systémov, rozsirovat
kapacity skusobni, ani udrzat kvalifikovanu pracovnu silu. Eurdpska obrannd agentura (EDA,
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2023) upozoriuje, Ze krajiny s vysSou uroviiou domdceho zadavania zakaziek vykazuju
vyrazne lepsiu schopnost zapdjat sa do spoloénych eurdpskych projektov, pretoze disponuju
vlastnou priemyselnou kapacitou, ktori mozno zaclenit do medzinarodnych programov. Tym
sa zvysuje ich vyjedndvacia sila, moZnost spolo¢nej vyroby aj podiel na technologickych
transferoch. Pre malé krajiny ako je Slovensko, je preto domaci dopyt nevyhnutnym
predpokladom nielen pre zachovanie priemyselnych kapacit, ale aj pre plnohodnotnu
integraciu do globalnych a eurdpskych dodavatelskych retazcov.

NavysSe eurdpske politické ramce explicitne vyzyvaju clenské staty na posiliovanie
domdcej produkénej zdkladne, aby sa minimalizovali rizikd externych Sokov (pandémia,
vojna, narusené retazce dodavok) a aby sa posilnila odolnost euroatlantického priestoru.
Z tohto pohladu sa narodny princip vyzbrojovania uz neda chéapat len ako tradi¢na politicka
zdsada, ale ako strategickd poziadavka suvisiaca s odolnostou $tatu a jeho schopnostou
rychlo reagovat na bezpecnostné hrozby.

Tabulka 2 Kfucové vazby medzi Statom a domdcim priemyslom

Oblast /

77 v

Klacova vazba

Hlavny vyznam
pre Stat

Konkrétne prinosy pre OS SR
a priemysel

Operacéna pripravenost a
rychlost dodavok

Schopnost rychlo
reagovat na potreby
armady v krize

¢ rychle dodavky municie

e servis a opravy

* modernizacia techniky

e dopliiovanie zasob pocas kriz

Prisp6sobenie techniky
narodnym poZiadavkam

Technika zodpovedd
slovenskym taktickym a
geografickym
podmienkam

¢ adaptacia na podmienky SR
¢ rychle Upravy podla spatnej vazby
¢ flexibilny vyvoj novych systémov

Ochrana strategickych
technologii

Minimalizacia rizika
Unikov a zavislosti od
nestabilnych trhov

e ochrana citlivych technoldgii
e kyberneticka bezpeénost
* zniZenie politicke] zavislosti

Stabilita, zamestnanost a
multiplikacné efekty

ZvySovanie ekonomickej
stability a ndvratnosti
vydavkov

e vy$Sia zamestnanost

¢ podpora subdodavatelov
¢ technické kompetencie

e navratnost 30-50 %

Znizovanie zavislosti od
zahranicia

Posilnenie
bezpecnostnej
autondmie

¢ odolnost voci vypadkom komponentov
 nezavislost pri servise a municii
¢ ochrana pred krizami

Narodna zodpovednost
pocas Zivotného cyklu
techniky

Kontrola nad celym
cyklom zbrojnej
techniky

¢ vyskum—vyroba-testovanie—servis—
modernizacia—likvidacia
* vy3$sia bezpedénost a suverenita

Existencny vyznam pre
Slovensko

Udrzanie priemyslu a
technologickych kapacit
v State

¢ prevencia straty kompetencii
e odliv talentu
« posilnenie pozicie v EU a NATO

Ucast v medzinarodnych
projektoch (EDF, PESCO,
NSPA)

Podmienka
relevantného zapojenia
SR do eurdpskej
spoluprace

¢ priemyselna participacia
e transfer technoldgii
e spolocny vyvoj a spolupraca pri vyrobe
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Narodny princip vyzbrojovania nie je iba normativna zdsada, ale prakticka
nevyhnutnost. Silné domace kapacity s predpokladom: technologickej suverenity, rychlej
reakcie na bezpecnostné krizy, efektivneho vyuZitia verejnych zdrojov, kvalitného vyvoja
a testovania techniky, konkurencieschopného exportu a plnohodnotného ¢lenstva v NATO

a EU.

Bez domaceho obranného priemyslu by narodny princip vyzbrojovania neexistoval.
A bez narodného principu vyzbrojovania by obranny priemysel nemal dévod existovat.

4 RIZIKA A LIMITY DALSIEHO ROZVOJA OBRANNEHO PRIEMYSLU SR

Na zdklade analyzy (Hartley, 2023; Adapt Institute, 2023) a dostupnych dat ZBOP SR
mozno identifikovat Sest zasadnych rizikovych okruhov — vid Tabulka 3, ktoré determinuju
sucasnu dynamiku aj buduci potencial slovenského obranného priemyslu. Tieto rizika maju
systémovy charakter, su vzdjomne prepojené a v pripade ich nerieSenia moéZu viest
k dlhodobému oslabeniu technologickej aj vyrobnej zdkladne SR. Korefiovym rizikom, ktoré
ovplyviiuje vSetky rizikové okruhy, je absencia jednotnej narodnej stratégie.

Tabulka 3 Rizikové okruhy rozvoja obranného priemyslu SR

Nazov rizika

Opis problému

Hlavné dosledky

Nedostatok dlhodobych
strategickych objednavok
zo strany Statu

Absencia stabilného domaceho
dopytu a uprednostiiovanie
zahrani¢nych nakupov oslabuje
planovanie vyrobnych kapacit.

¢ slaba predvidatelnost vyroby;

¢ nizka motivacia investovat;

e strata kvalifikovanej pracovnej
sily;

e zavislost od exportu;

Finan¢na
poddimenzovanost
vyskumu, vyvoja a
inovacii

Nizke investicie do vyskumu a
slaba spolupraca univerzit,
armady a priemyslu brzdia
technologicky rozvoj.

¢ technologické zaostavanie;
e strata konkurencieschopnosti;
¢ slabé inovacné prepojenia;

Nedostatok kvalifikovanej
pracovnej sily

Akutny nedostatok odbornikov v
technickych profesiach, problém

sa bude prehlbovat po roku 2030.

¢ odsuvanie projektov;
e obmedzené vyrobné kapacity;
¢ slaba reakcia na dopyt;

Vysoka zavislost
dodavatelskych retazcov
od rizikovych krajin

Zavislost od kritickych
komponentov z geopoliticky
rizikovych krajin (najma Cina).

¢ cenova volatilita;
e riziko prerusenia vyroby;
* geopoliticka zranitelnost;

Nedostatocna
ekonomicka diplomacia v
oblasti exportu

Chyba koordinovand statna
podpora exportu, nizka
pritomnost na zahrani¢nych
trhoch.

e strata exportnych prileZitosti;
¢ slabsia vyjedndavacia pozicia;
* nizka reputacia SR;

Neexistencia jednotnej
narodnej stratégie

Chyba dlhodoby ramec pre
investicie, vyskum, akvizicie a
rozvoj talentov.

¢ nekoordinovany rozvoj sektora;
¢ chyba prepojenie obrany

a hospodarstva;
e znizena doéveryhodnost;

Zdroj: Vlastné spracovanie (2025), Hartley (2023), Adapt Institute(2023)
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5 SLOVENSKY OBRANNY PRIEMYSEL V REGIONE V4 A V EUROPE: POROVNANIE KAPACIT,
TRENDOV A MODELOV ROZVOJA

Vyvoj a vykonnost slovenského obranného priemyslu nie je mozné hodnotit
izolovane, ale len v kontexte SirSieho eurdpskeho a regiondlneho prostredia, v ktorom Staty
zdpasia o technologicki autondmiu, stabilitu dodavatelskych retazcov a posilnenie
narodnych kapacit. Ako uvddzaju Sandler & Hartley (1995b) ¢i Hartley (2023), moderné
obranné priemysly funguju v prostredi vysokej vzajomnej zavislosti a konkurencného tlaku,
pricom malé krajiny su obzvlast citlivé na vykyvy domdceho dopytu a na zmenu
priemyselnych cyklov v Eurdpe. Charakter dnesSného eurdpskeho trhu preto nemozno
pochopit bez porovnania jednotlivych krajin v oblasti kapacit, investicii do vyskumu,
moznosti exportu a miery integracie do eurdpskych obrannych iniciativ (EDA, 2023).

Porovnanie so Statmi VySehradskej skupiny a s technologickymi lidrami Eurdpy
poskytuje nevyhnutny analyticky ramec, ktory umozriuje identifikovat strukturalne rozdiely,
konkurenéné vyhody a oblasti, v ktorych Slovensko zaostdva. Statny pristup k riadeniu
obranného priemyslu je v jednotlivych krajinach rozdielny, ¢o potvrdzuju aj aktudlne
sektorové spravy (Ministry of Defence of the Czech Republic, 2023; Polska Grupa
Zbrojeniowa - PGZ, 2023; Swedish Defence Materiel Administration - FMV, 2023; Ministére
des Armées, 2022). Vyber porovndvanych Statov preto nie je ndhodny: kombinuju
geografick blizkost, podobnd priemyselnd minulost, ale zarover rozlicné modely
financovania obrany, industrializacie a riadenia vedy a vyskumu.

Pre porovnanie zakladnych parametrov obranného priemyslu boli vybrané krajiny V4
a dvaja eurdpski lidri — Francizsko a Svédsko. Tieto $taty reprezentuju rdzne pristupy
k budovaniu obranného priemyslu: od centralizovaného Statneho riadenia (Francuzsko), cez
model silného verejno-sikromného partnerstva (Svédsko), ai po kombinované trhové
modely stredoeurépskeho priestoru (CR, Polsko, Slovensko). Analyza zaroveri reflektuje
dynamiku eurépskych trhov zbrojnej techniky po roku 2022, ktoru detailne popisuje
European Defence Industry Strategy (European Commission, 2023) a trendové udaje SIPRI
(2023).

Vyznam tychto krajin pre porovnanie spociva nielen v ich réznej velkosti ¢i exportnom
potenciali, ale predovsetkym v diverzite ich narodnych stratégii. Polsko napriklad
implementovalo S$pecidlny zakon o obrannych investicidch, ktory umoznil masivny rast
vyrobnych kapacit a prildkanie zahraniénych investicii do vedy a vyskumu (PGZ, 2023). Ceska
republika zas dlhodobo ftaZi z vysokej exportnej orientacie a dobre fungujucich
subdodavatelskych sieti (Ministry of Defence of the Czech Republic, 2023). Francuzsko
a Svédsko predstavuji modely krajin, ktoré si vybudovali vysoki mieru strategickej
autondmie na zaklade nadstandardnych vydavkov na vyskum a vyvoj (FMV, 2023; Ministere
des Armées, 2022).
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Doélezitym aspektom porovnania je aj miera priemyselnej a dodavatelskej odolnosti,
ktora sa po roku 2022 stala klu€ovym ukazovatefom konkurencieschopnosti obrannych
ekonomik. Ako upozorfiuje OECD (2023) a Eurostat (2023), mnohé eurdpske krajiny
redefinovali svoje priemyselné politiky s cieflom skratit doddavatelské retazce, presunut
kritické kapacity spat do Eurdpy a znizit zdvislost od tretich krajin. Tento trend vyrazne
posilnil tie Staty, ktoré uz pred krizou disponovali strategickou priemyselnou infrastrukturou
a investiénymi planmi ako napriklad Francuzsko ¢ Svédsko. Naopak krajiny, ktoré dlhodobo
zanedbavali koordinované planovanie, vratane Slovenska, celia dnes vysSej zranitelnosti
a obmedzenym moZnostiam rychlej reakcie na zvySeny dopyt po vojenskej technike
a municii. Z tohto dévodu sa komparativna analyza stava nielen akademickym cvi¢enim, ale
aj nastrojom na formulovanie strategickych priorit, ktoré moézZu vyrazne ovplyvnit
priemyselnu a bezpecnostnu poziciu Slovenska v nasledujucej dekade.

Porovnanie jednotlivych krajin navySe ukazuje, Ze dlhodoba vykonnost obranného
priemyslu je Uzko prepojenad aj s konzistentnostou vladnych politik a stabilitou strategického
planovania. Ako zdérazriuje OECD (2023) krajiny, ktoré dokazali udrzat predvidatelné
investicné prostredie, vratane jasne definovanych priorit, kontinuity medzi vladami
a viacro€ného planovania obstardvania, dosahuju vyssi podiel domacich doddvok a rychlejsi
technologicky rozvoj. Svédsko napriklad po vstupe do NATO vyrazne posilnilo svoju
priemyselnu politiku a investicie do kapacit FMV (FMV, 2023), zatial ¢o Francuzsko dlhodobo
udrziava stabilny pristup k obrannému rozpoctu prostrednictvom viacroénych strategickych
planov (Ministére des Armées, 2022). Naopak Slovensko podla Adapt Institute (2023) trpi
fragmentaciou politickych rozhodnuti, nedostato¢nou koordindciou medzi rezortmi
a absenciou jednotného dokumentu, ktory by spajal obrannu, priemyselnd a hospodarsku
politiku. Tieto systémové limity spOsobuju, Ze slovensky obranny priemysel reaguje prevazne
reaktivne, nie strategicky, ¢im sa prehlbuje rozdiel oproti konkurenénym statom regidénu.

Rozsirena analyza tak umoznuje konfrontovat slovenské vysledky s krajinami, ktoré sa
v uplynulej dekadde vyrazne etablovali v eurépskej obranno-priemyselnej architekture, ¢i uz
prostrednictvom rozsiahlych modernizaénych programov, systematickej podpory domacich
firiem, alebo dlhodobého rozvoja technologickych centier. Slovensko v tomto porovnani
vystupuje ako krajina s vyznamnym historickym know-how a vysokym exportnym podielom,
avSak bez komplexnej narodnej stratégie, stabilného domdaceho dopytu a dostatoéne
financovaného vyskumu (Adapt Institute, 2023).

Cielom preto nie je len deskriptivne porovnanie vybranych Statov, ale najma
identifikacia tych faktorov, ktoré determinuju dlhodoby rast, alebo utlm obranného
priemyslu vid' - Tabulka 4. Porovnanie zdroven vytvdra délezité vychodisko pre naslednu
scendrovu analyzu a tvorbu odporucani, pricom poskytuje empiricky podloZeny pohlad na to,
kde sa Slovensko nachadza dnes a aké politiky by mali byt prijaté, ak chce krajina posilnit
svoju priemyselnd, technologicki a bezpecnostni suverenitu v prostredi rastucich
geopolitickych neistot.
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Tabulka 4 Porovnanie kapacit, trendov a modelov rozvoja obranného priemyslu vybranych krajin EU

Krajina Obranny Vyskum a vyvoj Domaci Integracia Narodna
priemysel - obrannych dopyt obranného obranno-
velkost & technolagii, priemysludo | priemyselna
exporty a produktov NATO/EU stratégia
(R&D)
Slovenska | emaly aZ stredny | e slaby; ¢ nestabilny; | e nizka, ®
republika e s perspektivou | e koncepcne ¢ iba cez
rastu; nerieseny; subdodavky; | iba ¢iastocne/

& e financne Obrannd

e vysoko poddimenzovany; stratégia SR

exportny; 2021

Ceska e stredne velky; e silny, e stabilny; ¢ stredne

republika & e podporovany vysoka; @

¢ vysoko domacimi

exportny; firmami; prijaty

h strategicky
dokument

Polsko * velky; e silny; e vysoko e vysoka; @

& ¢ silnd podpora stabilny;

® exportny; prilevom VV p(?f:lobe
e zahrani¢nych speIC|aIneho

R&D investicii; zékona o
obrannych
investiciach

Madarsko | e maly - rastuci; e rastuci; e skor e stredn3; @

& ¢ silnd podpora stabilny; ) i
— * nizko prilevom e rychlo |ntegrova,na
I exportny; zahrani¢nych naberajuci do viacerych

R&D investicii; na stabilite; programov

Francuzsko | e velmi velky; e velmi silny; * vysoko * extrémne @

& * top 5 na svete stabilny, vysoka;

e vysoko v oblasti R&D e strategicky;

I I exportny; investicii; dIhOdObo,
strategicky
stanovend

Svédsko * velky; e velmi silny; * vysoko e vysoka; @

& e dlhodobo velké | stabilny, i ]
= * silne exportny; R&D investicie; | e narastajuci zvyraznena
I . po vstupe do podpora po

NATO: vstupe do
NSATO
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6 MOZNE SCENARE VYVOJA SLOVENSKEHO OBRANNEHO PRIEMYSLU DO ROKU 2035

Tabulka 5 sumarizuje tri zakladné scenare mozného vyvoja slovenského obranného
priemyslu do roku 2035. Scenarovy pristup umozniuje identifikovat strategické alternativy na
zaklade aktudlnych trendov, systémovych slabin a potencidlnych intervencii statu. Kazdy
scenar odraza  rozdielnu  mieru  Statnej  angaZovanosti, investiCnej  stability

a instituciondlneho riadenia sektora.

Scendrova analyza tak poukazuje na to, Ze dalsi vyvoj sektora je moiné vyrazne
ovplyvnit strategickymi rozhodnutiami prijatymi v najblizSich rokoch. Pritom plati, Ze
necinnost, alebo len ¢iastocné opatrenia povedu k stagnacii, zatial ¢o koordinované zasahy

mozu vytvorit predpoklady pre dlhodoby rast a posilnenie bezpeénostnej autonédmie $tatu.

Tabulka 5 MoZné scendre vyvoja slovenského obranného priemyslu

(status quo)

obranného priemyslu;
e sektor iba preziva;
¢ ale nerastie;

pokles kapacit;

® postupne znizovanie
dopytu, najma po
municii;

Scenar Charakteristika vyvoja Klacové trendy Predpoklad vyvoja do
roku 2035
Scendr 1: ¢ sektor funguje bez e export ostdva, no koliSe; | ® stagnacia obranného
zasadnych zmien; ¢ slaby vyskum a vyvoj; priemyslu
UDRZIAVANIE | * nejasné smerovanie ¢ v nasledujucich rokoch * postupny utlm

vyrobnych kapacit

e rizika sa zvacsuju;

e zavislost od rizikovych

¢ prepad na okraj

Scenar 2: e sektor straca identitu; krajin; eurdopskeho
* vyrazne straca ¢ nedostatok obranného priemyslu
OSLABENIE konkurencieschopnost; kvalifikovanej e strata kl'icovych
A ® vyrazné znizenie pracovne; sily; sposobilosti
FRAGMENTACIA objednavok, najma e zanik tradi¢nych kapacit;
municie; ¢ odchod mladych
(negativny) odbornikov;
Scenar 3: ¢ vyZaduje zasadné ¢ Ndrodna stratégia e narast vyrobnych
politické rozhodnutia; obranného priemyslu; kapacit, exportu
RESTART e Upravu prislusnej e stabilné Statne vyrobkov
A legislativy; objednavky; ¢ zaradenie sa medzi
RAST e investicie; ¢ silnd ekonomicka top stredoeurdpskych
e strategické planovanie diplomacia; producentov
(pozitivny) a riadenie; e inovacny rozvoj;

Zdroj: Vlastné spracovanie (2025), Adapt Institute (2023)
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ZAVER

Existencia silného a funkéného domaceho obranného priemyslu predstavuje jeden
z urcujucich pilierov technicko-ekonomickej vyspelosti a bezpecnostnej suverenity statu.
V podmienkach SR ide o odvetvie s dlhodobou tradiciou, technologickym know-how
a vyznamnym exportnym potencialom, ktoré ma zaroven schopnost generovat multiplikaéné
ekonomické efekty a posiliovat odolnost Statu voci externym bezpecnostnym a logistickym
Sokom. Aktudlna geopolitickd situdcia vSak ukazuje, Ze udrianie tychto kapacit nie je
samozrejmostou, ale vysledkom konzistentnej politickej podpory, strategického planovania
a systematickych investicii do vyrobnych a technologickych zakladni.

Analyza uskuto¢nend v tomto prispevku potvrdzuje, Ze slovensky obranny priemysel
sa nachadza na strategickej krizovatke. Disponuje historickymi kompetenciami, etablovanymi
exportnymi trhmi a rasticim dopytom v eurépskom bezpecnostnom priestore, no sucasne
Celi Strukturdlnym obmedzeniam, medzi ktoré patri najma absencia stabilného domaceho
dopytu, nedostato¢nd koordinacia statnych politik, limitované investicie do vyskumu
a vyvoja a nedostatocné riadenie dlhodobého rozvoja vyrobnych kapacit. Porovnanie
s krajinami regiéonu V4 i technologickymi lidrami Eurdépy zaroven ukazuje, Ze vykon
a konkurencieschopnost obranného priemyslu Uzko koreluji so strategickostou sStatneho
riadenia, predvidatelnostou financovania a dérazom na vyskum a vyvoj.

Na zaklade tychto zisteni je zrejmé, Ze dalsi vyvoj slovenského obranného priemyslu
bude zavisiet od miery, akou dokaze stat vytvorit stabilné a dlhodobo udrzatelné strategické,
ekonomické a technologické prostredie. Kli¢ovym predpokladom je prijatie jednotnej
narodnej obranno-priemyselnej stratégie, ktora by prepojila bezpecnostnu, hospodarsku
a priemyselnu politiku a ustanovila jasné mechanizmy koordinacie medzi jednotlivymi
aktérmi — statom, ozbrojenymi silami, priemyslom, vyskumnymi institlciami a univerzitami.
Takyto dokument by umozZnil stabilizovat domdaci dopyt, planovat investicie v dlhsom
¢asovom horizonte, podporovat inovacné projekty a zvysit mieru Gcasti SR na eurdpskych
programoch.

Z hladiska ciela publikdcie moZno konstatovat, ze bol naplneny. Studia identifikovala
kfuéové determinanty sucasného stavu slovenského obranného priemyslu, analyzovala ich v
kontexte eurépskeho bezpecnostného prostredia, porovnala ich s modelmi vybranych krajin
a na zaklade toho formulovala realistické scenare dalSieho vyvoja do roku 2035. Prispevok
tak poskytuje analyticky podloZzené vychodisko pre odbornu a politickd diskusiu o potrebe
systematického posiliovania narodnej obranno-priemyselnej zakladne ako nevyhnutného
prvku bezpeénostnej a ekonomickej stability SR.

Ak sa Slovensko rozhodne realizovat koordinované, odvazne a dlhodobo udrzatelné
opatrenia, mdzZe sa v strednodobom horizonte zaradit medzi stabilnych a technologicky
relevantnych producentov v stredoeurépskom obrannom priestore. Ak tak neurobi, riziko
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postupného Utlmu, fragmentacie a straty klUcovych spésobilosti sa bude v nasledujuicej
dekade prehlbovat.
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Radoslav IVANCiK — Pavel NECAS

HYBRIDNE HROZBY: BEZPECNOSTNA VYZVA PRE DEMOKRATICKE
SPOLOCNOSTI

Praha : Leges, 2025. 226 s. ISBN 978-80-7502-823-5.

Jan BREZULA

Vedeckd monografia autorov Radoslava Ivancika a Pavla Necasa predstavuje aktudlne,
systematické a interdisciplinarne spracovanie fenoménu hybridnych hrozieb, ktoré patria
medzi klucové vyzvy bezpecnostnej agendy v 21. storodi. Uz samotny podtitul ,,Bezpecnostna
vyzva pre demokratické spolocnosti” presne vystihuje ambiciu autorov — nielen popisat
a kategorizovat hybridné formy nepriatelského pdsobenia, ale zarover ponuknut ramec pre
pochopenie ich dopadov na inStitucionalne, spolocenské a politické mechanizmy
demokraticke]j spolo€nosti.

Obaja autori su dobre zndmi; patria k poprednym a renomovanym autorom v oblasti
bezpecnosti, o com svedcia ich doterajsie publikacné vystupy. Ich praktické skisenosti navyse
poskytuju textu potrebnu autoritu a déveryhodnost. To sa prejavuje aj v koncepénej logike
monografie: text je jasne Struktdrovany, s logickym prepojenim medzi teoreticko-
terminologickou castou, analyzou reakcii medzinarodnych aktérov a kapitolou venovanou
posiliovaniu spolocenskej odolnosti voéi hybridnym hrozbam. Tato stavba diela umoznuje
Citatelovi prejst od vseobecnych vychodisk ku konkrétnym praktickym odporicaniam — ¢o
zvysuje vyuzitelnost monografie nielen pre vedu a vyucbu, ale aj pre prax a tvorbu politik.

Silnou strdnkou recenzovanej publikdcie je zrozumitelné definovanie kluéovych
pojmov a typoldgia hybridnych hrozieb, ktord Citatelovi umozZriuje orientovat sa v ¢asto
nejednoznaénom a terminologicky rozdrobenom priestore. Rovnako cenné su kapitoly
venujuce sa praktickym reakcidm EU a NATO, kde autori spravne zdérazfiuju potrebu
koordinaénych mechanizmov i systémového budovania odolnosti na viacerych urovniach
spolocnosti.

Z pohladu redakéného spracovania a didaktiky je text prehladne ¢leneny, obsahuje
bibliografiu a vecny a menny register, ¢o vyrazne zvySuje jeho vyuZitelnost pre Studentov,
vyskumnikov i odbornu verejnost. Jazykova Urovern je vysoko odbornd, ale zasa nie prehnane
akademicka, ¢o napomaha $iréej ¢itatel'skej dostupnosti bez ujmy na analytickej hibke.
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Uvodnd kapitola monografie uvadza ¢itatelov do problematiky hybridnych hrozieb
a zasadzuje ich do SirSieho ramca sucasného bezpeénostného diskurzu. Autori prezentuju
hybridné hrozby ako dynamicky a multidimenzionalny fenomén, ktory presahuje tradi¢né
chapanie vojenskych hrozieb a pésobi predovsetkym v tzv. ,Sedej zone”“. V tejto Casti vynika
schopnost autorov jasne a zrozumitelne vyjadrit zloZitost javu — od jeho historickych koreriov
az po jeho sucasné prejavy, ktoré ohrozuju stabilitu demokratickych institucii a procesov.
Cenny je aj déraz na evoluénu dynamiku hybridnych hrozieb, teda na fakt, Ze nejde o staticky
koncept, ale o stale sa meniaci a vyvijajuci subor stratégii, technik a nastrojov.

Druhd kapitola tvori teoreticko-terminologické jadro diela. Autori tu analyzuju vyvoj
pojmu ,hybridné hrozby“, jeho definicie a existujuce typoldgie. Zrozumitelne rozliSuju medzi
jednotlivymi aktérmi hybridného poOsobenia (Statni a nestatni, oficidlni a neoficidlni)
a vysvetluju ich ciele a zdmery. Silnou strankou tejto kapitoly je systematické usporiadanie
terminoldgie a jasné vymedzenie hybridnych hrozieb vo vztahu k inym bezpecnostnym
pojmom. To ma velky vyznam najma pre akademické prostredie, kde nejednotnd alebo
nejednoznacnd terminolégia ¢asto vedie k interpretaénym nejasnostiam.

Tretia kapitola sa sustreduje na pristupy Eurdpskej Unie a Severoatlantickej aliancie
v boji proti hybridnym hrozbdm. Autori analyzuju strategické dokumenty oboch aktérov, vznik
novych institucionalnych mechanizmov (napr. Hybridna fuzna bunka EU, Eurépske centrum
excelentnosti pre boj proti hybridnym hrozbam) a reakcie na hybridné p6sobenie, ktoré bolo
zaradené medzi hlavné bezpeénostné vyzvy. Pozitivnhe hodnotim aj poukazanie na konkrétne
priklady spoluprace medzi EU a NATO, ktoré reflektuju potrebu koordinovanej a systémovej
odpovede. Kapitola tak prispieva nielen k vedeckému uchopeniu problému, ale
aj k pochopeniu praktickych mechanizmov spoluprdce medzindrodnych organizacii.

Stvrta kapitola je venovand posilfiovaniu spoloéenskej odolnosti voé&i hybridnym
hrozbam, ¢o je v kontexte sucéasnych trendov osobitne dolezity aspekt. Autori tu zdéraznuju
vyznam systémového budovania odolnosti na vSetkych Udrovniach — individudlnej,
inStituciondlnej aj celospoloéenskej. Zrozumitelne vysvetluju, Ze nejde len o reakciu na
konkrétne krizy, ale predovsetkym o schopnost vcas identifikovat rizikd a hrozby,
minimalizovat ich dosledky a adaptovat sa na nové podmienky. Tato ¢ast ma vyrazny prakticky
rozmer: prinasa priklady osvedcenych postupov, odporucania pre demokratické Staty
a navrhy, ako efektivne spajat verejny a sukromny sektor, akademickd obec a obciansku
spolo¢nost. Za mimoriadne prinosny povazujem déraz kladeny na medidlnu gramotnost
a kritické myslenie ako klucové piliere budovania odolnosti voci dezinformaciam
a manipulativnym narativom.

Vo vsetkych uvedenych kapitolach je citelnd systematickost a jasna Struktura
argumentacie. Autori dokdzali spojit teoreticku hibku s praktickymi implikdciami a urobit text
pristupnym pre odbornikov i pre SirsSiu Citatelski obec. Prinosom je aj to, Ze kazda kapitola
prirodzene nadvazuje na predchdadzajucu, ¢im monografia posobi ako kompaktny celok
s vysokou vnutornou logikou. Publikacia nielen analyzuje sucasny stav poznania o hybridnych
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opatreni.

Ivancik a Necas zavrSuju svoju argumentacnu liniu v zavereénej kapitole monografie,
kde sumarizuju hlavné zistenia a poukazuju na potrebu komplexného a interdisciplinarneho
pristupu. Zdoéraznuja, Ze hybridné hrozby nemozno redukovat iba na vojensku dimenziu, ale
treba ich vnimat ako strategicky problém s dopadmi na fungovanie celej spolo¢nosti,
politického, ekonomického ¢i vzdelavacieho systému i fungovania demokratickych institucii.
Prave tato premyslend syntéza teoretickych, terminologickych a praktickych aspektov je
jednym z najvacsich prinosov monografie.

Z metodologického hladiska autori v publikacii vyuZivaju interdisciplinarny pristup,
v ramci ktorého nezostavaju uzavreti len v oblasti bezpecnostnych vied, ale do jedného celku
prepajaju aj poznatky z politolégie, prava, socioldgie, psycholdgie, medidlnych studii i
informacnych vied. Tym ukazujd, Ze hybridné hrozby si komplexnym fenoménom, ktory sa
dotyka prakticky vSetkych oblasti fungovania modernej spolo¢nosti. Tento pristup zaroven
odrdza aktualny trend v bezpecnostnom vyskume, kde dominuju komplexné a systémové
rdmce analyzy.

Z celkového hladiska mozZno recenzovanu vedeckd monografiu hodnotit ako na vysoke;j
vedeckej a odbornej Urovni spracované dielo, ktoré wvyplfia citelnd medzeru
v stredoeurdpskom akademickom priestore. Jej prinos je nielen v poskytnuti systematického
a uceleného pohladu na hybridné hrozby, ale aj v ponuke praktickych rieseni, ktoré mozu
prispiet k posiliovaniu odolnosti demokratickych spolo¢nosti. Publikdacia je preto vhodna tak
pre akademicku obec (Studentov a pedagdgov), ako aj pre odbornikov z praxe a pre tvorcov
verejnych politik, ktori v nej ndjdu hodnotné podnety pre svoju pracu.

Na zdver mozino konstatovat, Ze dielo autorov Radoslava Ivandika a Pavla Necdasa
predstavuje skutocne origindlny a unikatny prispevok do diskusie o bezpecnostnych vyzvach
sucasnosti. Vzhladom na jeho vysokd obsahovu kvalitu, odbornd uroven i prakticku
vyuzitelnost som presvedceny, Ze sa stane vyhladavanou pomockou nielen v akademickom
prostredi, ale aj v bezpecnostnej a politickej praxi.

pplk. v. z. Ing. Jdn BREZULA, PhD., MBA, MSc.
Obchodna akadémia Milana HodzZu

M. Razusa 1

Trendin

e-mail: jan.brezula@gmail.com
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